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Introduction

The World Summit on the Information Society

The World Summit on the Information Society (WSIS) was convened in two 
phases in 2003 and 2005 to address the growing impact of information 
and communications technologies (ICTs) on society. At a time when there 
was no agreed framework for digital cooperation or internet governance, 
WSIS was a groundbreaking initiative. For the first time, a global forum 
brought together heads of state, stakeholders from across sectors, and 
UN agencies to develop a shared vision for an inclusive, development-
oriented information society.

The outcomes of the original WSIS summits have had lasting influence. 
The Geneva Plan of Action set out Action Lines to guide progress 
towards a people-centred information society, while the Tunis Agenda 
introduced a distributed, multistakeholder model of internet governance 
and established the Internet Governance Forum (IGF). These documents 
remain foundational to digital policy discussions today. In 2015, the 
ten-year review (WSIS+10) reaffirmed these frameworks and extended 
the IGF’s mandate, though broader systemic change was limited.

Now, twenty years on, the WSIS+20 process provides an opportunity to 
assess whether the WSIS outcomes, and the institutions built around them, 
remain fit for purpose. The landscape has shifted dramatically. Emerging 
technologies, evolving security threats, and deepening digital divides 
raise urgent questions about equity, governance, and rights. At the same 
time, the international environment has grown more fragmented, with 
new structures such as the Office on Digital and Emerging Technologies 
(ODET) and the Global Digital Compact shaping parallel discussions. 
These developments challenge both the coherence of digital governance 
across the UN system and the ability of less-resourced stakeholders to 
meaningfully engage.

Project Background and Scope

This report aims to support engagement in the WSIS+20 process by 
providing insight into the positions and priorities of selected governments. 
The chapters in this report were produced as part of the Shaping the 
WSIS+20 Review for a Unified Internet Multistakeholderism project 
coordinated by the Global Network Initiative and Global Partners Digital 
with support from the inaugural ICANN Grant Program.

https://www.icann.org/en/announcements/details/icann-announces-first-cohort-of-grant-program-recipients-29-05-2025-en
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This project aims to ensure the voices from the Global Majority and 
technical community are represented in the WSIS+20 review process. 
It spans Bangladesh, Brazil, Colombia, Chile, Ghana, India, South Africa, 
Tanzania, and Zambia. Partners include the Centre for Communications 
Governance at the National Law University, New Delhi, Data Privacy Brazil, 
Derechos Digitales, Digitally Right, Fundación Karisma, Media Foundations 
for West Africa, Paradigm Initiative, and Research ICT Africa.

In addition, this report also includes research chapters on China, the 
European Union (EU), Indonesia, the United Kingdom (UK),  the United 
States (US), Russia, Saudi Arabia and Switzerland. These chapters focus 
on countries which are expected to be influential during the negotiations 
are included to support advocacy efforts, particularly by Global Majority 
civil society, by increasing understanding of a range of countries’ national 
positions. 

Methodology

Each chapter in this report was based on the same research framework 
and offers country-specific analysis of the actors driving each position, 
their motivations, and the implications for human rights, development, 
and internet governance. 

In Bangladesh, Brazil, Colombia, Chile, Ghana, India, South Africa, Tanzania, 
and Zambia the drafting of these chapters began with national workshops 
involving policymakers, local civil society, the private sector, and the 
technical community. These served as a key source of information for 
the research, together with analysis of government official positions, 
communiques, interventions, and policies. In some cases, these sources 
of information were combined with expert interviews. 

For the additional chapters on China, the European Union, Indonesia, the 
United Kingdom, the United States and Russia, the chapters drew on desk 
research combined with expert interviews. 

As some information shared in the chapters was communicated during 
interviews or drawn from non-public documents, citation has not always 
been possible. The report reflects the state of play at a particular moment 
in a fluid process, before the Elements Paper is released and at the 
beginning of the consultation process. Countries positions may change 
throughout the WSIS+20 review process. 
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Summary

Bangladesh
Bangladesh’s engagement with the World Summit on the Information Society (WSIS) 
has consistently reflected Global South priorities, including access, affordability, 
and technology transfer. However, while it initially embraced a multistakeholder 
model, its approach has gradually shifted toward a more centralised and state-
driven form of digital governance.

Bangladesh participated actively in the 2003 Geneva Summit, sending one of 
the largest Global South delegations. But under successive administrations, civil 
society participation declined significantly due to digital repression, internet 
shutdowns, and restrictive legal frameworks. Government involvement continued 
through the Aspire to Innovate (a2i) programme, BTRC, and relevant ministries, 
with a strong emphasis on development-focused digital platforms. 

Since the 2024 political transition, there has been renewed momentum for reform. 
While no formal WSIS+20 position has been announced, discussions on digital 
governance and multistakeholder engagement are re-emerging. Civil society, 
academia, and the private sector are beginning to re-engage with the WSIS process 
in an effort to reshape Bangladesh’s future role in global digital governance.

Brazil
Brazil has been active in WSIS since the beginning of the process and, more broadly, 
in Internet Governance, establishing itself as a leading proponent of multilateral 
action rooted in the multistakeholder model. In recent years, especially under 
the current administration, Brazil has prioritized the digital agenda, focusing on 
issues related to connectivity, information integrity, digital public infrastructures, 
and artificial intelligence. These themes have been explored at the domestic 
and international level, linked to priorities such as reducing inequality and digital 
sovereignty and are likely to inform Brazil’s positions during WSIS+20. Brazil’s 
historic involvement with Internet Governance and regional influence could help 
to position the country as a key player in the WSIS+20 process. 

The Brazilian government is prioritizing strengthening both the multistakeholder 
and multilateral models. More specific positions are still under discussion at the 
time of writing, with government representatives highlighting the review’s rushed 
timeline, operational and capacity challenges arising from the government’s 
structure, and the lack of clarity on coordination between the WSIS and the Global 
Digital Compact (GDC). 

Chile
Chile’s overall foreign policy agenda is focused on the defense of human rights, the 
achievement of the Sustainable Development Goals (SGDs), and gender equity. 
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In regional discussions on digital policy, Chile has established itself as a leading 
and vocal advocate for the responsible governance of artificial intelligence (AI). 
In the context of the Global Digital Compact negotiations, Chile’s position —aligned 
with the G77 + China— centered on defending the continuity and relevance of the 
World Summit on the Information Society (WSIS) agenda. Chile also emphasized 
the importance of the multistakeholder mechanisms established through that this 
process. Given its consistent commitment to multilateralism and the protection of 
human rights in international forums and processes, Chile is expected to prioritize 
these topics during the WSIS+20 review.

China
China views the World Summit on the Information Society (WSIS) as a strategic 
platform to advance its interests in global Internet governance, technological 
development, and digital sovereignty. China advocates for a multilateral model 
of Internet governance, where states play the central role, as opposed to the 
multistakeholder model favoured by Western democracies that includes civil 
society, the private sector, academia and the technical community. This vision 
aligns with China’s preference for state control over information flows. China 
also uses WSIS to reinforce the idea of “cyberspace sovereignty”, the right of 
each country to regulate the Internet within its own borders and without external 
interference. This principle is a core part of China’s broader cyber strategy. 
To this end, China leverages WSIS as an opportunity to promote its Digital Silk 
Road initiative, part of the Belt and Road Initiative (BRI), which includes building 
digital infrastructure and exporting Chinese technology standards to developing 
countries. China participates actively in WSIS and related UN processes but is 
careful to shape the agenda in ways that do not compromise its domestic control 
over Internet content and infrastructure.

Colombia
Colombia is an active participant in the implementation and review of the WSIS. 
However, the country’s priorities for the WSIS review remain unclear. 

Global internet governance processes —historically the Internet Governance Forum 
(IGF), Latin American and Caribbean Internet Governance Forum (LACIGF) and 
ICANN, and recently the Global Digital Compact (GDC)— have served as spaces 
for successive Colombian governments to present their digital agendas. Areas of 
interest have mainly included Internet connectivity, inclusion, e-government and, 
more recently, data infrastructure and artificial intelligence. In general, Colombia’s 
approach aligns with principles of human rights, multistakeholder participation, 
sustainability, and digital equity.

An official statement is expected during the WSIS+20 review process — likely similar 
to those issued by the Ministry of Foreign Affairs during the GDC negotiations and 
during WSIS+10 — outlining national programs and activities in line with the plan 
of action. It is anticipated that the Colombian Internet Governance Board (Mesa 
Colombiana de Gobernanza de Internet) will follow up on any eventual position 
shared by the Ministry of Foreign Affairs. 
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The European Union
The European Union (EU) has played an active role in the WSIS process since it 
first began twenty years ago, seeing it as a vehicle to expand access to digital 
technologies, advance digital cooperation, and to enable socio-economic 
development. Since then, digital technologies have become a core element of 
the EU’s international strategy. The EU seeks to play a leadership role in WSIS+20 
focusing on reinforcing a multistakeholder, rights-based, and open approach 
to digital governance, while promoting alignment with other global processes 
including the Global Digital Compact (GDC) and the Sustainable Development 
Goals (SDGs). 

The EU favours incremental changes to the original WSIS framework and opposes 
updates or additions to the Action Lines while considering how to best address 
technological developments and societal and geopolitical challenges. Key priorities 
include protecting and enhancing the multistakeholder approach to digital 
governance, defending the open and decentralised model of the internet, aligning 
the initiatives of the Global Digital Compact (GDC) into the WSIS process, and 
advancing human rights and democratic values in the digital age.

Ghana
Ghana has been a long-standing and active participant in the World Summit on 
the Information Society (WSIS), regularly aligning its national digital policies with 
WSIS Action Lines. The country’s engagement is grounded in multistakeholder 
principles, with the Ministry of Communications and Digital Technology and 
Innovation (MoCTI) leading initiatives that prioritise digital inclusion, e-governance, 
and rights-based ICT development. Civil society and private sector partners, such 
as the Ghana Chamber of Telecommunications, have played a significant role in 
shaping the national digital agenda.

Recent policy initiatives reflect Ghana’s alignment with WSIS objectives, including 
broadband expansion for rural communities, digital education through smart 
classrooms, and gender empowerment via the Girls-in-ICT programme. Ghana’s 
continued participation in the WSIS Forum and efforts to strengthen cybersecurity 
capacity demonstrate its commitment to inclusive, sustainable digital development 
and active global engagement.

India
India has consistently supported the multistakeholder model of digital governance 
since the WSIS process began. It hosted the Internet Governance Forum (IGF) in 
2008 and has continued to participate in subsequent reviews, advocating for 
affordable access, development-oriented policies, and more inclusive management 
of critical internet resources.

While reaffirming support for multistakeholderism, India also highlighted the lack of 
progress on enhanced cooperation. Based on its historical position, India continues 
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to support the multistakeholder model of internet governance, support for IGF, 
and development-oriented digital governance.

In recent years, India has been undergoing a rapid process of digitisation that is 
geared towards transformation of governance, capacity building, and promotion 
of technological innovation. India has also been positioning itself as a global 
technology leader, particularly through its emphasis on building Digital Public 
Infrastructure (‘DPI’) and by articulating Global Majority concerns at various 
international fora.

As the WSIS+20 progresses, India is seeking to leverage the potential of AI to 
drive the next phase of technology driven development and is likely to stress 
the importance of promoting multilingualism on the internet, and to focus on 
balancing multistakeholderism with digital sovereignty in matters of cybersecurity 
and national security.  

Indonesia
Indonesia has taken a supportive but critical stance on Internet governance and the 
World Summit on the Information Society (WSIS) process. Indonesia supports the 
multistakeholder model of Internet governance but, simultaneously, has emphasized 
the role of governments in maintaining national sovereignty, cybersecurity, and 
public order in the digital space. Indonesia supports the WSIS framework and 
advocates for a democratic, inclusive, and secure Internet governance ecosystem, 
with increased involvement of developing countries and government leadership in 
national contexts. Its government often calls for reforms that better address the 
needs of countries in the Global South in digital development discussions while 
advocating for a balanced approach in the governance of the Internet.

Russia
Over the years, Russia has consistently promoted the principle of digital 
sovereignty and has implemented domestic policies to reinforce its control over 
Internet activities within its borders. The 2019 “Sovereign Internet Law” granted 
the Russian government powers to monitor Internet traffic and potentially isolate 
the Russian Internet segment from the global network. At an international level, 
Russia is prioritizing the creation of international norms for cybersecurity, and, 
to this end, it has proposed several UN initiatives, including a successful UN 
Convention on Cybercrime, related to countering the use of ICTs for criminal or 
destabilizing purposes. In general, with regards to the governance and management 
of the Internet, Russia emphasizes state control, national security, and a shift 
from Western-led models to multilateral structures that prioritize governmental 
authority. It views the current global Internet architecture as biased and vulnerable 
and pushes for reforms that reinforce digital sovereignty.
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Saudi Arabia
Saudi Arabia has been increasingly active in the global digital and ICT (Information 
and Communications Technology) policy arena, including in forums like the World 
Summit on the Information Society (WSIS), reflecting its national transformation 
goals. Central to its policy strategy “Vision 2030”, the country aims to become a 
regional digital hub, focusing on the expansion of 5G networks, broadband access 
and data centers. It is also actively promoting its innovation ecosystem, primarily 
concentrating on bridging the digital divide, especially among youth and women. 
The Saudi government is actively seeking to position the country as a regional 
digital leader, attracting foreign investment, shaping global norms, while exerting 
soft power. Saudi Arabia is likely to take a proactive role in shaping the post-2025 
WSIS agenda, possibly pushing for more private-sector inclusive, secure, and 
investment-friendly digital environments.

South Africa
South Africa played a key role in the original WSIS process, chairing committees 
that shaped the Geneva Declaration and Tunis Agenda. Its delegation was notable 
for involving civil society, the private sector, and academia.

Despite leadership instability—14 ministers and 7 Directors-General since 2003—
South Africa has remained committed to WSIS, engaging in follow-up processes 
and generally supporting multistakeholder principles. Internationally, it has 
advocated for equitable digital governance that balances government leadership 
with inclusive participation and equal participation for all nations.

The WSIS+20 review has reinvigorated its engagement. The Minister of 
Communications and Digital Technologies will chair the 2025 High-Level Event 
in Geneva, and national consultations are focusing on universal connectivity, 
AI and data governance, and regulating tech giants whose power exceeds 
national oversight capacities. South Africa also highlights the risks of geopolitical 
tensions undermining development agendas and upholds human rights in digital 
governance. While supporting the IGF and WSIS Forum, it calls for stronger 
multilateral cooperation and reforms to multistakeholder processes to better 
support resource-limited countries.

Switzerland
Switzerland views the WSIS+20 review as a unique opportunity to create a stronger, 
more inclusive, and better-integrated framework for digital governance. It supports 
aligning the WSIS process with the ambitions of the Global Digital Compact (GDC) 
and the Sustainable Development Goals (SDGs), while streamlining processes to 
reduce duplication and improve cost-efficiency. The review is seen as a chance to 
build bridges across the UN system to better serve all countries and stakeholders.
Human rights are a core priority for Switzerland, which advocates for a human-
centric digital approach that reinforces rights-based governance. It has also 
highlighted the importance of gender-responsive policy, calling for the WSIS+20 
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review to expand gender-inclusive language, address technology-facilitated 
gender-based violence, and close persistent digital divides. In addition, Switzerland 
can be expected to focus on Digital Public Infrastructures (DPIs) into the WSIS 
framework, addressing digital divides, and improving artificial intelligence (AI) 
capacity building (particularly for the Global South).

Switzerland continues to champion the multistakeholder approach, pushing for an 
updated WSIS architecture that reflects the inclusive engagement that has defined 
the process since its inception. Domestically, Switzerland’s WSIS+20 engagement 
is coordinated by the Federal Office of Communications (OFCOM). The national 
multi-stakeholder platform, “Plateforme Tripartite,” originally established during 
the first WSIS phase, remains the key national forum for information exchange 
and WSIS implementation.

United Kingdom
The United Kingdom continues to play a proactive role in the WSIS process. Its 
engagement is rooted in a long-standing commitment to open, rights-based, 
and multistakeholder models of digital governance. The UK sees WSIS as a key 
vehicle to advance sustainable development, digital inclusion, and meaningful 
cooperation among stakeholders. In the lead-up to WSIS+20, the UK remains 
focused on preserving the core WSIS framework while updating its implementation 
to address the opportunities and challenges of emerging technologies. Key 
priorities include a permanent mandate for the Internet Governance Forum (IGF), 
ensuring full stakeholder participation in the review process, defending human 
rights online, addressing gender digital divides and the environmental impact of 
ICTs and integrating the initiatives of the Global Digital Compact (GDC) into the 
WSIS process.

United States
The United States has historically played a proactive role in the WSIS process, 
reflecting its long-standing support for human rights, the open internet and the 
multistakeholder approach to internet and digital governance. In the lead-up to the 
WSIS+20, the government is in a period of flux under a new administration and is 
currently reevaluating its commitments to multilateral institutions and withdrawing 
from international bodies and processes which do not reflect its policy objectives.1  
This shift has already played out in the build-up to the WSIS review,2  although how 
precisely this will impact on the formal review process is still to be determined. 

At the same time, the US appears poised to maintain its support for the WSIS as 
a key framework to advance digital transformation, multistakeholder governance, 
and participatory modalities. The government is expected to uphold its support 
for the mandate renewal of the Internet Governance Forum (IGF), the preservation 
of the existing action lines, and the non-duplication of the Global Digital Compact 
(GDC) and WSIS processes.
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Zambia
Zambia has been engaged in the World Summit on the Information Society (WSIS) 
from its inception, when it joined the 2003 Summit. In those initial meetings, 
Zambia highlighted the importance of bridging the digital divide and called for 
particular attention to the identification of possible mechanisms for the realisation 
of the resolutions of the Summit. Since then, senior government officials have 
participated in WSIS meetings, and Zambia has launched initiatives, including work 
with the International Telecommunications Union (ITU), aimed at achieving the 
WSIS Action Line - C2 on Information and communication infrastructure.  

Recent priorities have focused on leveraging Zambia’s position as co-facilitator 
of the GDC to advocate for its priorities: inclusive policies addressing digital 
divides, capacity-building initiatives and fostering of partnerships that amplify the 
voices of the underrepresented regions in global digital governance discussions.  
Zambia’s involvement in the WSIS process and its role as co-facilitator of the 
Global Digital Compact (GDC) reflect a growing ambition for leadership in shaping 
global digital governance, with a strong emphasis on inclusive development and 
regional cooperation.
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Digitally RightBy Aditi Zaman

Bangladesh
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  OVERVIEW    

Bangladesh’s engagement with the World Summit on the Information 
Society (WSIS) has consistently reflected Global South priorities, 
including access, affordability, and technology transfer. However, while it 
initially embraced a multistakeholder model1, its approach has gradually 
shifted toward a more centralised and state-driven form of digital 
governance.

Bangladesh participated actively in the 2003 Geneva Summit, sending 
one of the largest Global South delegations. But under successive 
administrations2, civil society participation declined significantly due to 
digital repression, internet shutdowns, and restrictive legal frameworks3. 
Government involvement continued through the Aspire to Innovate (a2i) 
programme, BTRC, and relevant ministries, with a strong emphasis on 
development-focused digital platforms.4  

Since the 2024 political transition, there has been renewed momentum 
for reform5. While no formal WSIS+20 position has been announced, 
discussions on digital governance and multistakeholder engagement 
are re-emerging. Civil society, academia, and the private sector are 
beginning to re-engage with the WSIS process in an effort to reshape 
Bangladesh’s future role in global digital governance.

  POSITION ON KEY ISSUES    

Development
 

Bangladesh launched its “Digital Bangladesh” strategy in 2009 as part 
of Vision 20216, aiming to integrate technology across government, 
education, healthcare, and the economy. Early priorities included building 
digital infrastructure, delivering online public services, and improving 
digital literacy7. A network of Union Digital Centres (UDCs) was created 
to facilitate access to services such as birth registration, land records, 
and tax filing.

In 2022, the government initiated “Smart Bangladesh”, an updated strategy 
aiming to create a connected society by 20418. It focuses on four pillars: 
smart citizens, smart society, smart government, and smart economy. 
These efforts align with Bangladesh’s longstanding ICT for Development 
approach and WSIS Action Lines C2 (Infrastructure), C3 (Access to 
Information), C4 (Capacity Building), C6 (Enabling Environment), and C7 
(E-government). The a2i website also lists 18 WSIS prizes on its website, 
illustrating Bangladesh’s state-led, service-focused ICT deployment 
priorities.9 
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After the 2024 change in government, the development-focused 
approach has remained central. A unified service delivery platform has 
been launched to provide around 100 public services, with a stated goal 
of improving transparency and reducing corruption.10

Internet Governance

Bangladesh’s internet governance is widely viewed as control-centric 
and securitized, with limited space for participatory engagement or 
independent oversight. The Telecommunication Regulation Act (2001, 
amended in 2006 and 2010)11 granted authorities sweeping powers. The 
Telecommunications Act12 legally obliges operators to facilitate real-time 
surveillance, block online content, shutdown the internet, and provide 
infrastructure and data access to state agencies—often without any 
judicial oversight. These powers have been justified under broad and 
undefined notions of “national security” and “public order,” without clear 
procedural safeguards.13

Over the past decade—and up to 2024—the country witnessed government 
sanctioned internet shutdowns almost every year, ranging in scale and 
scope.14 These have included blocking of social media and messaging 
platforms, bandwidth throttling, and full network blackouts, often justified 
on grounds of public order, disinformation control, or national security. 
During the July–August 2024 student uprising, internet access was 
curtailed in what became one of the longest disruptions in the country’s 
history, imposed amid reports of student protesters being killed.15

Given the new government, it is unclear at this point whether this historical 
approach to internet governance will be reflected in the WSIS+20.

Human Rights

To date, Bangladesh has not used its WSIS participation to advocate 
for stronger integration of international human rights norms—such as 
freedom of expression, data protection, or surveillance safeguards—within 
the WSIS+20 framework. While themes like inclusion and development 
equity are mentioned in national strategy documents, these lack a 
rights-based framing. Rather, Bangladesh experienced widespread online 
censorship and human rights violations, rooted in its authoritarian political 
system and restrictive legal environment. 

National policies have led to criticisms about harm to human rights. The 
Information and Communication Technology Act (ICT Act) of 2006, and 
further amendment of the ICT Act in 2013, criminalised certain forms 
of online expression16. It laid the groundwork for the Digital Security Act 
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(DSA), enacted in 2018, which was criticized for repressing speech leading 
to arrests of journalists, human rights defenders, and citizens17, and later 
the CSA Cyber Security Act (CSA), which granted sweeping powers 
of arrest, search, and seizure without warrants, and while centralizing 
control under a government-led National Cyber Security Agency (NCSA).18 
These laws have been used to arrest and harass journalists, activists, and 
academics for criticizing the government and its leaders.19 The chilling 
effect of such laws has led to widespread media self-censorship and 
increased attacks on dissenting voices and have been widely condemned 
by human rights organisations for enabling surveillance, criminalizing 
dissent, and restricting online freedom.20

Following the change in government, the interim government-initiated 
reforms in digital governance, including replacing the CSA with a Cyber 
Safety Ordinance (CSO) that removed some speech-related offenses 
and introduced judicial oversight in content regulation.21 However, the 
process of lawmaking remained rushed, top-down, and lacked stakeholder 
consultation.22 The draft Personal Data Protection Ordinance by the 
same ministry has drawn concern, with Article 19 warning that its vague 
definitions and unchecked powers risk enabling arbitrary surveillance, 
discriminatory profiling, and suppression of dissent.23 This indicates that 
the government is interested in digital policy reform but it is unclear how 
this will impact WSIS+20.

Review Modalities

Bangladesh does not currently have an official position for the WSIS+20 
review modalities. Bangladesh’s support for stakeholder inclusion in 
the WSIS process was inconsistent and often symbolic for a long time. 
Initiatives like the Bangladesh IGF (BIGF) and WSIS award submissions 
were criticized as being symbolic, tokenistic and dominated by a few 
actors. Since the change of government, the government has not 
conducted formal discussions or consultations with stakeholders, 
including reviewing progress on the WSIS Action Lines.24 

Stakeholders echoed concerns about exclusion, elite capture, and lack 
of consultation. While initiatives like the BIGF continue, they expressed 
frustration that the same voices dominate and that stakeholder 
engagement remains optics-driven rather than meaningful.

WSIS and the GDC

In the lead-up to the 2024 UN Summit of the Future, a2i, BIGF, and 
BNNRC initiated a national process to support the Global Digital Compact 
(GDC)25, but participation from broader civil society was limited. The 
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resulting submission urged that the GDC avoid duplication, strengthen 
existing forums like the WSIS Forum and IGF, and aligning with WSIS Action 
Lines C1–C11, underscoring a belief that the GDC should build on the WSIS 
foundation rather than diverge from it.26

A high-level consultation in September 2023—convened by the 
Parliamentary Caucus on Internet Governance, BNNRC, and BIGF—
reinforced this view, calling for a harmonised national position.27 The 
Speaker of Parliament proposed that existing WSIS-era institutions, 
including BIGF, draft a paper reflecting the country’s socio-economic 
priorities.28

  MAIN ACTORS

Bangladesh played an active role in the early WSIS process (2001–2006), 
led by the Ministry of Science and ICT through a national working group 
involving civil society, academia, and industry and with the eventual 
involvement of the Prime Minister’s Office29. This engagement included 
national and regional consultations and led to the creation of the 
Bangladesh Internet Governance Forum (BIGF)30 in 2006. Civil society 
participation was strong at the time31 but declined after political changes 
in 2007.

From 2009, digital governance became more centralised, with leadership 
shifting to the a2i programme under the Prime Minister’s Office and later 
the ICT Division. The Bangladesh Computer Council (BCC) also gained 
visibility for its work on e-governance infrastructure and cybersecurity. 
While a2i highlighted its WSIS awards and stakeholder consultations, critics 
raised concerns over centralisation and limited genuine participation.

Industry actors described their involvement as minimal and reactive, with 
little opportunity to shape policy.32 BIGF and BNNRC remained engaged, 
but broader civil society participation narrowed, often shaped by political 
loyalty. Although many civil society groups lacked early capacity in 
digital governance, restrictive laws like the ICT and Digital Security Acts 
spurred increased domestic advocacy33, laying a foundation for future 
engagement in forums such as WSIS+20.

  UNDERLYING MOTIVATIONS

Bangladesh positions itself as a “swing state34” in global internet 
governance—expressing support for multistakeholderism in international 
forums while advancing a more state-centric model at home.

As a lower-middle-income country with ambitions to become a “Smart 
Bangladesh” by 2041, Bangladesh’s global engagement is often driven by 
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development, funding, and visibility rather than governance reform. At the 
UN, it has aligned with the G77 and China in calling for the removal of ICT 
access barriers, lower connectivity costs, and the transfer of emerging 
technologies—such as AI and green tech—for sustainable development 
and climate resilience.35 It has also pursued South–South cooperation, 
hosting a BIMSTEC regional consultation on the GDC to promote a unified 
voice among developing countries.36 

Bangladesh’s international digital policy positions often mirror those of 
India, China, and Russia. It has not signed the Budapest Convention on 
Cybercrime or the Paris Call for Trust and Security in Cyberspace.37 Its 
endorsement of the 2024 UN Cybercrime Treaty alongside Russia and 
China raised concerns about expanded state powers and weakened 
rights protections.38

Domestically, its legal frameworks echo regional peers. The draft Personal 
Data Protection Act (PDPA), as well as proposed OTT content regulations, 
borrow heavily from India’s laws, especially regarding surveillance and 
data localisation.39 Its digital infrastructure, meanwhile, has been shaped 
by Chinese partnerships: key data centres and e-government systems 
were developed using Chinese financing and technology, notably from 
ZTE and Huawei.40 A 2024 post-election policy shift saw Bangladesh 
withdraw from an agreement to lease submarine cable bandwidth to 
India41, reflecting realignment in regional digital cooperation42.

  OPPORTUNITIES FOR ENGAGEMENT

In the run up to the WSIS+20, the Bangladesh Parliamentarians’ Caucus 
on Internet Governance, (BIGF), and BNNRC—backed by UNDP Bangladesh 
and Manusher Jonno Foundation—organized a national consultation that 
collected input from youth, refugee, and women’s groups.43 

The Bangladesh national IGF (BIGF) also enables civil society and 
academia to run thematic workshops on WSIS priorities. In the face of 
limited opportunities for engagement, Bangladesh’s civil society actors 
are calling for a shift from security-driven digital governance toward an 
inclusive, rights-based approach. 
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Brazil
Data Privacy BrasilBy research team 
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  OVERVIEW    

Brazil has been active in WSIS since the beginning of the process 
and, more broadly, in Internet Governance, establishing itself as a 
leading proponent of multilateral action rooted in the multistakeholder 
model. In recent years, especially under the current administration, 
Brazil has prioritized the digital agenda, focusing on issues related to 
connectivity, information integrity, digital public infrastructures, and 
artificial intelligence. These themes have been explored at the domestic 
and international level, linked to priorities such as reducing inequality 
and digital sovereignty and are likely to inform Brazil’s positions during 
WSIS+20. Brazil’s historic involvement with Internet Governance and 
regional influence could help to position the country as a key player in 
the WSIS+20 process. 

The Brazilian government is prioritizing strengthening both the 
multistakeholder and multilateral models. More specific positions are still 
under discussion at the time of writing, with government representatives 
highlighting the review’s rushed timeline, operational and capacity 
challenges arising from the government’s structure, and the lack of clarity 
on coordination between the WSIS and the Global Digital Compact 
(GDC). 

  POSITION ON KEY ISSUES    

Development
 

Brazil has several agendas related to digital transformation that could 
influence its priorities for the WSIS process in the event of future updates. 
The country has been investing significantly in topics such as Digital 
Public Infrastructure, Meaningful Connectivity, and Environmental and 
Space Sustainability.

Brazil focused on inclusive digital transformation during its Presidency of 
the G20 in 2024, highlighting both the opportunities and harms raised by 
digital technologies through the Digital Economy Working Group (DEWG). 
This recent focus is likely to be carried into the WSIS negotiations. 

Other priority topics for the Brazilian government include information 
integrity and intellectual property, which are being handled directly by 
agencies other than the Ministry of Foreign Affairs. Brazilian diplomats have 
brought some aspects of this agenda into WSIS-related discussions, as 
was the case during the 28th session of the CSTD, when Brazil highlighted 
issues such as promoting media literacy with a human rights-based 
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approach, particularly through public policies that support education 
for digital citizenship and democratic resilience, and the enhancement 
of international cooperation to promote a sustainable cultural ecosystem 
in the digital environment, and supporting and appropriately paying 
creators, artists, authors and other rights holders for the use of their 
works. 

Human Rights

In relation to Human Rights, Brazil’s position is to maintain the language 
agreed upon in the Global Digital Compact — anything beyond that is 
seen as unlikely. Brazil has a strong track record of working with a human 
rights-based approach to Internet governance issues, as evidenced by 
the Marco Civil da Internet (Law No. 12,965 of 2014), which established 
Brazilians’ rights to privacy, freedom of expression online, and access to 
the Internet. In 2018, the country passed its General Data Protection Law, 
and in 2022, personal data protection was recognized as a fundamental 
right, formalized through Constitutional Amendment No. 115/2022. 
Currently, Brazil is in the process of acceding to the Council of Europe’s 
Convention 108+, strengthening its commitment at the international level 
to ensure digital rights.

Internet Governance

Brazil’s historical engagement with internet governance, has particularly 
focused on the promotion of multilateralism grounded in a multistakeholder 
approach. This has been primarily exemplified through the work of the 
Brazilian Internet Steering Committee (CGI.br), a multistakeholder body 
responsible for establishing strategic guidelines related to the use and 
development of the Internet in Brazil. The country has a long-standing 
support for the Internet Governance Forum (IGF); it is the only country 
to have hosted the global IGF twice, and it called for a permanent 
mandate for the IGF during the WSIS+10 review45. Brazil has also pushed 
for multistakeholderism through CGI’s organization of NetMundial (2014)   
and NetMundial+10 (2024)46, which resulted in influential guidelines for 
enhancing multistakeholder participation in Internet Governance and 
digital policy processes (the consideration of these outcomes is a priority 
for CGI in the WSIS+20 process). The Brazilian Ministry of Foreign Affairs 
(MFA) has reaffirmed the defence of the IGF as a fundamental priority, 
while acknowledging the need to address its purpose and to strengthen 
its mandate. The MFA also stated that the outcomes of NetMundial+10 
will be a basis for their positions on the WSIS review.

In recent years, Brazil has shown a growing state interest in the governance 
of digital technologies.  Ahead of WSIS+20, concerns have emerged within 

https://cgi.br/
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the government on the effectiveness of the IGF and the legitimacy of 
participating actors. At the same time, the Brazilian government has 
a sense of greater legitimacy and trust in the role of CGI.br, as it is a 
naturally multistakeholder space which can serve as a forum which brings 
together civil society. 

Also, the government’s diverse agendas within digital governance have 
revived debates about the definition of Internet Governance and the 
name of the IGF and the proposal to change it to “Digital Governance 
Forum”. Civil society actors generally understand the definition of Internet 
Governance as sufficiently broad to encompass new themes, such as AI, 
an understanding that also applies to the WSIS Action Lines. 

Review Modalities

Brazil has shown some openness to dialogue with non-state actors, 
primarily through the MFA. Diplomats are generally open to dialogue 
and accept meeting requests. The MFA held an open consultation in a 
hybrid format to gather input for the WSIS+20 review and conducted 
in-depth interviews with actors such as CGI and MAG members in order 
to better inform their position. The lack of stakeholder engagement with 
WSIS, as evidenced by the low attendance during the consultation, has 
been highlighted by the Ministry. It is also important to note that, despite 
supporting the NetMundial principles, the Brazilian government did not 
directly address the modalities established by the WSIS process, merely 
emphasizing its openness at the domestic level to receive inputs to be 
taken by the delegation to the international process.

WSIS and the GDC

The Brazilian government recognises that coordination between the 
GDC and WSIS remains unresolved. The MFA raised concerns that some 
states may prioritize the GDC to the detriment of WSIS, leading to WSIS 
being primarily perceived as a bureaucratic process, particularly by 
Global North countries. This could risk intensifying inequalities between 
developing and developed countries. Brazil is supportive of the WSIS due 
to its focus on development while recognising the GDC encompasses 
emerging issues like AI and DPIs which Brazil is prioritizing. Outside of 
government, Brazilian stakeholders acknowledge the GDC’s relevant 
contributions but express concern about its lack of transparency, unclear 
implementation and coordination with WSIS, potential fragmentation of 
governance spaces, and the need for a common structure aligned with 
the SDGs, particularly given limited UN resources.
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  MAIN ACTORS

The WSIS+20 process is being led by the Ministry of Foreign Affairs, 
which has the task of consolidating other national agencies’ positions 
and leading intergovernmental negotiations. According to the MFA, the 
involvement of other agencies has been lower for WSIS+20 in comparison 
to other processes. This was suggested to be due to a lack of clarity 
about the WSIS process and how to engage. Inputs were provided by the 
Ministry of Health, the Ministry of Communications, and especially the 
Office of Social Communication (SECOM), the agency responsible for 
the topic of Information Integrity in the current government. Government 
representatives indicated that reaching consensus can be tricky as the 
government agencies have competing agendas.

There has been low stakeholder attendance in consultations and 
general discussions on WSIS, however, some actors have consistently 
participated. In the private sector: the Brazilian Association of Internet and 
Telecommunications Providers (Abrint); in civil society: CGI, organizations 
such as Data Privacy Brasil, InternetLab and the Brazilian Institute for 
Consumers Defence (IDEC), which are also involved in international civil 
society coalitions for the WSIS process; in academia: Fundação Getulio 
Vargas (FGV); and lastly, the IGF’s MAG has also been consistently 
represented.

  UNDERLYING MOTIVATIONS

Brazil’s positions on strengthening multistakeholderism and multilateralism 
and promoting convergence between the WSIS and the GDC are 
influenced by its institutional and geopolitical standing. Brazil generally 
aligns itself with the G77 bloc; however, there has not been a cohesive 
attempt by the bloc so far to make institutional improvements or agenda 
updates.  In this context, Brazil has been advancing its digital agenda in 
other forums that are gaining geopolitical prominence such as Group of 20 
(G20) and BRICS–an informal intergovernmental organization comprising 
ten countries – Brazil, Russia, India, China, South Africa, Egypt, Ethiopia, 
Indonesia, Iran and the United Arab Emirates. Holding the presidency 
of these two blocs in, respectively, 2024 and 2025 Brazil succeeded 
in including a reference to WSIS in the BRICS Ministers’ Declaration on 
Technology and Communications.47

Brazil has consistently supported the multistakeholder model, prioritizing 
development as the foundation for engagement on issues such as 
connectivity, infrastructure, and access. The protection of personal data 
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is also a core value for the country, which is joining Convention 108+ 
in 2025, in addition to recognizing this right in its Federal Constitution. 
Some positive engagement with the Global South in this regard can be 
seen in the G20, especially with the Troika India, Brazil, and South Africa, 
positioning Brazil as a potential Global South leader. 

  OPPORTUNITIES FOR ENGAGEMENT

The government is open to the input of non-state actors, as evidenced 
by the government conducting in-depth interviews with stakeholders 
and organizing a consultation with all stakeholders to gather input for 
WSIS+20. However, Brazilian stakeholders have suggested some ways the 
government could improve. The WSIS+20 consultation was announced 
only one week in advance. Although conducted in a hybrid format, this 
allowed little time for stakeholders to organize and prepare themselves 
for effective participation and there have not been many opportunities 
for engagement In general, when engagement opportunities  happen, they 
are fairly inclusive and open to all stakeholders and topics. 
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Derechos DigitalesBy Lucía Camacho Gutierrez

Chile
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  OVERVIEW    

Chile’s overall foreign policy agenda is focused on the defense of human 
rights, the achievement of the Sustainable Development Goals (SGDs), 
and gender equity. In regional discussions on digital policy, Chile has 
established itself as a leading and vocal advocate for the responsible 
governance of artificial intelligence (AI). 

In the context of the Global Digital Compact negotiations, Chile’s position 
—aligned with the G77 + China— centered on defending the continuity 
and relevance of the World Summit on the Information Society (WSIS) 
agenda. Chile also emphasized the importance of the multistakeholder 
mechanisms established through that this process. Given its consistent 
commitment to multilateralism and the protection of human rights in 
international forums and processes, Chile is expected to prioritize these 
topics during the WSIS+20 review.

  POSITION ON KEY ISSUES    

Development
 

During the WSIS+10 review, the Chilean delegation —represented by the 
Ministry of Transportation— identified three critical areas of concern. First, 
the implementation of the SDGs, in particular Goal 1, on ending poverty, and 
the use of information and communication technologies (ITCs) in advancing 
all SDGs across their social, economic and environmental dimensions. 
Second, the exercise of human rights, in particular the right to freedom 
of expression online, privacy and data protection, and the right to net 
neutrality, with an explicit defense of human rights both online and offline. 
And third, the importance of pursuing the closure of the digital divide.48

In recent years, Chile has made substantial efforts to advance its 
digital transformation within the public sector through the adoption of 
information and communication technologies (Law 21180 of 2019). More 
recently, it has embraced artificial intelligence (AI) systems as public 
policy tool.

Key initiatives include the development of policies such as the National 
AI Plan (first published in 2021) and the application of AI technologies 
in sensitive areas with direct implications for human rights. Examples 
include AI-powered municipal patrol systems49, and predictive tools 
for identifying risk situations affecting children.50 More recently, Chile 
has spearheaded, through its National Center for Artificial Intelligence 
(CENIA),51 the creation of Latam-GPT—the first large language model 
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developed in the region—a project that Brazil has since joined.52 This 
initiative aims to become a “key step towards digital integration and 
the development of innovative solutions with a regional and sustainable 
approach”.53 During the WSIS+20, the country may prioritize the SDGs, 
e-education and digital literacy, and AI. 

Additionally, during the Global Digital Compact (GDC) negotiations via the 
G77 + China, Chile supported the view that the outcomes of the WSIS+20 
should be “preserved as a guide for international cooperation and for 
internet governance, since it [the Summit] is based on on principles that 
favor development”.54 

During preparations for the WSIS+20, Chile emphasized three key points55  
on the implementation of goals and in WSIS+20. First, the importance of 
prioritizing meaningful connectivity, going beyond the material access 
gap. Second, the need to place both human rights and gender equality 
at the center of digital policies, as well as strengthening multistakeholder 
cooperation. And third, the importance of establishing ethical, transparent 
and accountability frameworks that integrate human rights throughout the 
lifecycle of technologies, especially artificial intelligence (AI).56 The Chilean 
delegation also highlighted the importance of advancing technological 
development in line with the commitments made in the WSIS Summits 
of 2003 and 2005.57 The SDGs agenda is particularly important for the 
country, which is ranked 32nd in the Sustainable Development Index, first 
among Latin American countries.58

Human Rights

For the first time, Chile’s 2023 National Human Rights Plan included 
specific goals related to the protection, promotion and respect of digital 
rights.59 These goals are accompanied by the upcoming renewal by 2024 
of the National Artificial Intelligence Policy, the creation of the Zero Digital 
Divide Plan and the recent adoption of key digital legislation, such as the 
Internet as a Public Service Law, the Cybersecurity Law,60 and the General 
Data Protection Law.

According to recent implementation reports of the Human Rights Plan, the 
goals concerning the protection and promotion of digital rights received 
the highest allocation of public funding, an indication of the strategic 
priority they hold for the country.61 

During the 4th cycle of the Universal Periodic Review (UPR) that took place 
in 2024, Chile acknowledged “the need to address the challenges new 
technologies could pose to democracy”,62  and committed to ensuring 
digital environments free from gender-based violence, bridging the digital 
divide, and safeguarding the security and privacy of individuals online.63 
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Recent initiatives also illustrate Chile’s support for press freedom, 
information integrity, and inclusive AI. In 2024, Chile hosted the 31st 
meeting of World Press Freedom Day, under the theme “A Press for 
the Planet: Journalism in the face of the Environmental Crisis”. The 
event spurred discussions that led the country, together with Brazil, to 
join the Latin American position in support of UNESCO’s initiative for 
Information Integrity on Climate Change.64 In 2025, Chile took part in 
the Artificial Intelligence (AI) Action Summit in Paris, where it co-led the 
Latin American regional position on AI governance alongside Mexico 
and Brazil. In this forum, Chile focused on data access and management 
for the development of AI and on efficient and inclusive governance, 
emphasizing approaches that align digital technologies governance with 
human rights.65

More recently, at the high-level event commemorating the 30th 
anniversary of the Beijing Declaration, Chile reaffirmed its strong 
commitment to human rights, gender equality66 and multilateralism.67  
Furthermore, the country is currently seeking reelection for a fourth 
mandate on the Human Rights Council for the 2026-2028 term, pledging 
to maintain an agenda “focused on environmental protection, gender 
equity, and the human rights situation in Latin America,” among other 
key priorities.68 

Internet Governance

Chile is a proponent of the multistakeholder approach to internet 
governance, reflected in recent domestic legislation that supports 
stakeholder participation in cybersecurity discussions. This is specifically 
set out in Article 20 of the Cybersecurity Law, which provides for the 
creation of a “Multisectoral Council on Cybersecurity” that includes civil 
society, the private sector, public institutions, and academia.

Likewise, during the Global Digital Compact (GDC) negotiations, Chile 
supported the statement issued by the G77 + China, which affirms 
that “governance should be addressed in a global setup, backed by the 
UN system, through extensive participation of all States with a multi-
stakeholder approach as set out in the WSIS outcomes”.69 

Chile co-sponsored the Latin American and Caribbean Internet 
Governance Forum (LACIGF), holding the 17th meeting of the Forum in 
the country in 2024. Chile also took part in NETMundial+10, which was 
held in Brazil in April of the same year.70 Additionally, the government is 
an active participant in the national Internet Governance Forum, which 
is organized by other local stakeholders.
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Review Modalities

So far, Chile has not publicly elaborated further on its position regarding 
the WSIS+20 modalities or other issues related to this review process, 
such as the status of the WSIS Action Lines or the renewal of the Internet 
Governance Forum (IGF) mandate. To date, there has also been no official 
public confirmation as to whether the country’s delegation will participate 
in the first High Level Event, to be held in Geneva from July 7th to 11th.

Chile’s past participation in the WSIS+10, as documented by Derechos 
Digitales in 2015,71 suggests that, once the review process is underway, 
the country’s position on the achievements and progress of WSIS will 
gradually be made public through various consultation and interaction 
spaces between the delegation and other stakeholders.

WSIS and the GDC

During the negotiations of the GDC, Chile, as a member of the G77 + 
China, expressed clear support for WSIS, including the Tunis Agenda, the 
Declaration of Principles, and the Geneva Plan of Action, recognizing these 
as key milestones in Internet governance that should remain central and 
fully integrated into the GDC.72 

Among the aspects most strongly emphasized by the G77 + China were 
the need for integration and articulation of the relationship between WSIS 
and GDC; the value and relevance of the multistakeholder model; the 
importance of the Internet Governance Forum as a decentralized and 
binding space for stakeholder engagement — with a particular emphasis 
on the need for its continuity and sustainability—; and the importance 
of closing the digital divide by adopting a “meaningful connectivity” 
approach.73 

  MAIN ACTORS

During the WSIS+10 process, Chile’s position was led by the Ministry 
of Transportation and Telecommunications.74 Since then, the national 
institutional framework for digital public policy has expanded and become 
more diversified, which may prove beneficial in building a more robust 
and better-informed national position. For instance, new public sector 
actors could contribute to the process, such as the Secretariat for Digital 
Government (under the Ministry of Finance), the National Cybersecurity 
Agency, as well as the Ministry of Economy, which participates in digital 
policy discussions linked to international trade agreements signed by 
the country.
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Likewise, ministerial departments that gained experience in multilateral 
and multistakeholder processes during discussions and negotiation of 
the Global Digital Pact or the Cybercrime Treaty —such as the Human 
Rights, Hemispheric Affairs, Multilateral Affairs, and Energy, Science and 
Technology divisions, under the Ministry of Foreign Affairs— could also 
be involved in this process.

  UNDERLYING MOTIVATIONS

While Chile is set to hold presidential elections in November 2025, 
the current government has made efforts to consolidate and affirm its 
international digital policy legacy.75  For example, at a regional level, Chile 
led the First Artificial Intelligence Summit in 2024 which resulted in the 
Santiago Declaration in 2024 and the creation of the Regional AI Council 
for Latin America and the Caribbean.76 

In 2024, Chile also played a visible and vocal role in the Summit of 
the Future and its accompanying Pact for the Future. The country’s 
interventions focused on the protection of human rights, sustainable and 
inclusive development, and wealth redistribution, as well as the climate 
crisis as a central concern.77 Chile reaffirmed its commitment to the Pact 
and the goals to “address emerging risks that threaten all humankind”.78

 
A noteworthy initiative was the “We the Women” project, led by UN 
Chile in collaboration with national authorities. This initiative informed 
Chile’s position on gender at the Summit of the Future and fostered 
intergenerational dialogue between women and adolescents. Within 
the process, advancing a feminist foreign policy was identified as an 
“opportunity for the international community in multilateral relations,” 
with an emphasis on how “it is important for Chile to bring this to the 
world.”79 

In addition, Chile has actively promoted a foreign policy centered on 
economic openness and trade integration. This includes its participation 
in the Pacific Alliance, membership in the OECD, involvement in the 
Trans-Pacific Partnership Agreement (TPP), and more recently, the Digital 
Economy Partnership Agreement (DEPA) with New Zealand, Singapore 
and the Republic of Korea, which has been in effect since 2021. The DEPA 
covers critical digital policy issues, including chapters on digital identity, 
the free flow of data, emerging technologies and trends (including AI), 
and digital inclusion, among other topics that are not explicitly tied to 
the WSIS Action Lines.80
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  OPPORTUNITIES FOR ENGAGEMENT

Until now, Chile’s national position was mainly built through inter-
ministerial consultations led by the Ministry of Foreign Affairs. While 
there is no formal mechanism for consultation with other actors and 
stakeholders to develop and inform the country position to be presented 
at the WSIS+20 review, the Ministry of Foreign Affairs has shown, in the 
context of past processes (such as the Universal Periodic Review, or the 
Global Digital Compact negotiations), a willingness to engage in informal 
exchanges and consultations with civil society actors. This has included 
inviting members of civil society to be a part of its national delegation 
in other multilateral processes where States retain a leading role in the 
negotiation process, for example, during sessions of the Commission on 
the Status of Women (CSW), the upcoming 10th Conference of States 
Parties to the Belém do Pará Convention in Brazil and the XVI Regional 
Conference on Women. Chile may consider doing the same during the 
WSIS+20 review.
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China
Democracy and Tech Initiative, 
Atlantic Council

By Konstantinos Komaitis
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  OVERVIEW    

China views the World Summit on the Information Society (WSIS) as a 
strategic platform to advance its interests in global Internet governance, 
technological development, and digital sovereignty. China advocates for 
a multilateral model of Internet governance, where states play the central 
role, as opposed to the multistakeholder model favoured by Western 
democracies that includes civil society, the private sector, academia and 
the technical community. This vision aligns with China’s preference for 
state control over information flows. China also uses WSIS to reinforce the 
idea of “cyberspace sovereignty”, the right of each country to regulate 
the Internet within its own borders and without external interference. 
This principle is a core part of China’s broader cyber strategy. To this 
end, China leverages WSIS as an opportunity to promote its Digital Silk 
Road initiative, part of the Belt and Road Initiative (BRI), which includes 
building digital infrastructure and exporting Chinese technology 
standards to developing countries. China participates actively in WSIS 
and related UN processes but is careful to shape the agenda in ways 
that do not compromise its domestic control over Internet content and 
infrastructure.

  POSITION ON KEY ISSUES    

Development
 

China has expressed strong support for the United Nations 2030 Agenda 
for Sustainable Development and its 17 Sustainable Development Goals 
(SDGs) since the first phase of WSIS and subsequently during its 10-year 
review. In its position paper81 for the WSIS+10 review, China called for 
international efforts to promote universal access to information and 
communication technologies (ICTs), emphasizing the need to support 
developing countries in enhancing their communication infrastructure and 
capacity-building. The paper stressed the importance of strengthening 
ICT infrastructure and fostering global sharing of advanced technologies 
to drive sustainable economic and social development, while advancing 
increased international cooperation to address cybersecurity threats.

A similar approach should be expected at the upcoming WSIS+20 review. 
In its submission to the Global Digital Compact (GDC), China had to 
say the following on development: “Economic digitalization has offered 
significant opportunities to all States […]. States should respect others’ 
cyber sovereignty [and] should put an equal emphasis on development 
and security, forge an open, inclusive, fair, just and non-discriminatory 
environment for digital development, and refrain from overstretching and 
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abusing the issue of security to contain and suppress the legitimate 
economic and technological development of other States.”82 

In general, China has invested heavily on the development agenda and has 
become one of the key financial contributors to UN agencies dealing with 
issues of development.83 Specifically, China’s investment in the SDGs has 
grown significantly, from 29 billion yuan (USD 4.2 billion) in 2015 to 56.2 
billion yuan (USD 8.1 billion) in 2018, according to a report by the UNDP 
and China Foundation Center.84

Human Rights

China’s position on human rights, particularly in the context of WSIS, has 
reflected its broader approach to sovereignty, development priorities, 
and information control. In general, China has emphasized that state 
sovereignty is paramount and it has resisted international pressures to 
conform to universal standards of freedom of speech.

In particular, China frames human rights through a development-first 
lens, often promoting economic and social rights (such as education, 
poverty reduction, and digital access) over civil and political rights (such 
as freedom of speech or press). This approach is aligned with China’s 
Communist Party (CCP) broader foreign policy of prioritizing stability 
and development over what it sees as Western-imposed values. While 
China officially endorsed the WSIS Declaration of Principles85, which 
includes Article 4 affirming the importance of human rights like freedom 
of expression, it has insisted on contextual interpretation. In their various 
interventions to UN fora, Chinese diplomats argue that such rights must 
be exercised within the bounds of national laws, public order, and moral 
standards.86 

During the two phases of WSIS and, subsequently, during the WSIS+10 
review, China strongly opposed attempts by Western countries and NGOs 
to use WSIS as a platform to criticize its Internet censorship (e.g., China’s 
“Great Firewall”) or its treatment of dissidents. It viewed such efforts as 
interference in its internal affairs.87

A similar approach to human rights should be expected this time around 
as China continues to advocate for states to be able to exercise human 
rights in accordance with the laws and jurisdictional limitations they are 
operating under. In its submission to the GDC, China stated: “States should 
oppose the abuse of unilateral coercive measures that undermine other 
States’ capabilities to develop digital economy and improve people’s 
livelihood or pose consistent and systemic violation of human rights. 
States should refrain from politicizing human rights issues or interfering 
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in others’ domestic affairs and challenging others’ judicial sovereignty 
under the excuse of protecting online human rights.”88 

Internet Governance

China’s views on Internet governance are rooted in the principles of 
cyber sovereignty, state control, and multilateralism. China strongly 
advocates for the idea that each country should have the right to govern 
and regulate its own Internet without external interference, including 
controlling content within its borders, regulating the infrastructure as 
well as data flows and setting rules for how its citizens and companies 
use the Internet. This approach is in direct conflict with the open, global, 
and decentralized model supported by many Western countries.

In line with its view on other international issues, such as climate and 
health, China supports a multilateral approach to Internet governance, 
where governments play the leading role in international decision-making 
processes. For the past years, China has been strategic in promoting this 
vision89 through a multitude of fora, including – but not limited to – the 
World Internet Conference in Wuzhen, organizations like the Shanghai 
Cooperation Organization (SCO) and the BRICS alliance as well as through 
its engagement with the United Nations, especially the International 
Telecommunication Union (ITU). Finally, through its Digital Silk Road 
initiative (part of the Belt and Road Initiative), China promotes its Internet 
governance philosophy abroad by actively exporting surveillance and 
smart city technologies; offering infrastructure and technical standards 
aligned with its model; and train officials in its regulatory and control 
techniques.90 

With regards to the IGF, over the past few years, China has become 
supportive but cautious, participating in the annual gathering and sending 
a sizeable delegation to engage in the discussions. At the IGF, China 
consistently advocates for the principle of cyber sovereignty and uses 
the forum to present itself as a responsible and cooperative digital power, 
showcasing its technological achievements and digital development 
model. However, while it acknowledges the IGF’s inclusive format, China 
often questions the effectiveness of the multistakeholder approach in 
making decisions that can have an impact. In its submission with the 
G77 group, to the GDC, China sought to retain the limiting role of the 
IGF, stating that “the GDC should acknowledge the relevance of the 
contributions of the Internet Governance Forum on public policy issues 
relating to the Internet”.91  
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Review Modalities

In its 2015 position paper on the WSIS review, China advocated for 
a “multilateral, democratic, and transparent international Internet 
governance system” that ensures equal participation of all stakeholders. 
This includes governments, the private sector, and non-governmental 
organizations. However, China emphasized that this model should not 
marginalize governments, underscoring the importance of upholding 
the roles and responsibilities of national governments in regulating and 
securing the Internet.92 

China’s approach to stakeholder engagement aligns with its broader 
“cyber-sovereignty” doctrine, and during the 10-year WSIS review 
(WSIS+10), alongside Russia, it successfully lobbied for the inclusion of 
the term “multilateral” in the final document, signalling its preference for 
state-led governance structures over the traditional multistakeholder 
model.

As the WSIS+20 High-Level Event approaches in July 2025, 
China’s emphasis on multilateralism suggests a continued focus 
on intergovernmental cooperation. While China acknowledges the 
contributions of various stakeholders, its approach may prioritize 
state-led initiatives and frameworks within the WSIS+20 discussions.93 
This perspective may influence its approach to stakeholder inclusion in the 
WSIS+20 process, potentially leading to debates on the balance between 
state sovereignty and the participatory roles of non-governmental actors 
in shaping the future of global Internet governance.

WSIS and the GDC

China views both the WSIS and the GDC as important, but it does not 
favour the GDC over WSIS as the lead forum for digital policy. Instead, 
China sees them as complementary, with WSIS continuing to play a 
foundational and legitimate role in global digital governance.

China has consistently emphasized the centrality of the WSIS framework 
and the Tunis Agenda in shaping international digital policy. Throughout 
the years94, it has advocated for the ongoing role of the WSIS Forum, the 
Internet Governance Forum (IGF), and the International Telecommunication 
Union (ITU) in leading multilateral cooperation. And, while not opposing 
the GDC, throughout the negotiations, China remained cautious about 
its potential to shift power to multi-stakeholder processes. To this end, 
China participated in the GDC discussions but also called for it to align 
with existing WSIS principles and not duplicate or override established 
mechanisms.95 
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  MOTIVATIONS

China’s policy goals are predominantly determined by cyber sovereignty. 
In recent years, however, the intensifying strategic competition with the 
US, especially in digital infrastructure, AI, and 5G has made China more 
assertive in international digital governance. China has been using fora, 
like WSIS and the GDC, to promote alternative Internet and governance 
models, build alliances with developing countries to counterbalance 
US influence and support the UN as opposed to other multistakeholder 
bodies, like ICANN. For example, China has used the ITU to promote its 
“NewIP” proposal by framing it as a technical upgrade for the future of 
the Internet and positioning it as a boom for developing countries. The 
effort reflects a broader geopolitical competition over who sets the rules 
of the Internet and seeks to embed state control mechanisms in global 
Internet standards.

Regionally, security and stability concerns play a major role in China’s 
digital policy strategy.96 Issues like the unrest in Xinjiang, tensions over 
Taiwan, and the status of Hong Kong motivate and influence the way 
China frames its positions around national security and anti-terrorism, 
especially when it comes to encryption and Internet content. 

Internationally, China is strategic in using fora, like WSIS+20 as a stage for 
norm entrepreneurship,97 the effort to promote the adoption or change 
of social norms, seeking to position itself as a champion of global digital 
equity and as an influencer of future Internet governance mechanisms.

  MAIN ACTORS

In the years since the WSIS+10 review, China has expanded the actors 
that participate, influence and facilitate Internet governance. At the top of 
the hierarchy, the decision-making body that sets the political direction 
for Internet governance is the Chinese Communist Party (CCP), chaired 
by its Secretary General, Xi Jinping. 

A host of government agencies are responsible for performing different 
functions. The Cyberspace Administration of China (CAC)98 is the main 
regulatory agency for Internet content, data security and cybersecurity 
and it enforces online censorship, data localization laws and oversees 
the Chinese Internet companies. The Ministry of Industry and Information 
Technology (MIIT)99 regulates telecommunications, Internet infrastructure, 
and industry standards, while the Ministry of Public Security (MPS)100, 
handles cybercrime and enforces online surveillance measures. Finally, the 
Ministry of State Security (MSS)101 is responsible for counterintelligence 
and cyber espionage activities.
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At the same time, standards and research are conducted by two major 
entities: the China Academy of Information and Communications 
Technology (CAICT)102, which is the research arm of the MIIT and is the 
main body for shaping standards and tech policy; and the National 
Information Security Standardization Technical Committee (TC260)103, 
which drafts and promotes cybersecurity and data protection standards. 

Finally, local governments also play a significant role in enforcing 
China’s Internet governance agenda. Their main responsibility is to 
implement national policies at the provincial and municipal levels, often 
experimenting with their own regulatory and censorship mechanisms 
(e.g. pilot programs for smart city surveillance). 

  OPPORTUNITIES FOR ENGAGEMENT

China typically engages with international digital policy processes, such 
as WSIS, through state-led mechanisms. Civil society organizations 
are often government-aligned or state-sanctioned NGOs (commonly 
referred to as GONGOs)104. This includes groups like the China Internet 
Development Foundation or the Internet Society of China, which are 
closely linked to government bodies like the Cyberspace Administration 
of China (CAC).

In general, China does not foster an open or independent civil society 
space domestically, especially in sensitive areas like Internet governance, 
digital rights, or cybersecurity. To this end, independent or critical CSOs 
have no formal role in the WSIS+20 preparations while, in the limited cases 
public consultations may be held, they are generally not transparent or 
inclusive of diverse perspectives. When it occurs, engagement tends to 
be technocratic and focused on showcasing China’s digital development 
achievements (e.g., digital infrastructure, poverty alleviation via ICTs).
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Colombia
Fundación KarismaBy Pilar Sáenz
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  OVERVIEW    

Colombia is an active participant in the implementation and review of the 
WSIS. However, the country’s priorities for the WSIS review remain unclear. 

Global internet governance processes —historically the Internet 
Governance Forum (IGF),105 Latin American and Caribbean Internet 
Governance Forum (LACIGF)106  and ICANN107, and recently the Global 
Digital Compact (GDC)—108 have served as spaces for successive 
Colombian governments to present their digital agendas. Areas of interest 
have mainly included Internet connectivity, inclusion, e-government 
and, more recently, data infrastructure and artificial intelligence.109 In 
general, Colombia’s approach aligns with principles of human rights, 
multistakeholder participation, sustainability, and digital equity.

An official statement is expected during the WSIS+20 review process 
— likely similar to those issued by the Ministry of Foreign Affairs during 
the GDC negotiations110  and during WSIS+10111 — outlining national 
programs and activities in line with the plan of action. It is anticipated 
that the Colombian Internet Governance Board (Mesa Colombiana de 
Gobernanza de Internet) will follow up on any eventual position shared 
by the Ministry of Foreign Affairs. 

  POSITION ON KEY ISSUES    

Development

Recent governments have focused their digital strategy on ensuring 
connectivity, implementing inclusion programs, developing a digital 
governance and e-government strategy. Recently, efforts to develop 
positions in the field of artificial intelligence have begun. There are 
significant regional collaboration efforts in these areas. On the ITU page 
dedicated to the stocktaking of activities for WSIS implementation, over 
one hundred Colombian projects are registered.112 

Some World Bank and Inter-American Development Bank programs are 
shaping the country’s development agenda. These include investments 
aimed at reducing the digital divide and expanding connectivity 
infrastructure coverage. In cybersecurity, the CICTE/OAS Cybersecurity 
Program and the World Bank play a central role.

Colombia has also developed a 2030 agenda to advance progress toward 
the SDGs. This agenda is monitored by the National Planning Department 
(DNP).113 DNP defines the National Digital Strategy.114 The definition of these 
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public policies includes participatory processes where input is gathered 
from multiple sectors and specific working groups are held. 

However, Colombia’s WSIS+20 agenda has not been released, as so 
far, the focus is on implementation. The Communications Regulation 
Commission (CRC) compiles and publishes sectoral indicators to 
measure the progress of the information society, which show progress 
in the country’s ICT agenda.115

Human Rights

Colombia often adopts human rights language in its statements regarding 
its digital strategy. This was evident at the GDC, where it was stated that 
“governments must commit to providing women and girls, in all their 
diversity, youth and children, indigenous peoples and Afro-descendant 
communities, older persons and persons with disabilities with the relevant 
tools, knowledge and skills to know and defend their rights online, while 
mitigating the risks associated with the use of digital technologies”.116  

Colombia’s National Digital Strategy 2023 - 2026 includes a strategic 
focus on leveraging a digital society for an inclusive, equitable and 
sustainable development, and the implementation of public policy 
initiatives that address the protection and promotion of individual rights 
in the digital environment.117

It is possible to infer that this will also be the focus of the WSIS+20 review 
process. However, there is no public information currently providing 
evidence of this.

Internet Governance

The Internal Working Group (IWG) on the .CO Domain and Internet 
Governance of the Ministry of Information and Communication 
Technologies (MinTIC) explicitly supports the multistakeholder model.118 

This is reflected in the participation of both MinTIC and the CRC in the 
multisectoral board since its inception. MinTIC has also been actively 
involved in different Internet governance forums (IGFs) in Colombia, 
participating in opening and closing sessions as well as in panels. Similarly, 
the CRC has been an active participant in the Internet Governance 
workshops held prior to the forum. Currently, MinTIC is part of the 
Multistakeholder Committee of the Latin American and Caribbean IGF 
(LACIGF). Thus, there is clear support for this multistakeholder model 
and for spaces that facilitate dialogue among these multiple parties. 
This support was also evident during discussions surrounding the 
GDC. However, there is no recent public information in the context of 
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WSIS that lays out Colombia’s position on issues such as centralization, 
decentralization, or multilateralism.

Review Modalities

Considering the ongoing and active participation of both the CRC and 
MinTIC in multistakeholder forums —such as the Colombian Internet 
Governance Board— and their sustained presence in the national 
Internet governance forum, Latin American forums (LACIGF, eLAC), and 
international forums (IGF, ICANN), it is reasonable to infer Colombia’s 
support for a multistakeholder approach. This position has also been 
officially defended by the country in its statements and discussions at 
the CDG. Nonetheless, there is no publicly available information providing 
evidence or clarifying the government’s vision regarding WSIS+20. 

WSIS and the GDC

There has been no public indication of whether WSIS might play a role in 
implementing the GDC. Colombia participated and made interventions 
during the GDC discussions, where it advocated for the multistakeholder 
model of Internet governance.119 However, in the absence of recent official 
communications regarding the WSIS+20 process, it is not possible to 
ascertain Colombia’s current position. Nonetheless, it is expected that 
the country will continue to uphold human rights language and support 
the multistakeholder model. 

  MAIN ACTORS

There are several main government actors involved. The Foreign Ministry, 
which leads the processes in Geneva and New York and delivers official 
statements. The Ministry of Information and Communication Technologies 
(MinTIC), through its GIT division, defines the technical position.120 By 
law,121 the Communications Regulation Commission (CRC) is responsible 
for compiling and annually publishing progress reports of the Colombian 
government on its WSIS commitments. The CRC maintains a dedicated 
microsite with statistical information on each of the indicators developed 
to monitor WSIS implementation.122 This information is the foundation of 
the statistics provided by the Ministry of Science, Technology, Information 
and Communications (MinTIC), the National Administrative Department 
of Statistics (DANE) and the Ministry of Education. Besides MinTIC, the 
Office of Digital Transformation of the Presidency of the Republic, and 
the Digital Development Directorate of the National Planning Department 
(DNP) also play important roles in defining the digital agenda.
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Other relevant actors from civil society, the technical community, 
academia, and the private sector, together with State representatives, 
are brought together by the Colombian Internet Governance Board.123 To 
date, the Board has organized 11 national Internet Governance Forums and 
holds monthly meetings to follow-up on the national agenda on related 
topics. Since its establishment, the Board has become the focal point for 
stakeholder groups.124 In recent years, it has managed to reconcile diverse 
positions, producing contributions such as the input document to the 
GDC125 and inputs for NetMundial +10126 and shaping policy agendas on 
issues such as digital rights, connectivity, spectrum governance, artificial 
intelligence, cybersecurity, and data protection. However, unlike countries 
such as Mexico, Board members do not participate in the country’s official 
delegations. While the Board has succeeded in bringing together a diverse 
range of actors, some sectors remain underrepresented, such as rural 
communities, indigenous communities, small grassroots organizations, 
and youth.

  UNDERLYING MOTIVATIONS

Colombia’s national digital policy generally aligns with regional priorities 
through the Ministerial Conference on the Information Society in Latin 
America and the Caribbean (eLAC), where it currently serves on the 
steering committee for the 2024–2026 term. In the past, participation 
in the OECD was important, but it does not currently appear to be 
guiding the conversation. Colombia’s National Digital Strategy 2023–2026 
acknowledges the country’s regional leadership in digitization and digital 
governance. It also states that Colombia has positioned itself as “a 
benchmark in Latin America for the implementation of data governance 
and capacity building for data use and exploitation,”127 and has taken 
on “a leading role in the formulation of public policies to promote 
the responsible use of AI and data as a key input for development.” 
The strategy further recognizes Colombia as “a pioneer in adopting 
internationally endorsed ethical frameworks and recommendations for 
the ethical use of AI.”128  

Colombia’s recent international interventions reveal mixed priorities. 
During Global Digital Compact (GDC) consultations, the emphasis was 
on protecting human rights online—especially for vulnerable groups—
and on preserving the multistakeholder nature of internet governance. 
Colombia’s current engagement at eLAC has focused on artificial 
intelligence, connectivity, education, and AI.129 Colombia hosted the 
Latin American and Caribbean AI Ministerial Summit, which focused on 
enabling ecosystems, digital education, and governance and resulted 
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in the Cartagena Declaration. This calls for strengthened cooperation 
in digital governance within the GDC framework and promotes regional 
dialogue that builds on eLAC progress and includes multistakeholder 
participation.

 OPPORTUNITIES FOR ENGAGEMENT

There is currently no structured process which enables stakeholders 
to provide feedback to the Ministry of Foreign Affairs on Colombia’s 
official WSIS+20 position. While the Colombian Internet Governance 
Board allows for multistakeholder participation, the Board’s effectiveness 
varies.130 However, it remains the most consistent and accessible forum 
for engagement. Nonetheless, institutions participating in the Board have 
shown genuine openness, which allows these spaces—albeit informally 
and with limited influence—to contribute to the national position.
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The European Union
Global Partners DigitalBy Rose Payne
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  OVERVIEW    

The European Union (EU) has played an active role in the WSIS process 
since it first began twenty years ago, seeing it as a vehicle to expand 
access to digital technologies, advance digital cooperation, and to 
enable socio-economic development.131 Since then, digital technologies 
have become a core element of the EU’s international strategy.132 The 
EU seeks to play a leadership role in WSIS+20 focusing on reinforcing a 
multistakeholder, rights-based, and open approach to digital governance, 
while promoting alignment with other global processes including the Global 
Digital Compact (GDC) and the Sustainable Development Goals (SDGs).
 
The EU favours incremental changes to the original WSIS framework 
and opposes updates or additions to the Action Lines while considering 
how to best address technological developments and societal and 
geopolitical challenges. Key priorities include protecting and enhancing the 
multistakeholder approach to digital governance, defending the open and 
decentralised model of the internet, aligning the initiatives of the Global 
Digital Compact (GDC) into the WSIS process, and advancing human rights 
and democratic values in the digital age.
 

  POSITION ON KEY ISSUES    

Development
 

The EU views human-centric, rights-based digital transformation as 
a driver of economic and social development and supports targeted 
interventions that address infrastructure gaps, build digital skills, and 
promote fair and inclusive access to connectivity. It sees the WSIS 
process over the last twenty years as playing an instrumental role in 
addressing digital divides and inequalities, and highlights that it has 
helped to put digital development on policy agendas. 

The EU maintains that the WSIS framework must remain closely aligned 
with the Sustainable Development Goals (SDGs), noting that the Action 
Lines have played a critical role in advancing global connectivity, 
infrastructure, and digital skills. As discussed below, it supports the 
development of concrete implementation roadmaps linking the WSIS 
Action Lines with the SDGs principles and emerging policy frameworks. It 
argues that meaningful progress towards the SDGs depends on a human-
centric, rights-based digital transformation.
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Human Rights

The EU is taking a leading stance on the advancement of human 
rights in the WSIS+20. It is advocating for robust and, where possible, 
unprecedented language in the WSIS+20 outcome document that builds 
upon the previous review, the GDC, and UNGA resolutions and calls for 
recognition of the role of the Office of the High Commissioner for Human 
Rights (OHCHR) in the WSIS follow-up. This approach is anchored in the 
universality and indivisibility of human rights as a necessary foundation 
for sustainable development. It rejects any dichotomy between 
human rights and development. The EU seeks to embed human rights 
safeguards in response to concerns about rising surveillance, censorship, 
discrimination, and online harms throughout the technology lifecycle, 
particularly highlighting risks to children. Emerging technologies, and their 
potential for heightened human rights risks, has been highlighted as an 
area of concern for the EU during the WSIS+20.

Internet Governance

The EU’s vision for internet governance within WSIS is firmly 
multistakeholder and decentralised. It reaffirms the Tunis Agenda and 
opposes both the creation of new Action Lines and efforts to replace 
the multistakeholder approach with a more state-centred model. The 
EU proposes strengthening the Internet Governance Forum (IGF) as the 
primary venue for inclusive dialogue and recommends institutionalising its 
mandate beyond 2025, enhancing its structure, improving participation 
from developing countries and marginalised groups, and securing stable 
funding. The EU also supports the use of multistakeholder sandboxes 
within existing institutions as spaces to collaboratively explore solutions 
to new governance challenges.

Review Modalities

The EU is aiming to consolidate the multistakeholder approach to 
governance of digital technologies during the WSIS+20, but also expects 
that through this reinforcement, this will become a broader guiding 
principle of governance within the UN. It advocates for the review to 
be conducted in line with the 2024 NetMundial+10 guidelines133, which 
outlines how to operationalise multistakeholder principles. The EU calls for 
the establishment of a Multistakeholder Sounding Board134  which would 
help consolidate stakeholder inputs, provide feedback to negotiators, 
and ensure transparent and structured engagement throughout the 
process. The EU suggests that the Sounding Board could be composed 
of volunteers from the IGF’s Multistakeholder Advisory Group and 
Leadership Panel, and that it should ensure gender, geographical and 
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linguistic balance. While it is careful to emphasize that this Board would 
not be the sole stakeholder mechanism, it does suggest the Board should 
play an intermediary function between Member States and the wider 
stakeholder community during WSIS+20. 

WSIS and the GDC

The EU emphasises the need for an implementation roadmap that 
connects WSIS outcomes with the Global Digital Compact (GDC) 
and the achievement of the SDGs to ensure coherent and effective 
implementation and avoid duplication. The EU suggests that further 
WSIS reviews should be aligned with the post-2030 development 
timeline. Concrete suggestions on how to align these processes include 
a strengthened role for United Nations Group on the Information Society 
(UNGIS) and a broader composition including the UN Office on Digital and 
Emerging Technologies (ODET), the Office of the UN High Commissioner 
for Human Rights (OHCHR), the United Nations Department of Economic 
and Social Affairs (UN DESA) and other relevant UN bodies and agencies, 
and an update to the workings of the UN Commission on Science and 
Technology for Development (CSTD) to better involve stakeholders. 

  MAIN ACTORS

The EU’s engagement in the WSIS+20 process is coordinated through a 
number of different agencies and bodies. The European Commission’s 
Directorate-General for Communications Networks, Content and 
Technology (DG CONNECT) leads the development of the EU’s digital 
policy input to WSIS+20, aligning it with internal strategies such as the 
Digital Decade and Global Gateway. The European External Action Service 
(EEAS) plays a key diplomatic role, ensuring coherence with broader EU 
foreign policy goals. The Council, particularly through the Working Party 
on Telecommunications and Information Society, coordinates Member 
State positions and provides political endorsement. Over the past twenty 
years, as digital technologies have become more prominent on the EU 
policy agenda, the coordination between institutions has become more 
structured and strategic.

There is a well-developed ecosystem of civil society organisations focused 
on digital technologies within the EU and many of those organisations 
have actively participated in the WSIS since its inception. EuroDig plays 
a central role in facilitating discussions and coordinating stakeholder 
action on internet governance, drawing on the national IGF’s that many 
EU countries hold. The EU-based private sector, although present, 
has had modest visibility in the WSIS+20 process, often participating 
through associations such as DigitalEurope or industry coalitions. The 
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EU-based technical community is also a strong presence in bodies like 
the “Technical Community Coalition for Multistakeholderism” which are 
active in the WSIS.

 UNDERLYING MOTIVATIONS

The EU has played a leading role in creating policy frameworks related 
to digital technologies and will likely seek to reinforce its regulatory 
leadership through the WSIS+20. The EU is motivated by a belief that a 
human-centric, multistakeholder, and rights-based model of governance 
is vital to delivering economic stability and addressing digital inclusion. 
The EU positions itself as a counterweight to state-led approaches that 
risk internet fragmentation and centralisation. 

The current geopolitical landscape introduces an element of 
unpredictability, as long-standing alliances are shifting. It also aims to 
build coalitions with Global South countries, particularly within the G77, 
to promote inclusive development and address emerging digital divides. 
These efforts are part of a broader diplomatic strategy to embed EU 
values in global digital governance frameworks.

 OPPORTUNITIES FOR ENGAGEMENT

The EU explicitly calls for transparent and inclusive stakeholder 
engagement in the WSIS+20 review and supports formal mechanisms 
to facilitate this, including the proposed Multistakeholder Sounding Board. 

To prepare for the WSIS+20 process, the EU held stakeholder consultations 
including a consultation on internet governance135 and during the Global 
Multistakeholder High Level Conference on Governance of Web 4.0 and 
Virtual Worlds136, which served as a mechanism to gather stakeholder 
input particularly on emerging technologies. In addition, the EU has 
encouraged Member States to conduct consultations with their national 
stakeholders in preparation for WSIS+20. In addition, Member States 
have been encouraged to engage with global stakeholders to better 
understand their thoughts and concerns regarding the WSIS+20 process 
as well as positions.
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Media Foundation for 
West Africa

By Vivian Affoah

Ghana
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  OVERVIEW    

Ghana has been a long-standing and active participant in the World 
Summit on the Information Society (WSIS), regularly aligning its national 
digital policies with WSIS Action Lines. The country’s engagement 
is grounded in multistakeholder principles, with the Ministry of 
Communications and Digital Technology and Innovation (MoCTI)137 leading 
initiatives that prioritise digital inclusion, e-governance, and rights-based 
ICT development. Civil society and private sector partners, such as the 
Ghana Chamber of Telecommunications, have played a significant role 
in shaping the national digital agenda.

Recent policy initiatives reflect Ghana’s alignment with WSIS objectives, 
including broadband expansion for rural communities,138 digital education 
through smart classrooms139, and gender empowerment via the Girls-
in-ICT programme.140 Ghana’s continued participation in the WSIS 
Forum and efforts to strengthen cybersecurity capacity demonstrate 
its commitment to inclusive, sustainable digital development and active 
global engagement.
 

  POSITION ON KEY ISSUES    

Development
 
Ghana sees WSIS as a crucial enabler of its digital transformation agenda 
and national development goals. The WSIS Action Lines, especially, C1 
(The role of governments and all stakeholders in the promotion of ICTs 
for development), C3 (Access to information and knowledge), and C7 
(e-Government and ICT applications), are primary to Ghana’s plan. 
Initiatives like the e-Transform Ghana Project and the Digital Ghana 
Agenda highlight the country’s commitment to using ICT for economic 
growth and improved service delivery.141 

While Ghana supports the preservation of the WSIS Action Lines, it 
also advocates for their contextual reinterpretation to reflect emerging 
issues such as Artificial Intelligence (AI), data sovereignty, digital trade, 
and green ICTs.142  

Human Rights

Ghana supports the inclusion of strong human rights language in the 
WSIS+20 outcome documents, especially around access to information, 
freedom of expression, privacy, and digital rights. As a member 
of the UN Human Rights Council (2020-2022), Ghana highlighted 
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the interdependence of development and rights related to digital 
technologies, and national stakeholders such as the Commission on 
Human Rights and Administrative Justice (CHRAJ) have encouraged for 
digital rights to be included in development policies.143  

Ghana has on many occasions supported the need for stronger human 
rights protections in cyberspace. 

In September, 2019 Ghana’s statement at the first substantive session 
of the Open-Ended Working Group on developments in the field of 
information and telecommunications in the context of international 
security (2019-2021), indicated its support for the FOC joint statement 
on human rights impact of cybersecurity laws, practices and policies 
together with its recommendations.144 At the same meeting, Ghana, also 
affirmed that “a responsible state behaviour in the cyber space can only 
be realized in an environment where rules, norms and principles exist and 
are consistent with human rights, the rule of law and the protection of 
the digital rights of citizens.145  

However, implementation gaps persist, particularly in ensuring redress 
for digital harms and inclusive protections for women and vulnerable 
populations. Both state and state actors in Ghana see the need to address 
issues of accessibility and gender digital divide. 

Internet Governance

Ghana favours a multistakeholder model for internet governance, 
balancing state-led policies with inputs from academia, the private sector, 
and civil society. The country advocates for decentralized, transparent, 
and inclusive governance structures and is actively involved in the African 
Union’s digital policy processes.146 

Ghana actively engages with international internet governance platforms, 
such as ICANN and the African Internet Governance Forum (AfIGF), and has 
partnered on national IGF events. Ghana’s approach reflects a preference 
for decentralized governance with strong stakeholder inclusion.147 For 
example, the country encouraged stakeholder consultation on digital 
policies such as the Cybersecurity Act, 2020 (Act 1038).148 

However, civil society has expressed concern about the need to ensure 
policies and practices on internet governance meets international norms 
and standards.
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Review Modalities

Ghan a is supportive of inclusive review modalities. National WSIS 
preparations have included consultative sessions with actors like Media 
Foundation for West Africa, the Internet Society (ISOC Ghana), and other 
advocacy organizations. In the absence of further public statements, 
Ghana’s previous engagement in international digital policy processes 
indicate their commitment to stakeholder inclusion. Ghana previously 
called for the inclusion of stakeholders in the Open-Ended Working 
Group on security of and in the use of information and communications 
technologies processes149.

WSIS and the GDC

Ghana acknowledges the complementary roles of WSIS and the GDC. 
The country advocates for WSIS to remain a core forum for digital 
development discourse due to its structured action lines and long-term 
institutional memory. Ghana supports synergy between WSIS and GDC 
to avoid duplication and promote coherent digital policy development.

  MAIN ACTORS

Ghana’s approach to WSIS+20 is shaped by a partnership of public 
institutions and non-state actors. The Ministry of Communications and 
Digital Technology and Innovation leads the national WSIS+20 process, 
setting digital policy and coordinating international engagement.

Supporting agencies such as the National Information Technology Agency 
(NITA) concentrate on infrastructure development and interoperability 
standards150 while the Cyber Security Authority ensures a secure digital 
environment through regulatory oversight and implementation of the 
Cybersecurity Act, 2020 (Act 1038).151 

On the non-governmental side, civil society organizations such as the 
Internet Society Ghana, Media Foundation for West Africa (MFWA), 
Child Online Africa, Africa Open Data and Internet Research Foundation 
(AODIRF), Ghana Youth IGF, Penplusbytes etc are instrumental in raising 
awareness on digital rights and fostering accountability in policy 
execution. These organizations regularly produce advocacy tools, policy 
briefs, and host multistakeholder dialogues that shape national digital 
rights discourse.

The private sector, led by major telecom companies like MTN Ghana 
and Vodafone Ghana, has invested heavily in digital literacy programmes, 
aligning their CSR with WSIS Action Lines. These initiatives have targeted 
youth, women, and rural populations to bridge digital access gaps.152  
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Academic institutions like the University of Ghana and the Ghana Institute 
of Journalism contribute through policy research and capacity-building, 
creating a knowledge ecosystem that supports evidence-based digital 
governance153.

  UNDERLYING MOTIVATIONS

Ghana’s WSIS+20 engagement is shaped by a desire to position itself 
as a regional ICT hub. As part of the Economic Community of West 
African States (ECOWAS), Ghana aligns its digital policy with regional 
priorities, especially those related to internet access, cybersecurity, and 
economic integration.154 The country’s digital transformation strategy is 
underpinned by democratic values, openness, and inclusivity, reflecting its 
constitutional commitment to freedom of information and expression.155  
Ghana joined other countries at the 2025 WSIS+20 Africa Regional 
Review Meeting convened in Cotonou, Benin and Ghanian stakeholders 
contributed to a Declaration which reaffirmed States commitment to 
implementing the WSIS Action Lines and Targets.156 Ghana’s participation 
illustrates its commitment to the WSIS+20.

Another critical motivation is Ghana’s ambition to improve its global digital 
competitiveness through innovation-led growth. The government has 
prioritized the development of a digital economy through initiatives such 
as the Digital Financial Services Policy and the Ghana Innovation Hub. 
These platforms not only foster entrepreneurship and youth employment 
but also position Ghana as an attractive destination for tech-based 
investment. Additionally, Ghana’s increasing participation in multilateral 
digital cooperation through institutions including the ITU Council and the 
Digital Cooperation Organization reflects a broader geopolitical interest in 
shaping global digital norms. By actively engaging in WSIS+20, Ghana aims 
to amplify its voice in international fora, protect its digital sovereignty, 
and secure more equitable outcomes for countries in the Global South.

  OPPORTUNITIES FOR ENGAGEMENT

Civil society engagement in Ghana’s WSIS+20 process is becoming 
more organized, with structured consultations led by the Ministry of 
Communications, Digital Technology and Innovation. These efforts aim to 
incorporate perspectives from across stakeholder groups, but in practice, 
most consultations are concentrated in the capital, limiting the inclusion 
of grassroots voices and rural-based actors. The challenge remains to 
create a more geographically and demographically balanced participation 
framework. Civil society organisations are, however, yet to coordinate on 
the WSIS+20 process. 
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  OVERVIEW    

India has consistently supported the multistakeholder model of digital 
governance since the WSIS process began. It hosted the Internet 
Governance Forum (IGF) in 2008 and has continued to participate in 
subsequent reviews, advocating for affordable access, development-
oriented policies, and more inclusive management of critical internet 
resources.157

While reaffirming support for multistakeholderism, India also highlighted 
the lack of progress on enhanced cooperation.158 Based on its historical 
position, India continues to support the multistakeholder model of internet 
governance, support for IGF, and development-oriented digital governance.
In recent years, India has been undergoing a rapid process of digitisation 
that is geared towards transformation of governance, capacity building, 
and promotion of technological innovation. India has also been positioning 
itself as a global technology leader, particularly through its emphasis on 
building Digital Public Infrastructure (‘DPI’) and by articulating Global 
Majority concerns at various international fora.159

As the WSIS+20 progresses, India is seeking to leverage the potential of 
AI to drive the next phase of technology driven development and is likely 
to stress the importance of promoting multilingualism on the internet, 
and to focus on balancing multistakeholderism with digital sovereignty in 
matters of cybersecurity and national security.  

 
  POSITION ON KEY ISSUES    

Development
 

In the last 10 years, India has primarily focused on digital connectivity and 
access. In the past, India has expressed support for the ‘formulation of 
public policies aimed at bridging the digital divide’160 through expansion 
of telecom and broadband connectivity. In his statement at the 2024 
WSIS+20 Forum High Level Event,161 the Telecom Regulatory Authority of 
India (TRAI) chairman emphasised India’s cheap data tariffs, high fintech 
adoption rate, and highlighted several DPI initiatives including Aadhaar, 
the Unified Payments Interface (UPI), DIKSHA (Digital Infrastructure for 
Knowledge Sharing), Co-WIN and ESanjeevani. The Indian Delegation 
emphasised the need to ensure inclusive, accessible and affordable 
technologies bridge the sustainability gap.162 

AI development and governance has become central to discussions on 
development in India, with the IndiaAI Mission,163 launched in March 2024, 
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aiming to further develop India’s AI innovation ecosystem for social good.  
More recently, India has focused on open AI and open data development, 
alongside building of Indic language models.164 India is likely to focus on 
AI governance at the WSIS+20 review, prioritising domestic AI innovation, 
mitigating the resource gap and new digital divides arising from AI.

India has also emphasised on the use of technology to promote 
Sustainable Development Goals (‘SDGs’)165 in its participation at recent 
multilateral declarations, such as at the G20. In the context of technology 
driven development, the government has been focused on building ICT 
infrastructure (Action Line C2)166; capacity building (Action Line C4), 
such as under the Digital India initiative,167 IndiaAI Mission168, and through 
capacity building support to other countries; and promoting technological 
applications in different aspects of life such as agriculture,169 health170, 
education,171 and governance (Action Line C7).172

 
Human Rights

India recognises the need for protecting human rights on the internet 
while also giving due consideration to national security priorities. In recent 
years, India’s human rights priorities have largely centred on inclusive 
development, improving digital access by bridging the gender gap in 
cyberspace, and multilingualism. India has also linked its push for DPIs 
to achieving inclusive development through digital transformation. The 
rapid scale of the digital transformation of essential services was noted 
by the Supreme Court of India in a recent judgement,173 which recognised 
the right to digital access as a component of the right to life and liberty.

Recently, the TRAI has highlighted Indian initiatives that leverage digital 
technologies to promote inclusive development,174 including improving 
accessibility through digital transformation in the fields of healthcare, 
disaster management and agriculture. Promoting multilingualism on the 
internet has been a key part of India’s push for a more inclusive and 
accessible internet.175

Internet Governance

India has continued to maintain its support for the multistakeholder 
approach to internet governance,176 while stressing the need to respect 
sovereignty in matters of cybersecurity and national security.177 Since 2021, 
it has been conducting the India IGF as a “a multi stakeholder platform 
bringing together representatives from various groups, considering all to 
be at par to discuss public policy issues related to the Internet.” 
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India has been positioning itself as the leading Global South voice in 
internet governance.178 For the past few years, India has been holding 
the ‘Voice of Global South Summit’, with the latest edition held under 
the theme ‘An empowered Global South for a Sustainable Future.’179 
The summit was a platform for sharing perspectives and priorities on 
complex issues affecting developing nations. India has also announced 
its ambitions to lead international telecom supply chains and enable 
digital connectivity in emerging economies.180 In its participation at the 
High-Level Event, India highlighted its efforts to develop the standards 
for responsible and trustworthy AI.181 

Approaching the WSIS+20 Summit, various stakeholders in India have 
voiced concerns for the future of the multistakeholder model of internet 
governance. With the emergence of the GDC and challenges related 
to emerging technologies like AI, multilateral and bilateral forums have 
come to occupy a more prominent space. At the same time, India has 
also noted the need to ensure that the forthcoming WSIS+20 maintains 
global support for and enhances the multi-stakeholder model of internet 
governance.182

Review Modalities

India has historically supported inclusion of different stakeholders in the 
review processes. However, stakeholders in India have suggested a need to 
improve the way the review of WSIS outcomes is conducted. For instance, 
stakeholders have suggested the need for greater clarity on timelines 
connected to the review, as well as the modalities for commenting on 
outcome documents to enable more effective participation. There is 
also a need to assess funding and other resource constraints to ensure 
that the articulation of India’s positions may be made sharper, more 
transparent and participative through stakeholder engagement.

WSIS and the GDC

India has welcomed the GDC as a critical instrument for advancing the 
future governance of the internet while remaining focused on the WSIS 
as a key process which advances the multistakeholder model of internet 
governance. While the adoption of the GDC as an international legal 
instrument signals the move towards a more multilateral approach all 
over the world, India has also continued to show vocal support for the 
WSIS process, as well as forums like the IGF.184 This must also be viewed in 
the context of India’s support for technology-driven growth at platforms 
like BRICS and the G20. For instance, during its presidency of the G20, 
India stressed on the need to leverage DPIs augmented by AI in order to 
make progress towards achieving SDGs.185 India relies on multistakeholder 



GLOBAL PARTNERS DIGITALGLOBAL NETWORK INITIATIVE 59The Road to WSIS+20

processes to shape the future of the internet and is concerned around 
the fragmentation of different international processes around internet 
governance. 

India is likely to support the continuation of the WSIS process, as well 
as renewal of the IGF’s mandate. However, this might be accompanied 
by a call for greater financial support for the IGF by the UN, to reduce 
its dependence on voluntary contributions by private entities and 
strengthen the credibility of the IGF as an independent space for diverse 
stakeholders to convene and take forward critical conversations around 
internet governance.

  MAIN ACTORS

India’s involvement in the WSIS process is overseen by the Department 
of Telecommunications (DoT) and the Ministry of Electronics and 
Information Technology (‘MeitY’), with aspects concerning international 
relations being coordinated by the Ministry of External Affairs (‘MEA’). 
Other agencies like the TRAI and the National Internet Exchange of India, 
also contribute to the process. 

Among non-governmental actors, civil society and academic groups 
play the most active role at the domestic level. They play a critical 
role in bringing together different stakeholders to host conversations 
and convene multistakeholder deliberations, given the lack of formal 
government-led processes. While industry stakeholders are not very 
active domestically, some industry bodies like the Communication 
Multimedia and Infrastructure Association of India regularly participate 
at the WSIS forum and related meetings.

  UNDERLYING MOTIVATIONS

India’s approach to digital sovereignty is characterised by a push for 
domestic technological and resource development, alongside support 
for Global Majority concerns in digital governance conversations. It has 
recently been at the forefront of international conventions for digital 
governance, particularly focussing on AI and DPI, chairing the GPAI,186 G20, 
Global Digital Compact (‘GDC’) Asia Consultations,187 and upcoming the AI 
Summit.188 These summits have generally concluded with outcomes aim 
to advance safe, secure, ethical trustworthy AI; drive DPI adoption towards 
achieving SDGs;189 capacity building; and ensuring access, especially in 
the Global South.190 

India’s approach to digital sovereignty is reflected in initiatives such 
as Make in India or Digital India, and most recently, in its approach 



GLOBAL PARTNERS DIGITALGLOBAL NETWORK INITIATIVE 60The Road to WSIS+20

to AI development.191 It has been pushing for furthering indigenous AI 
capabilities. It is also leveraging its AI agenda towards establishing 
leadership in the Global South. At the same time, it has also seen 
participation in multilateral convenings on internet governance and 
has used those opportunities towards advancing DPI adoption in other 
countries and developing AI capabilities. The latter has also led the 
government to enter public-private partnerships to account for the 
resource constraints for AI development, such as compute power.192 It has 
also tried to assert digital sovereignty through incorporating provisions 
on data localization in the yet to be enforced Draft Digital Personal Data 
Protection Rules released for consultation under the DPDP Act, 2023.193 
Additionally, cyber security as a means of protecting national security, 
shaped by its long history of complex geopolitical relations with U.S., 
China, Russia and Pakistan, continues to be a major arena for exercise of 
digital sovereignty for India.194

  OPPORTUNITIES FOR ENGAGEMENT

While MEA and other government stakeholders do engage with civil 
society and participate in multi-stakeholder conversations, there are 
no formal organised processes in place. Different stakeholders engage 
informally before events and discussions to understand country position 
including civil society, academia, and independent experts.  Stakeholders 
from different government departments have been open to engage in 
civil society-led conversations, as well as bi-lateral meetings with other 
stakeholders when requested. In the lead- up to WSIS+20 review, there 
have been at least two conversations organised by academic and industry 
groups which were attended by a cross section of stakeholders from 
government, industry, and academia. However, these conversations are 
mostly ad hoc and in response to specific events, such as the upcoming 
WSIS+20 review.  
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  OVERVIEW    

Indonesia has taken a supportive but critical stance on Internet 
governance and the World Summit on the Information Society (WSIS) 
process. Indonesia supports the multistakeholder model of Internet 
governance but, simultaneously, has emphasized the role of governments 
in maintaining national sovereignty, cybersecurity, and public order in the 
digital space. Indonesia supports the WSIS framework and advocates for 
a democratic, inclusive, and secure Internet governance ecosystem, with 
increased involvement of developing countries and government leadership 
in national contexts. Its government often calls for reforms that better 
address the needs of countries in the Global South in digital development 
discussions while advocating for a balanced approach in the governance 
of the Internet.

 
  POSITION ON KEY ISSUES    

Development
 

Indonesia’s position in the World Summit on the Information Society 
(WSIS) aligns closely with its national agenda for digital transformation 
and technology-driven development. Indonesia actively supports 
the WSIS Action Lines, especially those related to ICT infrastructure 
and development, digital inclusion, e-government and e-services, 
cybersecurity and capacity building.195  

Moreover, under the “Indonesia Digital Vision 2045”196 and following its 
commitments established in the “Digital Indonesia Roadmap 2021–2024,197 
the government aligns its national strategies with the WSIS goals and, 
in particular, with those relating to expanding Internet access in rural 
and underserved areas, enhancing digital literacy for citizens and SMEs, 
promoting smart cities and digital government services and, encouraging 
tech innovation, startups and digital entrepreneurship.198  

As a G20 member and ASEAN leader,199 Indonesia uses the WSIS platform 
to advocate for equitable digital development in the Global South and, 
often emphasizes the need for affordable technology, digital sovereignty, 
and data governance while, at the same time, advocating for fairness in 
the global digital ecosystem. 

Human Rights

Indonesia’s position on enhancing human rights language and 
commitments in the WSIS+20 process reflects a blend of international 
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advocacy and domestic challenges. As a member of the UN Human Rights 
Council for the 2023–2026 term, Indonesia has pledged to promote 
human rights globally200 and, domestically, strengthening its National 
Action Plan on Human Rights (RANHAM).

Internationally, in UN deliberations, Indonesia has expressed support for 
integrating human rights into digital technology governance. During the 
UN General Assembly’s Third Committee discussions, Indonesia joined 
the consensus on a resolution addressing human rights and digital 
technologies, emphasizing the state’s primary role in safeguarding human 
rights online, advocating for responsible technology use that balances 
freedom of expression with social cohesion.201 Domestically, however 
questions remain about its effectiveness in addressing human rights 
violations. For instance, the Electronic Information and Transactions (EIT) 
Law has been criticized for criminalizing defamation and disseminating 
“false news,” leading to the suppression of dissenting voices online.202  
Moreover, Amnesty International has also reported203 that Indonesia 
has made use of spyware technologies even though it is lacking a 
comprehensive legal framework to regulate such surveillance tools, thus 
positing significant risks to freedom of expression and privacy rights. 
More broadly, Indonesia’s revised Criminal Code, set to take effect in 
2026, has been criticized for provisions that may infringe on civil liberties, 
such as criminalizing consensual sexual relations outside of marriage and 
imposing strict penalties on insults to the President.204 

Internet Governance

Indonesia supports the multistakeholder model of Internet governance, 
however it places a greater emphasis on government involvement 
compared to fully decentralized or private-led approaches. This approach 
is shaped by national concerns including sovereignty, cybersecurity, 
digital economy regulation and content control/online harms. 

While Indonesia recognizes the decentralized, global nature of the 
Internet’s infrastructure and supports technical cooperation at that level 
(e.g., with ICANN, IETF), it advocates for national jurisdiction and oversight 
over content, data, and platforms operating within its borders. This means 
that Indonesia supports a decentralized, bottom-up and multistakeholder 
approach to governance of the technical layer while arguing that policy 
and content governance should be more centralized, top-down and 
state-led.205 To this end, Indonesia has been actively advancing its digital 
and data sovereignty agenda, intertwining national security, economic 
development, and technological independence. Specifically, Indonesia is 
constructing a network of national data centers to centralize and secure 
data storage within its borders206 and, at the same time, it is fostering the 
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development of “Sovereign AI” in alignment with its national interests and 
regulatory frameworks.207 

Specifically, when it comes to Internet governance, Indonesia focuses208 on 
bridging the digital divide, especially for remote islands and underserved 
populations; digital literacy and capacity building, ensuring citizens can 
meaningfully participate in the information society; respect for cultural 
values, pushing for content governance that respects national cultures 
and religions; and, cyber sovereignty, allowing the government to control 
the digital space within its territory, similar to physical sovereignty. 

Indonesia established its national Internet Governance Forum (ID-IGF) 
in 2012, founded on principles of transparency, openness, and 
multistakeholder participation209. The ID-IGF has promoted human rights, 
net neutrality, and decentralised internet governance in regional and 
global IGF initiatives.

Indonesia has played an active role in regional and global IGF processes. 
It hosted the 8th global IGF in Bali in 2013 and helped launch the 
Southeast Asia IGF210, focusing on regional issues such as cybersecurity 
and digital rights. At the 2021 and 2023211 global IGFs, Indonesia called 
for stronger support for national IGFs, inclusive AI governance212, and 
policies to advance digital literacy and support SMEs213 as part of its 
digital development agenda.

Review Modalities

Indonesia supports a multistakeholder approach to digital governance 
on a domestic level and international discussions but emphasises the 
need for this to be a support to strong government leadership to uphold 
national sovereignty, public order, and security. It sees WSIS+20 as an 
opportunity to reinforce inclusive digital development and calls for reform 
that better reflects Global South priorities. 

WSIS and the GDC

Indonesia sees both the World Summit on the Information Society (WSIS) 
and the Global Digital Compact (GDC) as complementary rather than 
competing processes in shaping global digital policy.214 While the country 
has not publicly declared a preference for one over the other as the lead 
forum, its official statements and participation in multilateral processes 
provide clues about its positioning.

Indonesia has consistently supported the WSIS framework, particularly 
the principles of multistakeholderism, digital inclusion, and bridging the 
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digital divide. It views WSIS as an established and proven platform for 
coordinating international digital cooperation, especially within the UN 
system and through the ITU. Indonesia often references WSIS+20 review 
as an opportunity to assess progress and reinforce digital development 
goals.215 

Regarding the GDC, Indonesia has expressed constructive support, 
especially on issues like connectivity, digital trust and safety, and inclusive 
digital governance. However, there is some caution in not letting the GDC 
duplicate or undermine existing processes such as WSIS or the IGF, which 
Indonesia supports. In its interventions during UN discussions, Indonesia 
is quick to emphasize the importance of avoiding fragmentation of digital 
governance efforts.216 

All in all, Indonesia advocates for developing country perspectives and 
insists on capacity building and equitable digital development being 
central to both WSIS and the GDC. This aligns with other Global South 
nations in calling for balanced governance structures that do not overly 
concentrate power in a few states or corporations.

  MAIN ACTORS

The Ministry of Communication and Informatics (Kementerian Komunikasi 
dan Informatika, or Kominfo)217 is leading the domestic coordination of the 
WSIS+20 process. While specific details about other Indonesian agencies 
involved in the WSIS+20 process are not readily available, potential 
collaborators may include a variety of different agencies tasked with 
different responsibilities ranging from the development of standards to 
the creation of national strategies and cybersecurity.218  

In terms of non-government actors, Indonesia has a host of different 
stakeholders that engage in Internet governance. Major telecom 
companies, like Telkomsel, Indosat Ooredoo Hutchison as well as 
national tech companies, like Gojek (GoTo Group), Bukalapak, Tokopedia, 
Traveloka collaborate with government bodies on digital infrastructure, 
cybersecurity and data governance.219 There is also a strong presence 
of civil society organizations, like ELSAM220, SAFEnet221 and LBH Pers222, 
that predominantly focus on digital rights, freedom of expression and 
surveillance.223 

  MOTIVATIONS

Indonesia is a leading member of ASEAN and plays a central role 
in regional digital cooperation initiatives, such as the ASEAN Digital 
Masterplan 2025224. Indonesia wants WSIS+20 to reflect developing 
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countries’ priorities, especially those of Southeast Asia and advocates 
for greater global support in closing the digital divide in Southeast Asia, 
with a focus on infrastructure, capacity building, and affordability.

Indonesia often positions itself as a bridge between developed and 
developing countries. In WSIS+20, this translates to pushing for a more 
inclusive, equitable digital order, where developing nations are not merely 
consumers of technology but active participants. This is the reason, the 
government has consistently favoured multilateral, inclusive governance 
over a centralized or private-sector-dominated Internet governance 
model, reflecting its support for sovereign control over national digital 
policies.

In general, Indonesia carefully navigates the growing digital and 
technological competition between China and the US. It avoids taking 
sides and prefers frameworks that are non-aligned, open, and not 
dominated by either power. To this end, Indonesia also engages with both 
China and the United States and pushes for reforms in global Internet 
governance institutions, ensuring that voices from the Global South are 
adequately represented and influential.

  OPPORTUNITIES FOR ENGAGEMENT

Indonesia has expressed strong support for the WSIS process as a 
catalyst for harnessing ICT for sustainable development goals. The 
country emphasises the importance of inclusivity in Internet governance 
and development, advocating for the participation of all stakeholders, 
including civil society, in shaping digital policies.225 

Furthermore, Indonesia is involved in the Civil Society Alliance for Digital 
Empowerment (CADE) project,226 co-funded by the European Union 
and led by DiploFoundation. The CADE project aims to enhance CSO 
participation in global digital policy processes by providing tailored 
training to improve skills in Internet governance and facilitate constructive 
dialogue with policymakers. This initiative seeks to address challenges 
such as limited opportunities for CSOs to contribute meaningfully, 
financial barriers, and the overrepresentation of organisations from the 
Global North.227 
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  OVERVIEW    

Over the years, Russia has consistently promoted the principle of digital 
sovereignty and has implemented domestic policies to reinforce its 
control over Internet activities within its borders. The 2019 “Sovereign 
Internet Law”228 granted the Russian government powers to monitor 
Internet traffic and potentially isolate the Russian Internet segment from 
the global network. At an international level, Russia is prioritizing the 
creation of international norms for cybersecurity, and, to this end, it has 
proposed several UN initiatives, including a successful UN Convention 
on Cybercrime, related to countering the use of ICTs for criminal or 
destabilizing purposes. In general, with regards to the governance and 
management of the Internet, Russia emphasizes state control, national 
security, and a shift from Western-led models to multilateral structures 
that prioritize governmental authority. It views the current global Internet 
architecture as biased and vulnerable and pushes for reforms that 
reinforce digital sovereignty.

  POSITION ON KEY ISSUES    

Development
 

Russia supports the World Summit on the Information Society (WSIS) as 
a strategic platform that aligns closely with its broader goals of digital 
transformation and technology-driven development. For Russia, WSIS 
represents a process that is UN-backed, multilateral and a venue for 
discussing international ICT policies without the dominance of any one 
country. It sees WSIS as an alternative to Western-led forums (like the OECD 
or G7), and advocates mainly for the protection of cultural and linguistic 
diversity and the support for state-led digital development models.229 

Insisting on the need for a multipolar world order230, especially in the 
context of driving the development agenda, Russia actively promotes the 
need for national control over digital infrastructure, the equality of rights 
for all countries in digital governance while opposing, what it considers 
to be, a monopolization of the Internet by a handful of western countries 
and institutions.231 This reflects its desire to shape global digital norms 
in ways that protect national sovereignty and support diverse models of 
digital development.

At the same time, Russia uses WSIS to showcase and align its national 
digital development strategies, including its program on “Digital Economy 
of the Russian Federation” 232, with particular emphasis on sectors like AI, 
5G, cybersecurity, and e-government, linking them to WSIS Action Lines 
(especially C2 - ICT infrastructure, and C7 - ICT applications).233
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Finally, Russia also supports global efforts to close the digital divide234, 
particularly in the Eurasian region, aligning with WSIS’s goals for inclusive 
information societies.

Human Rights

Russia’s broader human rights record raises questions about its 
commitment to the principles espoused in international forums. 
Domestically, laws such as the “foreign agent” legislation235  have been 
used to suppress independent media and civil society organizations, 
drawing criticism from international human rights bodies. Internationally, 
Russia has faced censure for its actions in Ukraine, leading to its 
suspension from the UN Human Rights Council in 2022. 

In the lead-up to the WSIS+20 review, Russia, along with allies such as 
China, Saudi Arabia, and Cuba, formed a bloc advocating for a state-
centric model of Internet governance.236 Historically, while Russia 
supported the final agreement resulting from the two-phase WSIS in 
2003 and 2005, which emphasized the centrality of human rights—
particularly privacy and freedom of expression—its support for these 
principles appears to be conditional and framed within its broader 
emphasis on state sovereignty and traditional values. 

In its official submission237 to the WSIS+10 review, Russia acknowledged 
the importance of protecting human rights, including privacy and freedom 
of expression. However, it stipulated that such protections should be 
“subject to national legislation,” indicating a preference for national 
interpretations of universal standards.

Overall, Russia’s approach to human rights is characterized by strong 
state control and suppression of dissent, under a legal system that 
often serves the interests of the ruling authorities. While it maintains the 
appearance of legal protections, the reality on the ground frequently 
contradicts those guarantees. This has resulted in sustained international 
criticism and growing isolation in global human rights forums.

Internet Governance

Russia strongly advocates for the principle that states should have 
sovereign control over the Internet within their own territories. This aligns 
with its broader political agenda of limiting foreign influence (particularly 
from the U.S. and private Western tech companies) in domestic affairs. 
To this end, Russia has historically rejected the multistakeholder model, 
pushing instead for multilateral governance, ideally through the United 
Nations and the International Telecommunication Union (ITU).
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However, during its February 2025 submission to the ITU’s Council 
Working Group on WSIS and SDGs, Russia, alongside Armenia, Azerbaijan, 
the Kyrgyz Republic, Uzbekistan, Tajikistan and its largest provider for 
digital services in Russia, “Rostelcom” stated about multistakeholder 
Internet governance: “One of the most important outcomes of the WSIS 
process is the establishment of a definition of Internet governance that 
includes multistakeholder participation. These stakeholders include 
governments, international intergovernmental organizations, private 
sector, technical community, and civil society, including selected expert 
communities. After 20 years of using the multistakeholder model, it can 
be concluded that there is a vital need for evolution and tuning of the 
model. Today we are witnessing a crisis of the multistakeholder model 
of Internet governance, which does not guarantee that this model will be 
sustained and further strengthened”.238 

Moreover, Russia is also a strong advocate for developing national 
segments of the Internet, including the possibility of a “sovereign Internet” 
or “Runet”239, which could operate independently from the global Internet 
in times of crises. This reflects Russia’s broader strategy of “Internet 
balkanization”. This idea is shared by other authoritarian countries 
within the BRICS240 block in which Russia actively participates and also 
uses to promote international norms and agreements that prioritize 
cybersecurity, combating cybercrime, and limiting the use of ICTs for 
“destabilizing” purposes. This reflects its domestic focus on controlling 
online content, reducing dissent, and protecting critical infrastructure 
from foreign influence.

Finally, for Russia, the perceived U.S. monopoly over critical Internet 
resources, especially the role of ICANN and the control over the root 
servers, has always been a major issue. To this end, Russia consistently 
advocates for the UN to be responsible for the overseeing the Internet’s 
infrastructure and resource management.241 

Review Modalities

While publicly reaffirming the importance of all stakeholders, as 
recognized in the Tunis Agenda, Russia strongly supports a state-led 
model of digital governance and has suggested that the multistakeholder 
approach entrenches the position of transnational corporations.242 It is 
supportive of the WSIS structures and their continuation as a multilateral 
mechanism. 
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WSIS and the GDC

In general, Russia emphasizes the importance of WSIS, particularly the 
Geneva Declaration, as foundational frameworks for digital governance and 
has called for the GDC to acknowledge and build upon the achievements 
and challenges identified in the WSIS process, highlighting its role in 
advancing the Sustainable Development Goals (SDGs).243 

Specifically, on the GDC, Russia has expressed concerns that, in its current 
form, it does not adequately incorporate proposals from the Russian 
delegation and overlooks key documents like the Geneva Declaration and 
the Tunis Agenda. Additionally, Russia criticized the GDC for proposing 
new structures, such as the Annual High-Level Forum on GDC and the 
Office of the Secretary-General’s Envoy on Technology, which Russia 
perceives as creating an unaccountable governance architecture that 
could undermine existing institutions like the ITU, CSTD, WSIS process, 
and IGF.244

Overall, however, Russia’s attitude towards both WSIS and the GDC 
derives from its longstanding emphasis on state sovereignty. Anything 
that departs from the idea that digital governance must respect state 
sovereignty is seen as something that, ultimately, dilutes Russia’s ability 
to exert national control over Internet governance.

  MAIN ACTORS

The Russian Ministry of Digital Development, Communications and Mass 
Media245 (often referred to as the Ministry of Digital Development) is 
the primary government agency leading Russia’s domestic preparations 
for the WSIS+20 process. The ministry has historically overseen major 
digital initiatives, including broadband expansion and e-government 
infrastructure, aligning with the objectives of the World Summit on the 
Information Society (WSIS).246

In addition to the Ministry of Digital Development, Russia’s approach to 
the WSIS+20 process involves collaboration with other governmental 
bodies. In general, Russia’s broader digital and information security 
strategies are coordinated through various agencies, including the 
Federal Security Service (FSB)247  and the Ministry of Foreign Affairs. These 
agencies contribute to shaping Russia’s positions in international forums 
related to information and communication technologies.248 

With regards to non-governmental entities, the Civic Chamber of the 
Russian Federation  serves as a consultative civil society institution, 
facilitating dialogue between citizens and government bodies. Russia’s 
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technical community engages at WSIS+20 through organizations like the 
International Affairs Council (RIAC)249, which operates as a link between 
the state, scholarly community, business, and civil society, facilitating 
communication and cooperation on foreign policy decisions. Finally, the 
Civic Chamber’s “Community” forums and the CIC’s All-Russian Civil 
Forum serve as platforms for dialogue and collaboration among civil 
society, academia, and government representatives. These gatherings 
aim to consolidate positions and develop recommendations on issues 
relevant to Russia’s interests.

However, the extent of coordination within and across stakeholder groups, 
particularly between the technical community and other sectors, is less 
clear. While organizations like RIAC aim to bridge gaps between different 
communities, the overall integration and collaborative efforts among 
all non-governmental actors in the WSIS+20 review process may vary 
depending on the specific initiatives and institutional frameworks in 
place.250 

  UNDERLIYING MOTIVATIONS

Russia advocates for a multipolar world order, opposing what it views 
as Western dominance in global Internet governance structures. This 
shapes its positions at the WSIS+20 negotiations, where it pushes for 
greater state control and a diminished role for private and Western-led 
multistakeholder model.

Additionally, given the international sanctions and tech export restrictions 
it faces, Russia has become more focused on reducing its dependence on 
Western digital infrastructure and platforms. This fuels its drive to localize 
Internet infrastructure, promote national platforms, and advocate for a 
sovereign model of Internet governance. To this end, Russia often aligns 
itself with countries in the BRICS bloc and the Global South, which share 
similar concerns about the state of Internet governance. Notably, the 
Regional Commonwealth in the Field of Communications (RCC)251, which 
includes Russia and several neighbouring countries, has been active in 
advocating for a state-led model of Internet governance, presenting a 
unified stance that emphasizes national sovereignty in digital policy.

Finally, regional security concerns—particularly related to NATO and 
perceived information warfare—shape Russia’s preference for state-
centric control of the Internet. It uses this to justify strong surveillance, 
content filtering, and cyber defense mechanisms, and to promote policies 
that favor national jurisdiction over global Internet architecture.252 
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  OPPORTUNITIES FOR ENGAGEMENT

In the WSIS+20 preparatory process, there is no clear evidence that 
Russia has actively involved independent civil society organizations 
(CSOs) in either a systematic or transparent manner. Participation tends 
to be limited to government-aligned NGOs or academic institutions, 
particularly those that echo state narratives around digital sovereignty 
and cybersecurity.

Within Russia, there have been domestic forums and consultations on ICT 
and digital development (e.g., the Russian Internet Governance Forum253), 
but these often lack diverse representation and are primarily top-down 
in structure. Critical or independent civil society voices are generally 
absent from these spaces, largely due to the restrictive legal and political 
environment for NGOs and dissenting actors in Russia.



Saudi Arabia
Democracy and Tech Initiative, 
Atlantic Council

By Konstantinos Komaitis
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  OVERVIEW    

Saudi Arabia has been increasingly active in the global digital and ICT 
(Information and Communications Technology) policy arena, including in 
forums like the World Summit on the Information Society (WSIS), reflecting 
its national transformation goals. Central to its policy strategy “Vision 
2030”, the country aims to become a regional digital hub, focusing on 
the expansion of 5G networks, broadband access and data centers. It is 
also actively promoting its innovation ecosystem, primarily concentrating 
on bridging the digital divide, especially among youth and women. The 
Saudi government is actively seeking to position the country as a regional 
digital leader, attracting foreign investment, shaping global norms, while 
exerting soft power. Saudi Arabia is likely to take a proactive role in shaping 
the post-2025 WSIS agenda, possibly pushing for more private-sector 
inclusive, secure, and investment-friendly digital environments.

  POSITION ON KEY ISSUES    

Development
 

Saudi Arabia is a regular participant and contributor to WSIS fora where 
it shares progress and strategies related to its own digital transformation 
goals. It often highlights its alignment with the WSIS Action Lines, 
particularly in areas such as ICT infrastructure (C2), access to information 
(C3), and capacity building (C4).

The Kingdom’s Vision 2030254 and the National Transformation Program255 

serve as the backbone of its digital development strategy, emphasizing 
innovation, smart government, digital economy, and ICT investment. These 
initiatives directly support WSIS goals of fostering inclusive information 
societies and sustainable development through technology.

Saudi Arabia has been recognized for advancements in e-government 
services, while projects like NEOM256  and other smart city initiatives 
showcase cutting-edge applications of IoT, AI, and sustainable 
technologies. Through the National Cybersecurity Authority, Saudi Arabia 
supports secure digital environments, echoing WSIS principles on trust 
and security in the use of ICTs.

Overall, Saudi Arabia uses the WSIS platform to forge partnerships, 
contribute to global ICT policy discussions, and support UN Sustainable 
Development Goals (SDGs) through technology.
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Human Rights

While Saudi Arabia publicly endorses principles of digital rights and human 
rights in international forums, its domestic actions sometimes contradict 
these commitments. The suppression of human rights discourse during 
the 2024 IGF in Riyadh257  and the continued persecution of online 
activists suggest that the Kingdom’s support for human rights in digital 
technology is more rhetorical than substantive. This discrepancy raises 
concerns about the country’s role in shaping international digital policies 
and its genuine commitment to upholding human rights standards.

This, however, has not stopped the Kingdom from seeking membership 
within the UN’s Human Rights Council. Saudi Arabia became a member 
of the HRC in 2006 and served until 2019. In October 2020, the Kingdom 
failed to secure a seat due to its poor human rights record. In October 
2024, Saudi Arabia again sought a seat on the Council, prompting a global 
campaign from human rights activists urging UN member states to reject 
the bid.

When it comes to WSIS+20 Review, the expectation is that Saudi 
Arabia’s focus on human rights will be under the lens of development 
and economic rights.258  In this context, in 2024, during the WSIS+20 High 
Level Forum in Geneva, the Saudi Data & AI Authority (SDAIA) received 
recognition for its National Data Bank and Estishraf projects, aiming 
to enhance data quality and promote a data-driven economy259  and 
its “AI Principles Project” was acknowledged for focusing on ethical AI 
development throughout its lifecycle.260 Similarly, the “Elevate” program261 
trained over 1,000 women from 28 countries in data and AI fields, 
promoting women’s empowerment in technology, while the “SmartTruck” 
initiative, in partnership with Huawei, provided digital skills training to 
seniors, aiming to bridge the digital divide.262 

Internet Governance

Saudi Arabia advocates for a central role of governments in Internet 
governance and its government plays a dominant role in regulating online 
content, data flows, cybersecurity, and digital infrastructure. Saudi Arabia 
emphasizes national sovereignty over cyberspace, advocating for each 
country’s right to control internet content and infrastructure within its 
borders.

Nevertheless, Saudi Arabia also supports the WSIS action lines and 
formally recognizes the multistakeholder approach; however, its 
commitment to multistakeholderism has generally been inconsistent in 
practice. More specifically, stakeholder involvement—especially from civil 
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society and independent actors—is limited. Engagement often occurs 
within state-approved frameworks, meaning that stakeholders must align 
with national policy objectives.

One particular area where Saudi Arabia has used the multistakeholder 
model is the adoption of IPv6 and created the Saudi IPv6 Task Force, 
coordinated by the Communications, Space and Technology (CST) 
Commission. Besides government agencies, the Task Force included 
ISPs, academic institutions, large enterprises and data centers as well 
as equipment vendors and technical experts.263 As a result of this 
multistakeholder approach, Saudi Arabia has shown steady growth in 
IPv6 adoption, with several large ISPs offering dual-stack (IPv4 and IPv6) 
connectivity, and public awareness increasing. 

In general, however, the Kingdom supports a centralized management 
of Internet infrastructure, often working through state entities like the 
Communications, Space and Technology Commission (CST), the Saudi 
National Cybersecurity Authority and the Ministry of Communications 
and Information Technology (MCIT). These bodies coordinate and regulate 
internet development, security, and digital policy.

All in all, Internet governance is viewed as a strategic tool in the Vision 
2030 agenda, which aims to diversify the economy through digitization 
and innovation.264  

Review Modalities

While the Kingdom formally supports multistakeholderism, its approach 
is largely state-led, with limited space for independent civil society. Saudi 
Arabia’s choice to host the 2024 IGF might indicate greater openness 
to multistakeholder digital governance processes but, as previously 
discussed, the suppression of human rights concerns during the Forum 
suggests that there is a limit to the Kingdom’s openness. 

WSIS and the GDC

Saudi Arabia emphasizes that WSIS and the GDC should work in synergy, 
not in competition. They see WSIS as having a well-established track 
record, while the GDC presents an opportunity to address emerging digital 
challenges in a more inclusive and contemporary context. Saudi Arabia 
supports WSIS as a foundational framework, particularly in the areas 
of ICT development, capacity building, and digital inclusion. They have 
consistently advocated for preserving WSIS frameworks and mandates, 
especially regarding the role of the International Telecommunication 
Union (ITU).265 
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During the GDC negotiations, Saudi Arabia was an active participant but 
it also exercised caution. They have been consistent in expressing the 
need for clarity on the GDC’s relationship to existing processes, such 
as WSIS and the IGF and have said they wish to avoid duplication or 
undermining of established institutions.266 In digital policy forums, Saudi 
Arabia generally promotes the notion of intergovernmental oversight and 
leadership, focusing on a state-centric approach where governments 
play the primary role in shaping digital policies, as opposed to the 
multistakeholder-driven model.267

Finally, Saudi Arabia also sees both WSIS and the GDC as platforms to 
promote digital equity and capacity building in the Global South and they 
have called for more inclusive and fair digital development to bridge the 
digital divide. 

  ACTORS

The Communications, Space and Technology Commission (CST) is the 
primary government agency leading the domestic coordination of the 
WSIS+20 process. CST’s leadership role is evident through its chairing of 
the Saudi delegation at the WSIS+20 Forum in Geneva and its organization 
of key events such as the “Accelerating SDGs Development” workshop, 
which showcased the Kingdom’s digital transformation initiatives aligned 
with the Sustainable Development Goals (SDGs).268  

Several other Saudi government entities are actively involved in the 
WSIS+20 process, including the Saudi Data and Artificial Intelligence 
Authority (SDAIA)269, and the Ministry of Interior, which focuses primarily 
on national digital initiatives. Moreover, the Digital Government Authority 
(DGA) is responsible for projects like the Baladi Platform, which won an 
Excellence Award at WSIS 2023 for its AI-driven municipal services.  
Finally, the National Cybersecurity Authority (NCA) focuses on enhancing 
cybersecurity measures within the Kingdom’s digital infrastructure.271 

At the same time, various non-government actors play increasingly 
prominent roles in digital policy, innovation, and internet governance. 
These actors span the private sector, the technical community, and 
academia, and their coordination and collaboration are evolving as the 
country implements its Vision 2030 goals.

Major tech and telecom firms like STC (Saudi Telecom Company), Mobily, 
and Zain are central to internet infrastructure, cloud services, and digital 
innovation. Similarly, large businesses such as Aramco and SABIC are 
investing in digital technologies, cybersecurity, and industrial innovation. 
Collaboration is seen in public-private partnerships (PPPs) in smart 
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city projects (e.g., NEOM) and the Saudi Data and Artificial Intelligence 
Authority (SDAIA) initiatives.272 

Civil society in Saudi Arabia is relatively limited in scopeand independent 
advocacy on digital rights or Internet governance is minimal due to 
regulatory restrictions. 

Finally, the engagement of the technical community is also noticeable and 
increasing. SaudiNIC263  (under CITC/now CST) manages the .sa domain 
and is engaged in Internet governance. Entities like the King Abdulaziz 
City for Science and Technology (KACST)274 and SDAIA host research and 
infrastructure for data, AI, and cybersecurity. 

  MOTIVATIONS

Saudi Arabia’s WSIS+20 posture is guided by a mix of domestic ambitions, 
geopolitical rivalries, strategic alliances, and a desire for greater digital 
sovereignty. While promoting ICT development and regional leadership, 
it also seeks to shape global norms in ways that align with state-centric 
governance and national security priorities. During the WSIS+20 Review, 
we should expect Saudi Arabia to use alliances, like the Gulf Cooperation 
Council as well as China and the countries in the BRICS alliance to 
advocate for a state-led Internet governance model while also pushing for 
specific policy issues around data localization and 5G/6G cooperation. 
Finally, we should also expect Saudi Arabia to present itself as a bridge 
between Global North and South, seeking this way to influence the 
WSIS+20 Agenda to include South-South cooperation. 

All this is aligned with Saudi Arabia’s Vision 2030, which is a central driver 
of its engagement in international digital governance. The Kingdom seeks 
to position itself as a regional tech hub, develop a knowledge-based 
economy and, promote digital infrastructure and innovation (e.g., through 
investments in AI, cloud computing, and smart cities like NEOM). Saudi 
Arabia supports frameworks that enhance digital capacity-building, 
investment in ICTs, and technology transfer aligned with its national 
development goals.

Like other countries in the region, Saudi Arabia advocates for greater 
state control over Internet governance and multilateral rather than 
multi-stakeholder decision-making processes. The Kingdom is likely to 
support discussions that favour national sovereignty over Internet policy, 
cybersecurity norms controlled by states, and limits on cross-border 
data flows unless they benefit national interests.
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  OPPORTUNITIES FOR ENGAGEMENT

Saudi Arabia has actively participated in the WSIS+20 process, hosting 
the 2024 Internet Governance Forum (IGF) in Riyadh and leading a 
delegation to the WSIS+20 High-Level Event in Geneva in May 2024. 
During these events, the Kingdom emphasized its commitment to digital 
transformation and sustainable development goals (SDGs), highlighting 
initiatives like the National Data Bank and the “Elevate” program, which 
aims to empower women in data and AI fields.275

The IGF 2024 in Riyadh attracted over 11,000 participants, with discussions 
encompassing topics such as digital inclusion, AI, and the digital divide. 
Notably, the event saw a higher representation from the Global South, 
with less than 20% of participants coming from the Global North.276  At the 
IGF 2024, civil society participation decreased by 13% compared to the 
previous year, comprising only 11% of total participants. Some observers 
described the event as a “curated IGF,” noting that while discussions 
were open, the environment was tightly controlled, and participation 
was stratified into different badge categories, which is atypical for IGF 
events.277 

Despite these initiatives, there have been significant concerns regarding 
the inclusivity of civil society engagement in Saudi Arabia. In 2020, over 
220 civil society organizations, including Amnesty International and 
Transparency International, boycotted the Civil 20 (C20) process hosted 
by Saudi Arabia, citing the Kingdom’s human rights record and the lack 
of genuine space for independent civil society voices.278 

Finally, international civil society groups have continued to express 
concerns about the WSIS+20 process. The Global Digital Justice Forum 
and the Association for Progressive Communications emphasized 
the need for genuine multistakeholder engagement, highlighting that 
meaningful participation requires political will and resources to include 
marginalized communities effectively.279 
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South Africa
Research ICT Africa By Anriette Esterhuysen
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  OVERVIEW    

South Africa played a key role in the original WSIS process, chairing 
committees that shaped the Geneva Declaration and Tunis Agenda. Its 
delegation was notable for involving civil society, the private sector, and 
academia.

Despite leadership instability—14 ministers and 7 Directors-General 
since 2003—South Africa has remained committed to WSIS, engaging in 
follow-up processes and generally supporting multistakeholder principles. 
Internationally, it has advocated for equitable digital governance that 
balances government leadership with inclusive participation and equal 
participation for all nations.

The WSIS+20 review has reinvigorated its engagement. The Minister of 
Communications and Digital Technologies will chair the 2025 High-Level 
Event in Geneva, and national consultations are focusing on universal 
connectivity, AI and data governance, and regulating tech giants whose 
power exceeds national oversight capacities. South Africa also highlights 
the risks of geopolitical tensions undermining development agendas and 
upholds human rights in digital governance. While supporting the IGF and 
WSIS Forum, it calls for stronger multilateral cooperation and reforms to 
multistakeholder processes to better support resource-limited countries.

  POSITION ON KEY ISSUES    

Development
 

South Africa’s approach to WSIS+20 development priorities reflects 
both policy ambition and implementation challenges. A government 
official’s stark assessment at a recent review meeting – “We feared digital 
exclusion would deepen inequality; twenty years later, that’s exactly 
what happened” – encapsulates the central paradox. While the National 
Development Plan 2030280 formally prioritises digital inclusion through 
universal broadband targets and tech-driven job creation, execution has 
lagged due to delayed infrastructure roll-out, affordability barriers, and 
uneven rural access, compounded by inter-ministerial coordination gaps. 
Nevertheless, South Africa has made progress on specific WSIS Action 
Lines, particularly infrastructure (through mobile broadband roll-out and 
private-sector-led internet exchange points) and information access (via 
progressive legislation and an active information regulator). The country 
maintains the existing Action Lines require no amendment but would 
support updated interpretations, emphasising that meaningful inclusion 
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demands more than infrastructure – it requires building human capital 
and institutional capacity. Despite being a regional leader in connectivity 
metrics, domestic disparities in device access, affordability, digital skills 
and service quality and relevance remain acute, mirroring the global digital 
divide the WSIS process originally sought to bridge. Notably, South Africa 
has championed community-centred connectivity initiatives, providing 
both enabling regulation and some targeted funding to support local 
networks – a recognition that marginalised communities often require 
tailored solutions beyond mainstream infrastructure projects.

Human Rights

South Africa has consistently advocated for digital rights, co-sponsoring 
key resolutions like the 2021 “Privacy in the Digital Age” at the United 
Nation’s Human Rights Council281  and agreeing that offline rights must 
extend online. During the Summit of the Future, the Minister emphasised 
South Africa’s unique duty—rooted in its history—to champion human 
rights in digital governance by mitigating harmful risks that arise from 
private and state actors. He went on to say that it is “important to recognise 
that as we speak, there are state driven abuses of technology targeted at 
political opponents, the limiting of freedom of speech, surveillance, and 
abuses targeted against minorities and diverse communities.”282 

However, domestic tensions persist. While civil society has successfully 
challenged overreach—like the 2024 Film and Publication Board’s 
misinformation rules, deemed unconstitutional—some within government 
continue advocating tighter online controls, particularly against hate 
speech. This internal debate may shape South Africa’s WSIS positions, 
balancing its pro-rights legacy with emerging regulatory pressures.283 

Internet Governance

South Africa’s approach to internet governance hinges on two key 
distinctions: the scope of governance (broad policy versus narrow 
technical definitions) and its level (national or international). Internationally, 
the country adopts a nuanced stance—championing multistakeholder 
models for technical matters like domain name management while 
insisting on multilateral frameworks for policy issues such as cybercrime, 
evidenced by its leadership in drafting the UN Convention Against 
Cybercrime.284  

Domestically, South Africa institutionalises the multistakeholder approach 
through ZADNA, the .za domain authority, whose ministerially appointed 
multistakeholder board oversees the National Internet Governance Forum 
(ZAIGF). South Africa believes that global multistakeholder forums like the 
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IGF and the WSIS Forum are important but need to address the fact that 
resource disparities exclude meaningful participation from the Global 
South, undermining their legitimacy as truly inclusive spaces.

Review Modalities

South Africa generally supports multistakeholder decision-shaping 
but not multistakeholder decision-making. South African government 
critiques of the multistakeholder approach are motivated by concerns 
about asymmetries in power and influence that still characterise most 
multistakeholder internet governance processes, and, in many cases, 
the multilateral system itself. When it comes to the WSIS review it has 
strongly supported a multistakeholder process. The government invited 
selected non-state actors to join their delegation at the 2025 WSIS 
High-Level Event in Geneva in July and convened national consultations. 
They collaborated actively with civil society on advocacy for community 
centred connectivity during the Commission on Science and Technology 
for Development (CSTD) meeting in April 2025. They have also committed 
to convening a briefing prior to the High Level Event. In general South 
Africa is open to consultation with other stakeholder groups as long as 
the final decisions are still made at multilateral level, as is the case for 
the WSIS+20 review.

WSIS and the GDC

South Africa views the WSIS as the “cornerstone for global digital 
cooperation and development”285  and Global Digital Compact (GDC) as 
an important but incomplete step forward in global digital cooperation. 
While supporting the GDC’s goals of promoting digital inclusion, human 
rights and development through technology, the country has raised two 
key concerns. First, it warns about insufficient institutional coordination 
between the GDC and existing WSIS bodies like the International 
Telecommunication Union (ITU) and the United Nation’s Commission 
on Science and Technology for Development (CSTD), as well as the 
UN Office for Digital and Emerging Technologies, which could lead to 
fragmented implementation. Second, South Africa emphasises the need 
for more transparent and inclusive processes, particularly to ensure 
meaningful participation from Global South nations. The country notes 
that despite connectivity improvements, digital exclusion continues to 
worsen inequality; a core challenge that both the GDC and WSIS+20 
must address through concrete, accountable actions rather than just 
rhetoric. South Africa stresses that true progress requires moving beyond 
aspirational statements to establish clear implementation frameworks 
with measurable outcomes. Most South African statements on the GDC 
convey a message that would suggest that while it sees merit in the GDC, 
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particularly to address emerging issues such as data governance and AI, 
South Africa still supports WSIS as the primary framework for cooperation 
on digital development.

  MAIN ACTORS

The Department of Communications and Digital Technologies is the 
lead agency dealing with the WSIS review. Others involved are the 
communications regulator, the Independent Communications Authority 
(ICASA), ZADNA and the Directorate for International Relations and 
Cooperation (DIRCO).286

A few non-governmental actors are actively engaged including: ALT 
Advisory287, the Association for Progressive Communications288, Media 
Monitoring Africa289, Research ICT Africa290, the South African National 
Editors’ Forum291, The Press Council292 and the South African Chapter of the 
Internet Society293, and community-led initiatives like the Soweto Wireless 
User Group294. There are other entities who are engaged in relevant topics 
to WSIS on a national level without engaging in global processes. Examples 
included the Internet Service Providers Association (ISPA)295.

  UNDERLYING MOTIVATIONS

South Africa generally supports multistakeholder decision-shaping 
but not multistakeholder decision-making. As a result they support 
multistakeholder internet governance processes, but not, outside of 
narrow technical governance, multistakeholder policy-making. South 
Africa is usually strongly aligned with the G77 in international negotiations 
except when it comes to human rights and gender justice where it tends 
to take on a stronger pro-rights stance than its peers.

  OPPORTUNITIES FOR ENGAGEMENT

The DCDT has demonstrated a spirit of openness by inviting contributions 
to key processes, including the 2024 ITU Council Working Group on 
WSIS and SDGs—chaired by South Africa’s Cynthia Lesufi—alongside 
a mid-2025 workshop convened by the Council for Scientific and 
Industrial Research (CSIR) to gather input for South Africa’s WSIS review 
report, and an upcoming pre-High-Level Event briefing organised by 
ZADNA. During May 2025 they also contributed to a WSIS panel at the 
ZAIGF and a Research ICT Africa-convened WSIS event. To sustain this 
momentum, non-state actors must actively engage, particularly as the 
final WSIS review negotiations approach their December 2025 conclusion. 
Proactive participation will be crucial to ensure continued opportunities 
for consultation and influence by non-state actors.  



Switzerland
Global Partners DigitalBy Maria Paz Canales
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  OVERVIEW    

Switzerland views the WSIS+20 review as a unique opportunity to create 
a stronger, more inclusive, and better-integrated framework for digital 
governance. It supports aligning the WSIS process with the ambitions of 
the Global Digital Compact (GDC) and the Sustainable Development Goals 
(SDGs), while streamlining processes to reduce duplication and improve 
cost-efficiency. The review is seen as a chance to build bridges across 
the UN system to better serve all countries and stakeholders.

Human rights are a core priority for Switzerland, which advocates for a 
human-centric digital approach that reinforces rights-based governance. 
It has also highlighted the importance of gender-responsive policy, calling 
for the WSIS+20 review to expand gender-inclusive language, address 
technology-facilitated gender-based violence, and close persistent digital 
divides. In addition, Switzerland can be expected to focus on Digital Public 
Infrastructures (DPIs) into the WSIS framework, addressing digital divides, 
and improving artificial intelligence (AI) capacity building (particularly for 
the Global South).

Switzerland continues to champion the multistakeholder approach, 
pushing for an updated WSIS architecture that reflects the inclusive 
engagement that has defined the process since its inception. Domestically, 
Switzerland’s WSIS+20 engagement is coordinated by the Federal Office 
of Communications (OFCOM). The national multi-stakeholder platform, 
“Plateforme Tripartite,” originally established during the first WSIS phase, 
remains the key national forum for information exchange and WSIS 
implementation.

  POSITION ON KEY ISSUES    

Development
 

Switzerland maintains that the existing WSIS Action Lines remain 
sufficiently flexible to accommodate new developments. Rather than 
creating new Action Lines, it proposes updating the implementation 
architecture to ensure continuity, technological neutrality, and integration 
with GDC and SDG commitments.

Switzerland supports addressing emerging gaps in the WSIS framework, 
including integrating the concept of DPIs to enhance their use for global 
development and expanding the approach to data governance based on 
agreed GDC language. It emphasises capacity-building focused on local 
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data policies, linguistic and cultural diversity (Action Lines C3 and C5), 
and protection of knowledge.

It also calls for enhanced efforts under Action Line C4 to support 
AI-related training in the Global South. This should include both skill 
development and policy capacity to enable equitable participation in 
global AI governance.

Human Rights

Switzerland is committed to embedding a strong human rights approach 
within the WSIS+20 review. It supports adopting agreed GDC language, 
including the application of the UN Guiding Principles on Business and 
Human Rights and the use of due diligence and impact assessments 
throughout the technology lifecycle.

It calls for greater inclusivity in the review, particularly to address the 
persistent and evolving challenge of digital divides, with connectivity 
(Action Line C2) identified as a critical precondition to addressing 
other divides. Switzerland also stresses the importance of addressing 
technology-facilitated gender-based violence under Action Line C5 to 
better facilitate women’s participation in the digital public sphere and 
supports expanding gender-inclusive language.

Internet Governance

Switzerland argues for an evolution of the WSIS architecture to better 
address fast-paced digital developments. This evolution should strengthen 
the complementarity of multilateral and multistakeholder approaches 
and be guided by principles of openness, inclusivity, and equitable 
participation. It supports the use of the São Paulo Multistakeholder 
Guidelines296 as a framework for stakeholder engagement.
It has proposed a vision for updated governance architecture, including:

• A joint implementation roadmap led by an updated UNGIS and a new 
Strategic Multistakeholder Steering Group;

• A WSIS+ Helpdesk;
• Enhanced multistakeholder cooperation through the CSTD.

Switzerland supports strengthening and institutionalising the IGF through 
a permanent mandate, improved funding (mix of UN core and voluntary 
contributions), stronger Global South participation, and better integration 
with the WSIS architecture. It has suggested renaming the forum to the 
Digital Governance Forum (DGF) or Digital Cooperation Forum (DCF).
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Review Modalities

Switzerland supports inclusive review modalities consistent with its 
broader commitment to multistakeholder digital governance and has 
been an advocate for a process which meaningfully engages stakeholders 
both before the release of the modalities resolution and afterwards during 
discussions on its implementation.

Position on WSIS–GDC Link

Switzerland supports streamlining processes to help avoid duplication 
and support efficient use of resources (at the UN, Member State, and 
stakeholder level). To that end, Switzerland supports integrating the 
GDC commitments into an updated WSIS architecture to ensure that 
the GDC’s implementation benefits from WSIS’s proven multistakeholder 
approach. It proposes a joint implementation roadmap, led by an updated 
UNGIS and presented at the CSTD, as a mechanism to align the WSIS 
Action Lines and GDC commitments. The IGF would form an integral part 
of this unified governance framework.

  MAIN ACTORS

At the national level, WSIS activities are coordinated by OFCOM297 . The 
Plateforme Tripartite serves as Switzerland’s multi-stakeholder platform 
for digital governance dialogue, with around 300 members including civil 
society, academia, government, and private sector representatives. An 
administrative committee of about 80 members coordinates activities 
across the Federal Administration. It serves as a national forum for 
exchange of information on WSIS implementation and follow-up 
activities298.   

The Swiss Internet Governance Forum (Swiss IGF) provides an additional 
national forum for inclusive dialogue on internet governance, engaging 
stakeholders from government, business, academia, and civil society.

  UNDERLYING MOTIVATIONS

Switzerland has been one of the leading voices in internet-related public 
policy discussions in recent years. Its role in the WSIS+20 review builds 
on the government’s engagement in other fora, including the UN Human 
Rights Council (HRC), the Economic and Social Council (ECOSOC) and 
the Commission on Science and Technology for Development (CSTD).

At the outset of the WSIS+20 review, Switzerland proposed a “WSIS 
Plus” which would create a stronger, more interconnected, and inclusive 
framework for digital governance and cooperation and integrate the 
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GDC, ensuring inclusivity, avoiding process proliferation, and fostering 
cost-efficiency.
Switzerland is part of the Freedom Online Coalition (FOC), committed 
to protecting and promoting human rights both online and offline, 
domestically and abroad. FOC Members agree to work together through 
joint activities and adhere to FOC commitments . Throughout the review 
it is expected that Switzerland will continue to work closely with European 
countries and FOC, among other allies.

  OPPORTUNITIES FOR ENGAGEMENT

Beyond the Plateforme Tripartite, the Swiss government is open to informal 
engagement with civil society actors. It regularly shares non-paper–
informal papers which explore potential positions and ideas–to solicit 
feedback. During the 28th session of the CSTD, Switzerland included 
civil society representation in its delegation, reflecting its commitment 
to inclusive multistakeholder dialogue.



The United Kingdom
Global Partners DigitalBy Lea Kasper
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  OVERVIEW    

The United Kingdom continues to play a proactive role in the WSIS 
process. Its engagement is rooted in a long-standing commitment to 
open, rights-based, and multistakeholder models of digital governance. 
The UK sees WSIS as a key vehicle to advance sustainable development, 
digital inclusion, and meaningful cooperation among stakeholders. In the 
lead-up to WSIS+20, the UK remains focused on preserving the core WSIS 
framework while updating its implementation to address the opportunities 
and challenges of emerging technologies. Key priorities include a 
permanent mandate for the Internet Governance Forum (IGF), ensuring full 
stakeholder participation in the review process, defending human rights 
online, addressing gender digital divides and the environmental impact of 
ICTs and integrating the initiatives of the Global Digital Compact (GDC) 
into the WSIS process.

  POSITION ON KEY ISSUES    

Development
 

The UK positions WSIS as a practical and inclusive platform for delivering 
digital transformation and achieving the Sustainable Development Goals 
(SDGs). It continues to prioritise efforts to connect the unconnected, 
improve affordability and accessibility, and support the development of 
multilingual and locally relevant content. The UK promotes the creation 
of enabling regulatory environments that encourage private sector 
investment and innovative solutions, such as community networks. While 
it does not advocate revising or restructuring the WSIS Action Lines, 
the UK supports updating their implementation to reflect contemporary 
opportunities and challenges, including artificial intelligence, virtual reality, 
online safety, and the environmental impact of digital technologies. 
Alignment with the SDGs is seen as a natural outcome of effective 
WSIS implementation, not requiring new institutional arrangements or 
frameworks.

Human Rights

Human rights remain at the core of the UK’s approach to WSIS+20. The UK 
advocates for strong protections for freedom of expression and access 
to information, including the safety of journalists and media workers, 
and the prevention of internet shutdowns and arbitrary restrictions. It 
also supports granting a more formal role to the UN Office of the High 
Commissioner for Human Rights (OHCHR) within the WSIS process. 
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Internet Governance

The UK strongly upholds the multistakeholder model of internet 
governance, viewing it as essential to the continued openness, resilience, 
and global utility of the internet. It supports the establishment of 
a permanent mandate for the IGF, along with reforms to enhance its 
impact. These include clearer policy outputs, a more focused agenda, 
and increased representation of stakeholders from the Global South. 
It supports greater recognition of the roles of local and regional 
IGFs, in order to promote inclusion and give a stronger voice to local 
communities. The UK opposes attempts to centralise internet governance 
under intergovernmental or state-led models, warning that such shifts 
could jeopardise innovation, access, resilience and the protection of 
fundamental rights. The UK instead promotes distributed, inclusive 
governance rooted in broad participation and consensus.

Review Modalities

The UK advocates for an inclusive and participatory WSIS+20 review 
process that fully reflects the perspectives of all stakeholder groups. 
It supports meaningful engagement by civil society, the private sector, 
academia, and the technical community at all stages of negotiation and 
decision-making. The UK also highlights the importance of recognising 
and empowering national and regional WSIS and IGF initiatives, particularly 
those in developing countries. Such engagement is not viewed as 
symbolic, but as essential to ensuring legitimacy, diversity of input, and 
responsiveness to real-world needs.

WSIS-GDC Link

The UK supports a coherent and coordinated approach to global digital 
governance. While it recognises the potential value of the Global Digital 
Compact (GDC), it emphasises the importance of ensuring that GDC 
outputs are aligned with, and integrated into, the existing WSIS framework. 
The UK cautions against institutional duplication or fragmentation between 
Geneva-based and New York-based digital policy processes. It supports 
strengthening UN system coordination by enhancing platforms such as 
the UN Group on the Information Society (UNGIS), and the Commission 
on Science and Technology for Development (CSTD).

  MAIN ACTORS

The UK’s engagement in the WSIS+20 process is led by the Department 
for Science, Innovation and Technology (DSIT), which coordinates 
national positions and stakeholder input. The Foreign, Commonwealth 
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and Development Office (FCDO) contributes expertise on human rights 
and international cooperation, while OFCOM and other regulatory bodies 
provide policy and technical insight on infrastructure and standards. 
Outside government, UK-based actors are involved in shaping WSIS 
priorities through ongoing stakeholder consultation and the broader UK 
IGF community, including civil society organisations (e.g. ARTICLE 19, 
Global Partners Digital and Open Rights Group), academic and research 
institutions (e.g. Oxford Internet Institute, the LSE, and Chatham House) 
and a range of private sector and technical community stakeholders. 

  UNDERLYING MOTIVATIONS

The UK’s position is shaped by a blend of normative and strategic factors. 
Its digital diplomacy is grounded in a belief in democratic governance, 
open markets, and human rights. At the same time, the UK is motivated 
by a geopolitical interest in countering authoritarian models of internet 
governance and ensuring that global digital policy frameworks remain 
inclusive, stable, and innovation friendly. The UK favours incremental, 
evidence-based reform through consensus, and has consistently 
supported strengthening existing institutions rather than creating 
parallel structures. Its approach reflects a conviction that distributed 
governance and stakeholder collaboration produce more effective and 
legitimate outcomes in managing the opportunities and risks of digital 
transformation.

  OPPORTUNITIES FOR ENGAGEMENT

The UK offers several entry points for civil society and public interest 
groups to contribute to its digital policy processes. These include 
stakeholder consultation organised by DSIT, participation in the UK 
Internet Governance Forum, and opportunities to engage through public 
inquiries, policy reviews, and multistakeholder events. UK-based civil 
society organisations and research organisations also contribute to 
international WSIS advocacy. While the UK has historically supported 
stakeholder involvement, there remains scope for greater transparency 
and consistency in stakeholder inclusion, particularly in the preparation 
and negotiation phases of WSIS+20.



The United States
Global Partners DigitalBy Ellie McDonald
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  OVERVIEW    

The United States has historically played a proactive role in the WSIS 
process, reflecting its long-standing support for human rights, the 
open internet and the multistakeholder approach to internet and digital 
governance. In the lead-up to the WSIS+20, the government is in a 
period of flux under a new administration and is currently reevaluating 
its commitments to multilateral institutions and withdrawing from 
international bodies and processes which do not reflect its policy 
objectives300. This shift has already played out in the build up to the WSIS 
review301, although how precisely this will impact on the formal review 
process is still to be determined. 

At the same time, the US appears poised to maintain its support 
for the WSIS as a key framework to advance digital transformation, 
multistakeholder governance, and participatory modalities. The 
government is expected to uphold its support for the mandate renewal 
of the Internet Governance Forum (IGF), the preservation of the existing 
action lines, and the non-duplication of the Global Digital Compact (GDC) 
and WSIS processes.

  POSITION ON KEY ISSUES    

Development
 

The US continues to position WSIS as a key framework in catalysing and 
shaping rapid digital transformation. However, the US has dissociated 
itself from the 2030 Agenda for Sustainable Development and the 
Sustainable Development Goals (SDGs) arguing that they are inconsistent 
with state sovereignty302. The US now places emphasis on the WSIS as 
enabling the use of digital technologies to achieve digital transformation 
and economic prosperity, without reinforcing its institutional connection 
to the Agenda 2030 and the SDGs303. Previously, the US has voiced its 
support for the 2030 Agenda as a universal, indivisible and interlinked 
framework for global development304, and has affirmed the mutually 
reinforcing relationship between the SDGs and international law.305 

Consistent with its position at the ten-year review of the WSIS outcomes, 
the US has reiterated that it does not support the alteration of the action 
lines, praising the existing action lines for their flexibility and technological 
neutrality.306
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Human Rights

The US continues to credit the WSIS framework as enabling and 
progressing the exercise of human rights and promotes digital 
technologies as a means of empowerment. Despite this continuity, the 
new administration has departed from previous US policy in key areas 
with implications for the WSIS+20 review. The US is currently reevaluating 
its engagement in multilateral fora and has rejected international bodies 
and policy frameworks which do not reflect its policy positions, including 
by dissociating from the Sustainable Development Goals (SDGs) and from 
references to climate change and specific categories of rights-holders, 
in particular sexual orientation, gender identity and expression (SOGIE) 
rights.307  

Internet governance

The US appears set to maintain its position that the current system 
of multistakeholder and decentralised internet governance works well. 
The US has praised the multistakeholder model of internet governance 
and respect for human rights” as the success of the WSIS framework,” 
and credited the former as enabling the open, interoperable, secure 
and reliable internet.308 The US opposes top-down regulation of the 
internet and digital technologies in favour of voluntary guidelines and 
best practices.309 

The US has maintained its support for the Internet Governance Forum 
(IGF), one of the major institutional outcomes of the WSIS. In line with 
its support for voluntary and decentralised governance, it supports the 
IGF as a forum for dialogue between all stakeholders which has helped 
to guard against “top-down governmental regulation and bureaucratic 
inertia that stifles innovation and attempts to restrict human rights.”310  
It has called for the WSIS+20 review to extend the mandate of the IGF 
and strengthen its work as a bottom-up, multistakeholder fora to discuss 
Internet public policy issues.311

Review modalities

The US has so far remained consistent in its support for preserving the 
multistakeholder model, recently referring to it as a key ingredient to the 
success of the WSIS.312 The US supports the WSIS review as a process 
requiring the full engagement of all stakeholders, and has recently spoken 
in support of the delivery of “an open, transparent, and participatory 
process” to conclude the WSIS+20 review.313
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WSIS and the GDC

The US has consistently supported the need to leverage and strengthen 
existing processes. In negotiations of the Global Digital Compact (GDC), 
the US emphasised the need to ensure coordination with the WSIS, and in 
the preparatory process for the WSIS+20, it has continued to encourage 
coherence among processes and to advocate for the alignment of the 
WSIS+20 with the GDC to “avoid duplication of effort and additional 
budget obligations”.314 The US has not yet elaborated on how it sees this 
alignment functioning in practice.

  MAIN ACTORS

The government’s engagement in the WSIS+20 is coordinated by the 
State Department in collaboration with other agencies. The nature of the 
State Department’s engagement is due to be shaped by the outcomes of 
an ongoing reorganisation.315 The Bureau of Cyberspace and Digital Policy 
(CDP), which leads and coordinates the government’s foreign policy on 
cyberspace and digital technology, is expected to play a key role, although 
there are proposals to eliminate some of its current functions. Formerly, 
the Bureau of Democracy, Human Rights and Labor (DRL) also shaped 
the course of international digital policymaking processes, however it is 
anticipated that most of its current functions will be eliminated, and it 
will be replaced by a proposed new Office on Natural Rights. Outside of 
the State Department, the Department of Commerce is also anticipated 
to contribute through the National Telecommunications and Information 
Administration (NTIA), which has a mandate to work to achieve a single, 
open, and secure internet worldwide.

Outside of government, non-government actors have been actively 
involved in the WSIS and have historically shaped the government’s 
priorities. In the WSIS+20 review, representatives of each stakeholder 
group have engaged in the international preparatory process, including 
civil society organisations (Association of Progressive Communications, 
Access Now, and the International Center for Not-for Profit Law), industry 
associations (United States Council for International Business) and 
research and academic institutions.

  UNDERLYING MOTIVATIONS

The US approach has been shaped by both economic and normative 
considerations. Historically, the US has supported an open market and 
business-oriented approach to digital technology governance, driven 
by its position as an early adopter of the Internet and as the territorial 
home of many of the dominant technology companies316.  It has promoted 
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“Internet Freedom” as a policy objective, a concept characterised by 
the recognition that human rights and fundamental freedoms must be 
protected both online and offline, and the promotion of the open internet 
as an enabler of human rights and democratic freedom.317

While elements of these policy objectives persist, the change in 
administration has been marked by the rejection of some democratic 
and human rights norms. Regarding digital technology governance, 
it has enforced deregulation, withdrawn federal guardrails on AI  and 
used tariffs as a lever for digital trade diplomacy.319  It has also leveraged 
technology and public data to undermine human rights, for instance, 
using social media monitoring to target individuals on the basis of their 
political beliefs.320  Diverging from the Internet freedom agenda, the 
new administration has described its digital foreign policy approach 
as promoting a vision of American and Western values, focused on its 
perception of civil liberties and free speech, for instance.321

 
The current administration’s intent to withdraw from international 
bodies which do not reflect its policy interests has already impacted 
the preparatory process for the WSIS+20. During negotiations of the 
Commission on Science and Technology for Development (CSTD) annual 
resolutions on Science, Technology and Innovation for Development (STI) 
and WSIS in April 2025, the US called for a vote and later dissociated 
itself from both resolutions due to the inclusion of language referencing 
the SDGs, climate change, and to specific categories of rights-holders.322  
This shift is poised to continue to shape the US position, with particular 
impacts for the negotiation of language relating to human rights in 
the context of the review and the future implementation of the WSIS 
outcomes.

  OPPORTUNITIES FOR ENGAGEMENT

The US has previously provided opportunities for consultation with 
civil society and public interest groups to shape its approach to digital 
policy processes, including in the context of negotiations of the Global 
Digital Compact and the Convention on Combatting Cybercrime. While 
the government has signalled its support for an open, transparent and 
participatory approach to the WSIS+20 preparatory process, at the time 
of writing, it has not yet published an indication of the government’s own 
plans to engage with non-governmental stakeholders.
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Zambia
Paradigm InitiativeBy Thobekile Matimbe
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  OVERVIEW    

Zambia has been engaged in the World Summit on the Information Society 
(WSIS) from its inception, when it joined the 2003 Summit323. In those 
initial meetings, Zambia highlighted the importance of bridging the digital 
divide and called for particular attention to the identification of possible 
mechanisms for the realisation of the resolutions of the Summit.324 Since 
then, senior government officials have participated in WSIS meetings, 
and Zambia has launched initiatives, including work with the International 
Telecommunications Union (ITU), aimed at achieving the WSIS Action Line 
- C2 on Information and communication infrastructure.325  

Recent priorities have focused on leveraging Zambia’s position as 
co-facilitator of the GDC to advocate for its priorities: inclusive policies 
addressing digital divides, capacity-building initiatives and fostering of 
partnerships that amplify the voices of the underrepresented regions 
in global digital governance discussions.326 Zambia’s involvement in the 
WSIS process and its role as co-facilitator of the Global Digital Compact 
(GDC) reflect a growing ambition for leadership in shaping global digital 
governance, with a strong emphasis on inclusive development and regional 
cooperation.

  POSITION ON KEY ISSUES    

Development
 

Zambia views digital transformation as essential to national development 
and inclusive growth. The 2022-2026 Ministry of Technology and Science 
Strategic Plan prioritises stakeholder engagement and strengthening 
linkages with industry as critical to fostering collaboration. Its 
2023–2027327 National Digital Transformation Strategy (NDTS) outlines 
strategic pillars including: digital infrastructure, platforms, services, 
literacy and skills, and innovation and entrepreneurship. The Smart 
Zambia Institute, operating under the President’s Office, plays a central 
role in managing and promoting electronic government services, including 
through the Digital Transformation Change Management Strategy for the 
Public Service 2023 – 2026 . These policies lay a foundation for the 
country’s approach to the WSIS.  

Significant investments have been made to support connectivity, 
including nearly USD 60 million in infrastructure in 2023. The government 
has partnered with private sector actors such as Airtel and IHS Towers 
Company in launching 152 towers to expand network coverage of 91.6%, 
a significant driver of digital inclusion. Zambia’s focus on digital inclusion 
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and literacy, infrastructure investment, and e-government aligns well 
with the WSIS Action Lines. If Zambia’s priorities in the WSIS+20 build on 
existing policy priorities and past engagement in WSIS, it will likely focus 
on ICT as a driver of progress in sectors like healthcare and agriculture.328 

Human Rights
 

Human rights are essential to Zambia’s digital policy approach, grounded 
in its obligations under the International Covenant on Civil and Political 
Rights,329 the African Charter on Human and Peoples’ Rights330 and 
the Zambian Constitution. However, despite these commitments, 
Zambia’s implementation has been mixed, with the government shutting 
down internet access during the 2021 elections. The government has 
repeatedly affirmed its commitment to freedom of expression, most 
recently in January 2025 when Minister Haimbe reiterated constitutional 
protections in a meeting with the United Nations Special Rapporteur 
on the right to freedom of opinion and expression331, with the Special 
Rapporteur exhorting the government to protect freedom of expression 
by repealing repressive laws.332 Government calls for the media to counter 
misinformation and disinformation through factual reporting may indicate 
a positive focus on access to information and the role of the media.333 

Zambia’s international engagement reflects these commitments. Zambia 
has announced interest in running as a candidate for membership in 
the Human Rights Council from 2026 to 2028.234 At the 2024 UN 
General Assembly, the Minister of Foreign Affairs endorsed the Global 
Digital Compact (GDC) and its emphasis on universality, equality, and 
non-discrimination. As co-facilitator of the GDC, Zambia played a key 
role in shaping a process that included strong human rights language.
 
Domestically, the government has framed digital inclusion as a rights 
issue, linked to equality of access, and is advancing digital inclusion by 
digitising all government services. At WSIS+20, Zambia is expected to 
advance priorities such as bridging the digital divide and implementing 
Action Line C2, aligned with its broader commitments to equality and 
non-discrimination. The government has underscored the importance of 
human rights safeguards in all digital processes and reaffirmed the value 
of civil society partnerships in achieving inclusive digital governance.
 

Internet Governance 
 

Zambia supports an inclusive and cooperative model of internet 
governance. As co-facilitator of the Global Digital Compact, it took 
on a visible leadership role in UN-led digital governance discussions. 
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Domestically, the Ministry of Technology and Science leads on internet 
policy, emphasising collaboration with the private sector and development 
partners.

A lack of digital infrastructure in Zambia is a significant challenge for 
underserved communities. However, Zambia’s focus on increasing internet 
penetration by addressing network coverage suggests that Zambia is 
prioritizing internet access for all. Together with UNDP, the Ministry of 
Technology and Science is establishing ICT hubs in rural areas. In 2024, 
Zambia launched a free wifi initiative in public spaces –Zamfree– through 
a partnership between the Ministry of Technology and Science, the 
Ministry of Local Government and Rural Development, the Presidential 
Delivery Unit, Smart Zambia Institute, and a technology partner, inq.Digital. 
The country has expressed support for extending the mandate of the 
Internet Governance Forum (IGF) and sees multistakeholderism as 
essential to effective governance. Despite previous instances of internet 
shutdowns, recent statements suggest a shift toward promoting openness 
and access, in line with WSIS. 

Review Modalities
 

Zambia has shown openness to engaging with diverse stakeholders, 
with the Ministry of Technology and Science engaging civil society in 
various fora, including WSIS-linked sessions at DRIF25 and a stakeholder 
workshop in May 2025. While engagement historically focused more 
on digitalisation policy than WSIS specifically, recent steps suggest a 
willingness to broaden this approach. 

Civil society actors were consulted on ICT-related laws and policies such 
as laws related to cybersecurity.335 These consultations have helped 
address some of the gaps raised by civil society concerning the Cyber 
Security and Cybercrimes legislation, although problematic provisions still 
exist in the laws. According to the Permanent Secretary from the Ministry 
of Technology and Science, provisions of the Cyber Bills were revised due 
to stakeholder inputs to safeguard the delicate balance between national 
security and human rights. However, there are still concerns over the 
problematic legislation posing threats to human rights.336 
 
These engagements with civil society and calls for collaboration illustrate 
that Zambia is likely to support stakeholder inclusion in WSIS+20. The 
government has acknowledged capacity constraints but affirmed its 
openness to listening to non-governmental stakeholders during WSIS+20.
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WSIS and the GDC
 

Zambia has not explicitly articulated a position on the institutional 
relationship between WSIS and the GDC. However, through its parallel 
roles in both processes, the country can be inferred to support a 
complementary approach. Zambia’s leadership in the GDC and its 
continued involvement in WSIS forums suggest a view that both initiatives 
have value and can coexist and mutually reinforce efforts toward inclusive, 
rights-respecting digital governance. 

  MAIN ACTORS

The Ministry of Technology and Science is leading the WSIS engagements 
domestically, while the Ministry of Foreign Affairs and International 
Cooperation facilitates engagements in global processes on internet 
governance.337  The Permanent Mission of Zambia to the UN plays a key 
role in representing Zambia’s position in global processes, including the 
co-facilitation of the Global Digital Compact.

Domestically, the Smart Zambia Institute drives digital infrastructure 
efforts, while partnerships with UNDP and private actors such as Liquid 
Intelligent Technologies are expanding rural access and digital literacy.338  
Beyond public-private partnerships on domestic matters, the private 
sector has not been well represented in the WSIS+20. Civil society 
organisations such as Paradigm Initiative and the Internet Society Zambia 
Chapter contribute to national and regional dialogues on digital rights and 
inclusion and are expected to contribute to WSIS+20.

  UNDERLYING MOTIVATIONS

Zambia’s engagement is driven by both regional leadership aspirations 
and national development goals. It plays an active role in African digital 
cooperation frameworks, including the African Union Continental Artificial 
Intelligence Strategy339  and the African Digital Compact340. 

Zambia’s ratification of the African Continental Free Trade Area (AfCFTA) 
tariff schedules341 and implementation of the African Continental Free 
Trade Area (AfCFTA) Agreement342 reflects its interest in promoting 
development in the Southern African Development Community (SADC) 
region, including through harnessing digital technologies for trade343, 
productivity, and regional integration.

Zambia’s positions in the WSIS+20 review will likely be shaped through 
the Cotonou Declaration, adopted at the 2025 WSIS+20 Africa Review in 
Cotonou, Benin344 The Declaration called for the continuation of the WSIS 
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process, including the IGF and WSIS Forum, for the next decade, urging 
a unified African voice for an inclusive digital future to enhance Africa’s 
leadership in digital governance and ensuring technology serves as a 
force for socio-economic progress, sustainability, and equity345.                   

  OPPORTUNITIES FOR ENGAGEMENT 

Zambian government representatives have publicly highlighted the 
importance of civil society actors engaging with the government 
on WSIS+20. The Ministry of Technology and Science’s Director of 
Communication and Digital Technologies highlighted Zambia’s stance 
on partnerships, echoing that Zambia already broadly engages with 
private sector actors and is open to engaging with civil society actors. 
While the Ministry of Technology and Science engages stakeholders on 
digitalisation, it has not done so on WSIS, citing limited resources.                                                                   



GLOBAL PARTNERS DIGITALGLOBAL NETWORK INITIATIVE 106The Road to WSIS+20

Footnotes

1    “Formation and Objectives,” Bangladesh Working Group on 
WSIS, BNNRC. https://www.linkedin.com/pulse/bangladesh-initia-
tive-connecting-empowering-unified-rahman-s21br/

2   “WSIS Summit Participant List – Geneva Phase (2003),”  ITU,  
https://www.itu.int/net/wsis/docs/geneva/summit_participants.
pdf

3   “Freedom on the Net: Bangladesh Country Report,” Freedom 
House, 2022, https://freedomhouse.org/country/bangladesh/free-
dom-net/2022

4   “Call for Public Voting – WSIS Prize Nominations,” a2i Programme, 
https://a2i.gov.bd/vote-for-bangladesh-wsis-prize-2022/

5  “New Political Era in Bangladesh Provides ‘Historic Opportunity’ for 
Reform,” United Nations News, August 2024, https://news.un.org/
en/story/2024/08/1153261

6   “ICTD: One More Year in Journey Towards Digital Bangladesh,” 
ICT Division, Government of Bangladesh, https://ictd.portal.gov.
bd/sites/default/files/files/ictd.portal.gov.bd/page/522dbf60_
d6df_4b89_b84d_2adc633f23f1/Digital%20World%20(1).pdf.

7   “Advancing Bangladesh’s Digital Transition: From Digital Foun-
dations to Technological Leadership,” Preprints, October 2024, 
https://www.preprints.org/manuscript/202410.0441/v1.

8   Tamzid Bin Ahamed, Digital Bangladesh to Smart Bangladesh, 
Scribd, 2024, https://www.scribd.com/document/649329094/
Smart-Bangladesh-pdf-version-1

9   “WSIS Awards,” Aspire to Innovate (a2i), accessed 16 June 2025, 
https://a2i.gov.bd/award/wsis-award/. 

10   “Govt Launches ‘Nagorik Sheba’: A One-Stop Online Platform 
for Citizen Services,” The Daily Star, April 2024, https://www.the-
dailystar.net/tech-startup/news/govt-launches-nagorik-she-
ba-one-stop-online-platform-citizen-services-3884111.

11  “Telecommunication Regulation Act, 2001”, Bangladesh Tele-
communication Regulatory Commission, https://btrc.por-
ta l . gov. bd/s i tes/defau l t / f i l es/ f i l es/bt rc . po r ta l . gov. bd/
law/5d2dae4a_6fe8_4240_9930_fe8ae9f22448/2022-02-05-
19-27-f4102d8f3d4f6217daa08544b9c25beb.pdf

12   “Internet Shutdowns in Bangladesh: Legal Dimensions and Re-
courses,” Optima/Open Internet Project, 17 January 2024, https://
preparepreventresist.openinternetproject.org/2024/01/17/inter-
net-shutdowns-in-bangladesh-legal-dimensions-and-recourses/

13   “Bangladesh: Online Surveillance, Control – Netra News Latest 
to Be Blocked in Free Speech Crackdown,” Human Rights Watch, 
8 January 2020, https://www.hrw.org/news/2020/01/08/bangla-
desh-online-surveillance-control

14   “Internet Shutdown Advocacy in Bangladesh: How to Prepare, Pre-
vent, Resist,” Optima/Open Internet Project, February 2023, https://
preparepreventresist.openinternetproject.org/wp-content/up-
loads/2023/02/Optima-Bangladesh-Report.pdf.

15   “What You Need to Know About Internet Crackdown in Bangla-
desh,” The Daily Star, February 2024, https://www.thedailystar.
net/business/news/what-you-need-know-about-internet-crack-
down-bangladesh-3676346

16   “Human Rights Watch, Bangladesh: Online Surveillance, Control 
Netra News Latest to be Blocked in Free Speech Crackdown,” Hu-
man Rights Watch, https://www.hrw.org/news/2020/01/08/bangla-
desh-online-surveillance-control

17  “Bangladesh: Digital laws must be transparent and protect free 
expression,” Article 19,  https://www.article19.org/resources/ban-

gladesh-digital-laws-must-be-transparent-and-protect-free-ex-
pression/

18   “Repackaging Repression: The Cyber Security Act and the Continu-
ing Lawfare Against Dissent in Bangladesh,” Amnesty International,  
https://www.amnesty.org.au/wp-content/uploads/2024/08/Ban-
gladesh-Cyber-Security-Act-Report.pdf

19   “Bangladesh: End Crackdown Against Journalists and Crit-
ics,” Human Rights Watch, 3  May 2023, https://www.hrw.org/
news/2023/05/03/bangladesh-end-crackdown-against-journal-
ists-and-critics.

20   “UN Rights Body’s Recommendations on DSA Not Reflected in 
CSA,” The Daily Star, 2024, https://www.thedailystar.net/law-our-
rights/news/un-rights-bodys-recommendations-dsa-not-reflect-
ed-csa-irene-khan-3407816?amp

21   “Cyber Security Ordinance 2025: Improved, But Some Provisions 
May Create Ambiguity,” Prothom Alo, 2025, https://www.prothom-
alo.com/bangladesh/4yypie7f3j.

22   Rights Organizations Demand Transparent Digital Laws in Ban-
gladesh,” Dhaka Tribune, 2025, https://www.dhakatribune.com/
bangladesh/375997/bangladesh-digital-laws-must-be-transpar-
ent-and

23   “Bangladesh: Draft Data Protection Law Must Protect Freedom 
of Expression,” ARTICLE 19, https://www.article19.org/resourc-
es/bangladesh-draft-data-protection-law-must-protect-free-
dom-of-expression/.

24   “The Road to WSIS+20: Stakeholder Perspectives on National Pri-
orities”, May 25, 2025.

25  “BIGF Signs MoU with A2i to Provide Technical Assistance in Global 
Digital Compact, UN Summit of the Future 2024,” Dhaka Tribune, 
2024, https://www.dhakatribune.com/business/319289/bigf-signs-
mou-with-a2i-to-provide-technical?utm_source=chatgpt.com.

26   “Bangladesh Initiative for Connecting, Empowering & Amplifying 
Unified Voices on Global Digital Compact & Summit of the Future 
2024 - submission by Bangladesh NGOs Network for Radio and 
Communication (BNNRC),”  United Nations Office of the Tech Envoy,  
https://www.un.org/digital-emerging-technologies/sites/www.un-
.org.techenvoy/files/GDC-submission_Bangladesh_NGOs_Net-
work_for_Radio_and_Communication.pdf.

27   “Bangladesh National Consultation with MPs,” The Business Eye, 
2024, https://www.dailybusinesseye.com/national/news/1424.

28   “Cross-Community Statement from Civil Society, the Private 
Sector and the Technical Community on WSIS, the IGF and the 
GDC,” Association for Progressive Communications, 28 January 
2024, https://www.apc.org/en/pubs/cross-community-state-
ment-civil-society-private-sector-and-technical-communi-
ty-wsis-igf-and#.

29   “GDC submission: Bangladesh NGOs Network for Radio and 
Communication.” BNNRC. n.d. https://www.un.org/digital-emerg-
ing-technologies/sites/www.un.org.techenvoy/files/GDC-submis-
sion_Bangladesh_NGOs_Network_for_Radio_and_Communica-
tion.pdf

30   ibid.
31   “The Road to WSIS+20: Stakeholder Perspectives on National Pri-

orities,” May 25, 2025
32  ibid.
33   “Activists Demand Immediate Repeal of Cyber Security Act,” 

The Daily Star, 2024, https://www.thedailystar.net/news/bangla-
desh/news/activists-demand-immediate-repeal-cyber-securi-
ty-act-3722896

34   “Navigating the Digital Divide: Bangladesh’s Swing-State Role in 
Internet Governance,” Jackson School of International Studies, 



GLOBAL PARTNERS DIGITALGLOBAL NETWORK INITIATIVE 107The Road to WSIS+20

53  Ibid.
54 See paragraph 8: G77 and China inputs for the Global Digital Com-

pact Discussions, available at: https://www.un.org/digital-emerg-
ing-technologies/sites/www.un.org.techenvoy/files/GDC-submis-
sion_G77-and-China.pdf

55   “Report on CSTD Consultation on WSIS+20 in the Latin Ameri-
ca and the Caribbean Region,” CSTD and eLAC, in collaboration 
with ECLAC, “WSIS at 20: Successes, Failures and Future Expec-
tations,” virtual event, 5 December 2024, Santiago, Chile, https://
unctad.org/system/files/non-official-document/report_wsis20_
eclac_20241205.pdf.

56   Ibid. see paragraph 9
57   Ibid.
58   Overall ranking in 2024. In: https://dashboards.sdgindex.org/

rankings
59   The Plan includes goals such as the protection of citizens’ data, 

the establishment of a cybersecurity framework, data protection 
in the context of intelligence activities, the reduction of the digital 
divide, and the guarantee of access to connectivity. In: Ministry of 
Justice and Human Rights (2023). Second National Human Rights 
Plan 2022-2025. Available at: https://www.derechoshumanos.gob.
cl/2-plan-nacional-de-derechos-humanos/

60  Chile’s National Cybersecurity Policy 2023–2028 includes the 
principle of human rights protection as one of its core objectives, 
stating that achieving digital security is a guarantee for the exer-
cise of fundamental rights. Furthermore, it not only incorporates 
the gender perspective as a cross-cutting issue, but also trans-
lates it into a specific action plan, which operationalizes its guiding 
principles through concrete measures, with assigned responsibili-
ties and defined deadlines.

61   “Informe Tercer Ciclo de Reporte, Segundo Plan Nacional de 
Derechos Humanos,” Ministry of Justice and Human Rights 
(Chile), 2024, https://www.derechoshumanos.gob.cl/wp-content/
uploads/2024/08/Informe-Tercer-Ciclo-de-Reporte-PNDH-2.pdf, 
p. 34.

62  United Nations General Assembly, ”Report of the Working Group 
on the Universal Periodic Review,” A/HRC/57/6, 24 June 2024, 
para. 13, https://docs.un.org/en/A/HRC/57/6 

63   United Nations General Assembly, ”Report of the Working Group 
on the Universal Periodic Review – Addendum: Views on Conclu-
sions and/or Recommendations, Voluntary Commitments and 
Replies Presented by the State Under Review,” A/HRC/57/6/Add.1, 
9 July 2024, recommendations 24.192; 24.251; 24.113; and 24.227, 
https://docs.un.org/en/A/HRC/57/6/Add.1 

64   “Global Initiative for Information Integrity on Climate Change,” 
UNESCO, https://www.unesco.org/en/information-integrity-cli-
mate-change 

65   “Chile contribuye a iniciativas globales,” MinCiencia, 2025. 
66   It is worth noting that, for the first time, Chile holds a seat on the 

Committee on the Elimination of Discrimination against Women 
(CEDAW) for the period 2025-2028. See: “Patsilí Toledo es elegi-
da miembro del Comité para la Eliminación de la Discriminación 
contra la Mujer,” Ministry of Foreign Affairs, 7 June, 2024, https://
www.minrel.gob.cl/noticias-anteriores/patsili-toledo-es-elegi-
da-miembro-del-comite-para-la-eliminacion-de-la

67   “Minister van Klaveren Reaffirms Chile’s Commitments to Human 
Rights and Gender Equality,” Ministry of Foreign Affairs (Chile), 24 
February 2025, https://www.minrel.gob.cl/news/minister-van-kla-
veren-reaffirms-chile-s-commitment-to-human-rights-and.

68  Ibid. 

University of Washington, https://jsis.washington.edu/news/nav-
igating-the-digital-divide-bangladeshs-swing-state-role-in-in-
ternet-governance.

35   Ibid.
36   “Dhaka Calls for BIMSTEC Cooperation on Digital Transformation at 

GDC Closing Session,” Dhaka Tribune, 2025, https://www.dhakatri-
bune.com/bangladesh/350065/dhaka-calls-for-bimstec-cooper-
ation-on-digital.

37   ibid.
38   “Internet Governance,” Australian Strategic Policy Institute, https://

www.aspi.org.au/tag/internet-governance/.
39   “Can Bangladesh Follow India in Redrawing Its Data Protection 

Law?” The Daily Star, 2022, https://www.thedailystar.net/opinion/
views/news/can-bangladesh-follow-india-redrawing-its-da-
ta-protection-law-3093451; 

40  “Bangladesh’s Proposed Digital, Social Media, and OTT Platforms 
Regulation Needs a Complete Overhaul,” Access Now, 2022, 
https://www.accessnow.org/press-release/bangladesh-digi-
tal-social-media-ott-platforms-regulation-letter/.

41   “India to Increase Bandwidth Import from Bangladesh,” The Busi-
ness Standard (TBS), 2022, https://www.tbsnews.net/tech/ict/in-
dia-increase-bandwidth-import-bangladesh-354970

42   “BTRC Recalls Bandwidth Transit Bid to India,” The Daily Star, 2024, 
https://www.thedailystar.net/news/bangladesh/news/btrc-re-
calls-bandwidth-transit-bid-india-3770031

43   “Bangladesh National Consultation with MPs on WSIS, Internet 
Governance Forum, Global Digital Compact & Summit of the Future 
2024,” The Business Eye, 2024, https://www.dailybusinesseye.com/
national/news/1424

44  UNCTAD (ECN.16/2015/S.03), “Information Economy Report: WSIS 
Follow-up – Brazil Submission,” 2015, https://unctad.org/system/
files/non-official-document/ecn162015s03_Brazil_en.pdf

45   NETmundial Multistakeholder Meeting on the Future of Internet 
Governance, São Paulo, Brazil, 2014, https://netmundial.br/2014

46   “NETmundial Initiative – Official Website,” https://netmundial.br/
47  “Declaration of the BRICS Ministers of Communication on 

Strengthening Media and Digital Cooperation,” BRICS, 2023, 
https://brics.br/pt-br/documentos/ciencia-tecnologia-e-ino-
vacao/250602_brics_communications_ministers_declaration.
pdf/@@download/file

48 Intervention by the Minister of Transportation and Telecommunica-
tions of Chile, H.E. Mr. Andrés Gómez-Lobo, “Reunión de Alto Nivel 
de Seguimiento en la implementación de los resultados de la Cum-
bre Mundial de la Sociedad de la Información – proceso WSIS+10,” 
World Summit on the Information Society, New York, 15–16 Decem-
ber 2015

49  “Conoce el Plan de Patrullaje Municipal con Inteligencia Artificial 
del Gobierno,” Gob.cl, October 2024, https://www.gob.cl/noticias/
patrullaje-municipal-inteligente-preventivo-equipos-seguri-
dad-comunas-mejorar-seguridad/ 

50   Valderrama, M., ”The Child Alert System and Predicting of Risk of 
Violations of Children’s Rights,” Derechos Digitales, 2021, https://
www.derechosdigitales.org/wp-content/uploads/02_Informe-
Chile-EN_180222.pdf. 

51   “CAF Firma Convenio con MinCiencia: Aportará US$250.000 a lat-
amGPT a Través de CENIA,” MinCiencia, March 2025, https://www.
minciencia.gob.cl/noticias/caf-firma-convenio-con-minciencia-
aportara-us250000-a-latam-gpt-a-traves-de-cenia/

52   “Brasil se Integra a Latam GPT: Ministra Aisén Etcheverry Firma 
Acuerdo en Gira Presidencial,” MinCiencia, April 2024, https://www.
minciencia.gob.cl/noticias/brasil-se-integra-a-latam-gpt-minis-
tra-aisen-etcheverry-firma-acuerdo-en-gira-presidencial/.



GLOBAL PARTNERS DIGITALGLOBAL NETWORK INITIATIVE 108The Road to WSIS+20

69  “Inputs for the Global Digital Compact Discussions,” Group of 77 
and China, para. 42, https://www.un.org/digital-emerging-tech-
nologies/sites/www.un.org.techenvoy/files/GDC-submission_
G77-and-China.pdf.

70  “ “NETMundial+10 Announces List of Confirmed Participants,” 
NETMundial+10, https://netmundial.br/list-participants. 

71   Lara, J.C., “Chile,” in Kaspar, L. (ed.), ”The Road to WSIS+10: Key 
Country Perspectives in the Ten-Year Review of the World Sum-
mit on the Information Society,” Global Partners Digital, Sep-
tember 2015, pp. 16–18, https://www.gp-digital.org/wp-content/
uploads/pubs/WSIS+10%20Country%20Mapping%20Complete%20
Draft%20150904%20-%20final%20minus%20pg%207&13%20-%20
altered%20layout%20fixed%20FINAL.pdf. 

72   “Inputs for the Global Digital Compact Discussions,” Group of 
77 and China, https://www.un.org/digital-emerging-technologies/
sites/www.un.org.techenvoy/files/GDC-submission_G77-and-
China.pdf

73  Ibid. 
74   Lara, J.C., “Chile,” in Kaspar, L. (ed.), ”The Road to WSIS+10: Key 

Country Perspectives in the Ten-Year Review of the World Sum-
mit on the Information Society,” Global Partners Digital, Septem-
ber 2015, pp. 16–18, https://www.gp-digital.org/wp-content/up-
loads/pubs/WSIS+10%20Country%20Mapping%20Complete%20
Draft%20150904%20-%20final%20minus%20pg%207&13%20
-%20altered%20layout%20fixed%20FINAL.pdf. 

75   This role was, in fact, acknowledged in the most recent annual 
report of the Office of the Special Rapporteurship for Freedom of 
Expression of the Organization of American States (OAS), which 
stated, “this Office highlights the reports that indicate that Chile 
has positioned itself as one of the leading countries in the develop-
ment of Artificial Intelligence (AI) in the Americas, standing out in 
governance, infrastructure, human capital, research, development 
and adoption of AI.” - “Annual Report of the Inter-American Com-
mission on Human Rights”, Special Rapporteurship for Freedom of 
Expression, OAS/Ser.L/V/II, 3 March 2025, para. 359, https://www.
oas.org/en/iachr/expression/reports/annual.asp. OAS/Ser.L/V/II, 
see paragraph 359

76   “Chile lidera cumbre de Inteligencia Artificial: Conozca organismos 
del Estado que han implementado IA,” Prensa Presidencia, Octo-
ber 2023, https://www.gob.cl/noticias/chile-lidera-cumbre-de-in-
teligencia-artificial-conozca-organismos-del-estado-que-han-im-
plementado-ia/.

77  “Presidente Boric en Sesión Plenaria de la Cumbre del Futuro: ‘Si 
no hemos hecho lo que debemos para construir un mundo mejor, 
todavía estamos a tiempo’,” Prensa Presidencia, September 2024, 
https://prensa.presidencia.cl/comunicado.aspx?id=290443. 

78   Torres, M.J., “Pacto para el Futuro: Acuerdo Global para el Mundo 
Actual y de Mañana,” El País, 28 September 2024, https://elpais.
com/chile/2024-09-28/pacto-para-el-futuro-acuerdo-glob-
al-para-el-mundo-actual-y-de-manana.html. 

79   “Nosotras las Mujeres”, UN Chile, 2024, p. 4,  https://chile.un.org/
sites/default/files/2024-08/INFORME%20Nosotras%20las%20
Mujeres_Chile_VF_Espa%C3%B1ol%20%20%281%29.pdf.

80   “Chile-DEPA: Digital Economy Partnership Agreement,” Under-
secretariat of International Economic Relations (SUBREI), https://
www.subrei.gob.cl/acuerdos-comerciales/acuerdos-comercia-
les-vigentes/depa. 

81  “Foreign Ministry Spokesperson Mao Ning’s Regular Press Con-
ference,” Ministry of Foreign Affairs of the People’s Republic of 
China, 31 May 2024, https://www.fmprc.gov.cn/eng/zy/gb/202405/
t20240531_11367273.html.

82  “China IGF Submission to Global Digital Compact,” China Internet 
Governance Forum via UN Office of the Tech Envoy, 2023, https://
www.un.org/digital-emerging-technologies/sites/www.un.org.
techenvoy/files/GDC-submission_China.pdf

83  “World Summit on the Information Society Follow-up: Brazil Sub-
mission,” UNCTAD (ECN.16/2015/S.03), 2015,  https://unctad.org/
system/files/non-official-document/ecn162015s03_Brazil_en.pdf.

84   “Philanthropy and Sustainable Development in China,” UNDP 
China, https://www.undp.org/china/news/philanthropy-sustain-
able-development-china.

85   “Declaration of Principles – WSIS 2003,” International Telecom-
munication Union, https://www.itu.int/net/wsis/docs/geneva/offi-
cial/dop.html.

86   “The Costs of International Advocacy: China’s Interference in 
United Nations Human Rights Mechanisms,” Human Rights Watch, 
5 September 2017, https://www.hrw.org/report/2017/09/05/
costs-international-advocacy/chinas-interference-united-na-
tions-human-rights

87   “China’s Interference in United Nations Human Rights Mecha-
nisms,” Human Rights Watch, 5 September 2017, https://www.hrw.
org/sites/default/files/report_pdf/chinaun0917_web.pdf

88  “China Poses an ‘Existential Threat’ to International Human Rights, 
Says Rights Group After Director Barred From Hong Kong,” TIME, 14 
January 2020, https://time.com/5764561/china-human-rights-re-
port/

89   “China Deploys NGOs to Quash Criticism at U.N. Organizations 
in Geneva,” The Washington Post/ICIJ, 28 April 2025, https://www.
washingtonpost.com/world/2025/04/28/china-ngos-un-geneva/

90   “China’s Digital Silk Road Exports Internet Technology, Con-
trols,” Voice of America, 28 May 2024, https://www.voanews.
com/a/china-s-digital-silk-road-exports-internet-technolo-
gy-controls/7626266.html.

91   “Inputs for the Global Digital Compact Discussions,” Group of 77 
and China,  https://www.un.org/digital-emerging-technologies/
sites/www.un.org.techenvoy/files/GDC-submission_G77-and-
China.pdf

92  “President Xi Jinping Delivers a Keynote Speech at the Opening 
Ceremony of the 10th Ministerial Conference of the China-Arab 
States Cooperation Forum,” Ministry of Foreign Affairs of the Peo-
ple’s Republic of China, 31 May 2024,  https://www.fmprc.gov.cn/
eng/zy/gb/202405/t20240531_11367273.html

93   “WSIS+20 Forum: Closing Ceremony and Chair’s High-Level Event 
Summary,” Geneva Internet Platform, June 2025. https://dig.watch/
event/wsis20-forum/closing-ceremony-and-chairs-wsis20-fo-
rum-high-level-event-summary

94   “China Country Report: Implementation of the Outcomes of the 
WSIS (CSTD WSIS+10 Review)”, UNCTAD, .https://unctad.org/sys-
tem/files/information-document/cstd_wsis10_china_en.pdf

95   “Inputs for the Global Digital Compact Discussions”, Group of 
77 and China, https://www.un.org/digital-emerging-technologies/
sites/www.un.org.techenvoy/files/GDC-submission_G77-and-
China.pdf

96  “Closing Ceremony and Chair’s WSIS+20 Forum High-Level 
Event Summary”, WSIS+20 Forum High-Level Event, 31 May 2024, 
co-hosted by ITU, UNESCO, UNDP, and UNCTAD, https://dig.watch/
event/wsis20-forum/closing-ceremony-and-chairs-wsis20-fo-
rum-high-level-event-summary?utm_source=chatgpt.com

97   Xuechen Chen and Xinchuchu Gao, “Norm Diffusion in Cyber 
Governance: China as an Emerging Norm Entrepreneur?,” Inter-
national Affairs 100, no. 6, November 2024: 2419–41, https://doi.
org/10.1093/ia/iiae237



GLOBAL PARTNERS DIGITALGLOBAL NETWORK INITIATIVE 109The Road to WSIS+20

98   “Cyberspace Administration of China (CAC), Central Cyberspace 
Affairs Commission,” https://www.cac.gov.cn/index.htm

99   “Building China into a Cyberpower,” State Council, People’s Re-
public of China, 23 August 2014,  https://english.www.gov.cn/state_
council/2014/08/23/content_281474983035940.htm.

100   “The Socialist System of Laws with Chinese Characteristics,” 
Information Office of the State Council, People’s Republic of China, 
October 2011 (reposted 9 July 2015),  https://english.www.gov.cn/
state_council/2014/09/09/content_281474986284154.htm.

101   Sheena Chestnut Greitens, “Counter-Espionage and State Se-
curity: The Changing Role of China’s Ministry of State Securi-
ty,” China Leadership Monitor, 26 February 2025, https://www.
prcleader.org/post/counter-espionage-and-state-securi-
ty-the-changing-role-of-china-s-ministry-of-state-security.

102   “Profile: China Academy for Information and Communications 
Technology (CAICT),” DigiChina, Stanford University, accessed 
16 June 2025, https://digichina.stanford.edu/work/profile-chi-
na-academy-for-information-and-communications-technolo-
gy-caict/.

103  “China TC260 Publishes Six Cybersecurity Standards,” 
DataGuidance, 9 April 2025,  https://www.dataguidance.com/
news/china-tc260-publishes-six-cybersecurity-standards.

104   Justin Sherman, “China’s War for Control of Global Internet 
Governance,” SSRN Electronic Journal, January 2022, https://pa-
pers.ssrn.com/sol3/papers.cfm?abstract_id=4174453.

105   “Colombia en el Foro de Gobernanza de Internet en Turquía” 
MinTIC, 31 August 2014, https://mintic.gov.co/portal/inicio/Sa-
la-de-prensa/Noticias/6983:Colombia-en-el-Foro-de-Gober-
nanza-de-Internet-en-Turquia

106   “MinTIC participó en el Foro para la Gobernanza de Internet 
2016 en México,” MinTIC. December 12, 2016. https://mintic.gov.
co/portal/inicio/Sala-de-prensa/Noticias/27295:MinTIC-partici-
po-en-el-Foro-para-la-Gobernanza-de-Internet-2016-en-Mex-
ico

107   “Colombia es elegido como representante para la Reunión 
Preparatoria del Foro de Gobernanza de Internet,” MinTIC, 27 
April 2018,  https://mintic.gov.co/portal/inicio/Sala-de-prensa/
Noticias/72944:Colombia-es-elegido-como-representante-pa-
ra-la-Reunion-Preparatoria-del-Foro-de-Gobernanza-de-Inter-
net

108   “Global Digital Compact – Deep Dive Human Rights Colom-
bia Statement.” Permanent Mission of Colombia to the United 
Nations in New York. 8 May 2025,  https://nuevayork-onu.mision.
gov.co/newsroom/news/global-digital-compact-deep-dive-hu-
man-rights-colombia-statement, 

109  “Colombia y 16 países adoptan la Declaración de Cartagena 
de Indias para la Gobernanza, la construcción de Ecosistemas y el 
fomento de educación en Inteligencia Artificial en América Latina 
y el Caribe,” MinTIC,  9 August 2024,  https://mintic.gov.co/portal/
inicio/Sala-de-prensa/Noticias/383990:Colombia-y-16-pais-
es-adoptan-la-Declaracion-de-Cartagena-de-Indias-pa-
ra-la-Gobernanza-la-construccion-de-Ecosistemas-y-el-fo-
mento-de-educacion-en-Inteligencia-Artificial-en-Ameri-
ca-Latina-y-el-Caribe 

110  “Global Digital Compact – Deep Dive Human Rights Colom-
bia Statement,” Permanent Mission of Colombia to the United 
Nations in New York, 8 May 2025, https://nuevayork-onu.mision.
gov.co/newsroom/news/global-digital-compact-deep-dive-hu-
man-rights-colombia-statement 

111 World Summit on the Information Society.” Permanent Mission 
of Colombia to the United Nations in Geneva. n.d. https://gine-

bra-onu.mision.gov.co/cumbre-mundial-la-sociedad-la-infor-
macion-cmsi

112  “WSIS Stocktaking Platform,” ITU, https://www.itu.int/net4/wsis/
stocktaking/Project/Projects/Search?scc%5B0%5D=42&ser%5B0
%5D=4&sec%5B0%5D=42#search

113   The monitoring indicators related to this agenda and aligned with 
WSIS implementation include the following targets: 4.a - Build and 
improve inclusive and safe schools; 9c: Universal access to infor-
mation and communications technologies; 16.10 Ensure public ac-
cess to information and protect fundamental freedoms; and 17.8 
Operationalize the Technology Bank, develop scientific capacity, 
and improve information and communication technologies. DNP. 
Sustainable Development Goal,  https://ods.dnp.gov.co/en 

114   The DNP, through its Digital Development Directorate, is respon-
sible for designing, formulating, implementing, and evaluating pol-
icies, plans, programs, and projects in the ICT sector. This includes 
the formulation of Colombia’s National Digital Strategy and the 
development of public policy documents (CONPES) that outline 
guidelines on digital connectivity, digital trust and security, data 
access, use and exploitation, digital skills and appropriation, and 
the digital economy and transformation. DNP, 31 March 2025 – Dig-
ital Development Directorate https://www.dnp.gov.co/LaEntidad_/
subdireccion-general-prospectiva-desarrollo-nacional/direc-
cion-desarrollo-digital/Paginas/default.aspx

115   “RESOLUCIÓN No. 7009 DE 2022 “Por medio de la cual se subroga 
el TÍTULO X de la Resolución CRC 5050 de 2016, y se dictan otras 
disposiciones,” CRC, 16 December 2022, https://www.crcom.gov.
co/sites/default/files/normatividad/00007009.pdf

116   “Global Digital Compact – Informal Consultations (3rd Meeting), 
Transcript of the session,” DigWatch, February 29, 2024. https://dig.
watch/event/global-digital-compact-2024/3rd-meeting-glob-
al-digital-compact-informal-consultations#Transcript

117   “Estrategia Nacional Digital de Colombia 2023–2026,” Gov-
ernment of Colombia, February 2024,  https://colaboracion.
dnp.gov.co/CDT/Desarrollo%20Digital/EVENTOS/END_Colom-
bia_2023_2026.pdf

118  “Dominio .co y Gobernanza de Internet: ¿Por qué la Gobernanza de 
Internet importa?” MinTIC, 17 December 2024. https://gobernanza-
deinternet.mintic.gov.co/752/w3-article-399323.html

119   “Global Digital Compact – Informal Consultations (3rd Meeting),” 
DigWatch, 29 February 2024,.https://dig.watch/event/global-dig-
ital-compact-2024/3rd-meeting-global-digital-compact-infor-
mal-consultations#speakers

120   “Dominio .co y Gobernanza de Internet,”  MinTIC, https://
gobernanzadeinternet.mintic.gov.co/752/w3-channel.html

121   Article 22. Law 1978 of 2019 Whereby the Information and Com-
munications Technologies Sector (ICT) is modernized, compe-
tences are distributed, a Single Regulator is created, and other 
provisions are enacted.

122  “Avance de Colombia en la Sociedad de la Información,” CRC, 
28 June 2024, .https://postdata.gov.co/dashboard/avance-de-
colombia-en-la-sociedad-de-la-informacion 

123   “Sobre la mesa de gobernanza,” Foro Colombiano de Gober-
nanza de Internet, https://gobernanzadeinternet.co/es/sobre-me-
sa

124   Historically, the Board has consistently included participation 
from various sectors. On the civil society side: Colnodo, Fundación 
Karisma, and RedPaPaz; on the Government side: MinTIC, the Na-
tional Spectrum Agency (ANE), and the CRC; on the technical 
community side: ISOC-Colombia; on the private sector side: the 
Colombian Chamber of Information Technology and Telecommu-



GLOBAL PARTNERS DIGITALGLOBAL NETWORK INITIATIVE 110The Road to WSIS+20

nications (CCIT), the Latin American Internet Association (ALAI), 
Google, Telefónica Movistar, and .CO and on the academic side: 
the Externado University of Colombia, Rosario University, and ECCI 
University. More recently, other groups have become involved, 
such as the Consejo Tutelar de Derechos de l@s NNA (Council 
for the Protection of Children’s Rights), the Corporación Cambio 
Sostenible (Sustainable Change Corporation), and the Centro de 
Resiliencia (Resilience Center). In the original negotiations that led 
to the World Summit on the Information Society (WSIS), Colnodo 
participated as part of the Association for Progressive Communi-
cations (APC).

125  “Pacto Digital Mundial – Global Digital Compact: Contribu-
ciones Mesa Colombiana de Gobernanza de Internet,” Colombian 
Internet Governance Forum. n.d. https://gobernanzadeinternet.co/
apc-aa-files/bb9cdd26e110b7763a22e4becac32240/colombian_
igf_inputs_gdc_esp_1.pdf

126   “Aportes del Foro Colombiano de Gobernanza de Internet a 
Netmundial+10,” Colombian Internet Governance Forum,  https://
gobernanzadeinternet.co/apc-aa-files/2148cd292028f5224f9e-
b40421e84a75/Aportes%20Mesa%20de%20Gobernanza%20
-%20NETMundial_10.pdf

127  “Estrategia Nacional Digital de Colombia,” DNP, 5 April 2024, 
p. 20, https://www.dnp.gov.co/LaEntidad_/subdireccion-gener-
al-prospectiva-desarrollo-nacional/direccion-desarrollo-digital/
Paginas/estrategia-nacional-digital-de-colombia.aspx

128   “Estrategia Nacional Digital de Colombia,” DNP, 5 April 2024, 
p. 31,  https://www.dnp.gov.co/LaEntidad_/subdireccion-gener-
al-prospectiva-desarrollo-nacional/direccion-desarrollo-digital/
Paginas/estrategia-nacional-digital-de-colombia.aspx

129   “Intervention of Minister Mauricio Lizcano at eLAC,”  https://
es.linkedin.com/posts/ministerio-de-tecnolog-as-de-la-in-
f o r m a c i- n -y- l a s- c o m u n i c a c i o n e s _ e l a c2026 - a c t i v i -
ty-7260325526165237762-jEFT

130   The Board has a mailing list with 575 subscribers. Approxi-
mately 20 people participate in the monthly meetings. 

131  “Towards a Global Partnership in the Information Society: Fol-
low-up of the Geneva Summit of the World Summit on the Infor-
mation Society (WSIS),” European Commission Communication, 
2004, https://eur-lex.europa.eu/legal-content/EN/TXT/HTM-
L/?uri=CELEX:52004DC0111.

132   “Joint Communication to the European Parliament and the 
Council: An International Digital Strategy for the European Union,” 
European Commission and High Representative of the Union for 
Foreign Affairs and Security Policy, 2021, https://digital-strategy.
ec.europa.eu/en/library/joint-communication-international-digi-
tal-strategy-eu

133  “EU Statement – UN General Assembly: First Preparatory Meet-
ing on the WSIS+20 Review,” Delegation of the European Union to 
the United Nations, 22 May 2025, https://www.eeas.europa.eu/
delegations/un-new-york/eu-statement-%E2%80%93-un-gener-
al-assembly-first-preparatory-meeting-wsis20-review_en.

134   “EU Non-Paper on the Establishment of a WSIS+20 Multistake-
holder Sounding Board,” Delegation of the European Union to the 
United Nations, 2025, https://www.eeas.europa.eu/sites/default/
files/documents/2025/EU%20non-paper%20WSIS%2B20%20
Stakeholder%20Participation_FINAL.pdf.

135  “European Commission launches public consultation on In-
ternet Governance,” FCT, 4 December 2024, https://www.fct.
pt/en/comissao-europeia-promove-inquerito-sobre-gover-
nacao-da-internet/ 

136   “Global Multistakeholder High Level Conference on Gover-
nance of Web 4.0 and Virtual Worlds,” European Commission, 31 

March - 1April 2025, https://digital-strategy.ec.europa.eu/en/pol-
icies/event-web-4-governance 

137   “Ghana Chamber of Telecommunications Annual Re-
port 2023, Ghana Chamber of Telecommunications,” August 
2024, https://www.telecomschamber.org/wp-content/up-
loads/2024/08/220824-GCT-Annual-Report-2023.pdf

138   “National Broadband Policy and Implementation Strategy,” 
National Communications Authority, October 2012, https://nca.
org.gh/wp-content/uploads/2020/09/National-Broadband-Poli-
cy-and-Implementation-Strategy.pdf

139   “Hon. Minister in charge of Education Joined The President to 
Inaugurate Ghana Smart Schools Project”, Ministry of Education, 
March 25, 2024, https://moe.gov.gh/hon-minister-in-charge-of-
joined-the-president-to-inaugurate-ghana-smart-schools-proj-
ect/,  

140   “GIRLS-IN-ICT.” Ministry of Communication, Digital Technology 
and Innovation, 2024, https://moc.gov.gh/girls-in-ict-2024/ 

141  “Project appraisal document on a proposed credit in the amount 
of SDR 101.0 million (US$160 million equivalent) to the Repub-
lic of Ghana for the e-Transform Ghana Project,” World Bank, 
September 2013, https://documents1.worldbank.org/curated/
en/233911468253466632/pdf/802930PAD0REVI00Box379839B-
00PUBLIC0.pdf, 

142   “Ghana Digital Economy Policy & Strategy,”  National Informa-
tion Technology Agency, December 2024, https://nita.gov.gh/th-
eevooc/2024/12/Ghana-Digital-Economy-Policy-Strategy-Docu-
ment.pdf

143   Amoah, M, “Digital Rights in Ghana: Bridging Access and Ac-
countability,” African Human Rights Review, Pages 23(1), 77–95

144   ”OEWG Positions Tracker,”  Global Partners Digital, https://
www.gp-digital.org/oewg-positions-tracker/  

145   ibid.
146  “Multistakeholder Engagement and Internet Governance in 

Ghana,” Internet Society Ghana Chapter, 2022, https://isoc.gh/
register/west-africa-internet-governance-forum-2022/

147   ”Internet Governance in Ghana: Challenges and Opportuni-
ties,” Tettey, W., Journal of African Media Studies, 14(3), 310–328, 
2022

148   “Cyber Security Act”, Act 1038, Republic of Ghana, 2020 
https://ir.parliament.gh/bitstream/handle/123456789/1800/CY-
BERSECURITYACT,2020(ACT1038).pdf?sequence=1

149   “Third Substantive Session Of The Open-Ended Working 
Group On Security Of And In The Use Of Information And Commu-
nications Technologies,” Statement By Linda Kesse Antwi (Mrs.), 
Counsellor, 2021-2025, 25 July https://reachingcriticalwill.org/
images/documents/Disarmament-fora/other/icts/oewg-II/state-
ments/25July_Ghana.pdf ;  “Statement By Ghana During The First 
Substantive Session Of The Open-Ended Working Group (OEWG) 
On Security Of And In The Use Of Information And Communica-
tions Technologies 2021-2025,” 16 December 2021, https://reach-
ingcriticalwill.org/images/documents/Disarmament-fora/other/
icts/oewg-II/statements/16Dec_Ghana.pdf

150   ”eGovernment Network Infrastructure,” National Information 
Technology Agency, Republic of Ghana, https://nita.gov.gh/proj-
ects/egovernment-network-infrastructure/

151  “Cyber Security Act,” Act 1038, Republic of Ghana, 2020 https://
ir.parliament.gh/bitstream/handle/123456789/1800/CYBERSECU-
RITYACT,2020(ACT1038).pdf?sequence=1

152   ”Sustainability Report for the year ended 31 December 2023,” 
MTN Group Limited, 2023, https://www.mtn.com/wp-content/up-
loads/2024/04/MTN_FY23_Sustainability_Report.pdf



GLOBAL PARTNERS DIGITALGLOBAL NETWORK INITIATIVE 111The Road to WSIS+20

153  ”Annual report 2022–2023,”  University of Ghana Institute of 
Statistical, Social and Economic Research, 2023, https://isser.
ug.edu.gh/media/64/download

154   Boateng, K, “ICT Infrastructure and Regional Integration in West 
Africa,” Ghana Journal of Development Studies, 19(2), 56–74, 2022

155   “Constitution of Ghana,” Republic of Ghana, 1992, https://judi-
cial.gov.gh/index.php/fundamental-human-rights-and-freedom 

156   ”The Cotonou Declaration on Accelerating Africa’s Digital 
Transformation,” Adopted at the African WSIS+20 Review Summit, 
May 2025, https://www.uneca.org/eca-events/africa-wsis-annu-
al-review-2025

157  “Contributions to the CSTD ten-year review of the implemen-
tation of the WSIS outcomes”, Submission by India to the United 
Nations Commission on Science and Technology for Development, 
available at https://unctad.org/system/files/information-docu-
ment/cstd_wsis10_india_en.pdf

158   “Progress made in the implementation of and follow-up to the 
outcomes World Summit on the Information Society at the regional 
and international level”, India’s statement to the twenty-first ses-
sion of the CSTD, Geneva, 15 May 2018, available at https://unctad.
org/system/files/non-official-document/ecn162018s15_India_
en.pdf

159   For instance, India has articulated these concerns througgh 
its participation at international summits such as the G20 Summit, 
Global Partnership on AI (‘GPAI’) Summit, and also by organising 
the Voice of Global South Summit. See “The 3rd Voice of Global 
South Summit 2024”, Ministry of External Affairs, 14 August 2024, 
available at https://www.mea.gov.in/press-releases.htm?dtl/38161/
The_3rd_Voice_of_Global_South_Summit_2024

160  “Statement by India on Agenda Item 2: Report of the Secre-
tary-General on WSIS Outcomes.” Permanent Mission of India in 
Geneva. n.d. https://pmindiaun.gov.in/pageinfo/MTY4Mg. 

161   “WSIS+20 Forum High-Level Event 2024: High-Level Outcomes 
and Executive Brief.” ITU. n.d. https://www.itu.int/net4/wsis/fo-
rum/2024/Files/outcomes/draft/WSIS20ForumHighLevelEv-
ent2024-OutcomesAndExecutiveBrief_DRAFT.pdf. 

162   “India participates in ITU’s WSIS+20 Forum High-Level Event 
and ‘AI for Good’ Global Summit”, PIB, 03 June 2024, avail-
able at https://www.pib.gov.in/PressReleaseIframePage.aspx-
?PRID=2022651 

163   “India’s AI Revolution.” Press Information Bureau (PIB), Gov-
ernment of India. March 6, 2025. https://www.pib.gov.in/PressRe-
leasePage.aspx?PRID=2108810.

164   “AI4Bharat.” https://ai4bharat.iitm.ac.in/; Yee, Chen May. “With 
Help from Next-Generation AI, Indian Villagers Gain Easier Access 
to Government Services.” Microsoft, May 23, 2023. https://news.
microsoft.com/source/asia/features/with-help-from-next-gen-
eration-ai-indian-vil lagers-gain-easier-access-to-govern-
ment-services/; “People+AI: Projects.” https://coda.io/@people-
plusai/people-ai-projects; “Indian Startup Sarvam AI Collaborates 
with Microsoft to Bring Its Indic Voice Large Language Model (LLM) 
to Azure.” Microsoft, February 8, 2024. https://news.microsoft.
com/en-in/indian-startup-sarvam-ai-collaborates-with-mic-
rosoft-to-bring-its-indic-voice-large-language-model-llm-to-
azure/ 

165   “Global Pilot Programme on STI for SDGs (India).” Office of the 
Principal Scientific Adviser to the Government of India. n.d. https://
www.psa.gov.in/sti-for-sdg 

166   “India’s Digital Revolution: Transforming Infrastructure, Gov-
ernance, and Public Services.” Press Information Bureau (PIB), 
Government of India. December 8, 2024. https://www.pib.gov.in/
PressReleasePage.aspx?PRID=2082144

167  “Capacity Building: Digital India.” Digital India. n.d. https://www.
digitalindia.gov.in/initiative/capacity-building/

168   “IndiaAI Future Skills.” IndiaAI. n.d. https://indiaai.gov.in/hub/
indiaai-futureskills

169   “Digital Agriculture Mission: Tech for Transforming Farmers’ 
Lives.” Press Information Bureau (PIB), Government of India. Sep-
tember 4, 2024. https://www.pib.gov.in/PressReleaseIframePage.
aspx?PRID=2051719

170   “From Data to Diagnosis: Transforming Healthcare through 
Digitalization.” Press Information Bureau (PIB), Government of 
India. January 20, 2025. https://www.pib.gov.in/PressReleaseI-
framePage.aspx?PRID=2094604

171   “Technology Enabled Learning.” Ministry of Education. n.d. https://
www.education.gov.in/technology-enabled-learning

172   “Digital India.” Digital India. https://www.digitalindia.gov.in/
about-us/ 

173   Amar Jain v Union of India and Ors. [W.P. (C) No. 49/2025] 
174   “WSIS+20 Forum High-Level Event 2024: High-Level Outcomes 

and Executive Brief,” ITU, p. 150. https://www.itu.int/net4/wsis/
forum/2024/Files/outcomes/draft/WSIS20ForumHighLevelEv-
ent2024-OutcomesAndExecutiveBrief_DRAFT.pdf 

175   For instance, MeitY along with the National Internet Exchange 
of India has set up the Bhashanet portal to enable the setting up 
of domain names and email addresses in Indian languages. See 
https://bhashanet.in/home.

176   “India Internet Governance ‘Forum to be conducted in No-
vember, 2021 to bring all stakeholders of internet governance on 
a single platform’.” Press Information Bureau (PIB), Government of 
India. October 21, 2021. https://www.pib.gov.in/PressReleasePage.
aspx?PRID=1765476

177   Arindrajit Basu, “India’s Passive Multi-Stakeholder Cyber Di-
plomacy.” 2023. https://doi.org/10.4337/9781035301546.00016
; Samir Patil, “India’s Cyber Security Landscape.” 2022. https://
www.springerprofessional.de/en/india-s-cyber-security-land-
scape/20131866

178  “India to emerge as a Global South leader in AI global gover-
nance: Abhishek Singh.” The Economic Times. November 4, 2024. 
https://economictimes.indiatimes.com/news/india/india-to-
emerge-as-a-global-south-leader-in-ai-global-governance-
abhishek-singh/articleshow/114945441.cms?from=mdr 

179   “The 3rd Voice of Global South Summit 2024.” Ministry of Ex-
ternal Affairs, Government of India. August 14, 2024. https://www.
mea.gov.in/press-releases.htm?dtl/38161/The_3rd_Voice_of_
Global_South_Summit_2024

180   “India to play a role in making telecom services and digital 
connectivity available to emerging economies: Shri Goyal.” Press 
Information Bureau (PIB), Government of India. October 15, 2024. 
https://www.pib.gov.in/PressReleasePage.aspx?PRID=2065022

181   “India participates in ITU’s WSIS+20 Forum High-Level Event and 
‘AI for Good’ Global Summit.” Press Information Bureau (PIB), Gov-
ernment of India. June 3, 2024. https://www.pib.gov.in/PressRelea-
seIframePage.aspx?PRID=2022651

182   “Joint Statement: Second Meeting of the India-EU Trade and 
Technology Council, New Delhi.” Press Information Bureau (PIB), 
Government of India. February 28, 2025. https://www.pib.gov.in/
PressReleasePage.aspx?PRID=2107026

183  “Joint Statement: Second Meeting of the India-EU Trade and 
Technology Council, New Delhi.” Press Information Bureau (PIB), 
Government of India. February 28, 2025. https://www.pib.gov.in/
PressReleasePage.aspx?PRID=2107026 



GLOBAL PARTNERS DIGITALGLOBAL NETWORK INITIATIVE 112The Road to WSIS+20

184   “Statement by India on Agenda Item 2: Report of the Sec-
retary-General on WSIS Outcomes,” delivered by Sh. Animesh 
Choudhury, Second Secretary, Permanent Mission of India in 
Geneva. https://pmindiaun.gov.in/pageinfo/MTY4Mg,,#:~:tex-
t=India%20has%20taken%20a%20supportive,the%20Addis%20
Ababa%20Action%20Agenda.

185   “Declaration on Digital Public Infrastructure, AI and Data for 
Governance – Joint Communiqué by the G20 Troika (India, Bra-
zil and South Africa), endorsed by several G20 countries, guest 
countries and international organizations.” Ministry of Exter-
nal Affairs (MEA), Government of India. November 20, 2024. 
https://www.mea.gov.in/bilateral-documents.htm?dtl/38551/
Declaration+on+Digital+Public+Infrastructure+AI+and+Data+-
for+Governance++Joint+Communiqu233+by+the+G20+Troika+In-
dia+Brazil+and+South+Africa+endorsed+by+several+G20+coun-
tries+guest+countries+and+international+organizations

186  “Three-Day GPAI Summit Concluded Today at Bharat Man-
dapam.” Press Information Bureau (PIB), Government of India. De-
cember 14, 2023. https://www.pib.gov.in/PressReleaseIframePage.
aspx?PRID=1986475

187   “Global Digital Compact Asia Regional Consultation, New Del-
hi, March 21–22, 2023.” United Nations. https://www.un.org/dig-
ital-emerging-technologies/sites/www.un.org.techenvoy/files/
GDC-submission_Asia-Consultations.pdf

188   “India – France Joint Statement on the visit of Shri Naren-
dra Modi, Hon’ble Prime Minister of India to France.” Press Informa-
tion Bureau (PIB), Government of India. February 12, 2025. https://
www.pib.gov.in/PressReleasePage.aspx?PRID=2102247

189   “’G20 Digital Economy Ministers’ Meeting (DEMM) concluded 
with adoption of the G20 Digital Economy Outcome Document and 
Chair’s Summary.’” Press Information Bureau (PIB), Government of 
India. August 19, 2023. https://www.pib.gov.in/PressReleasePage.
aspx?PRID=1950443. 

190   “Opening Address by Prime Minister Shri Narendra Modi at the 
AI Action Summit, Paris.” Press Information Bureau (PIB), Govern-
ment of India. February 11, 2025. https://www.pib.gov.in/PressRe-
leasePage.aspx?PRID=2101740

191   Jyoti Panday, “Sovereign Data Strategies: Boosting or Hindering 
AI Development in India?” Observer Research Foundation, January 
10, 2025. https://www.orfonline.org/expert-speak/sovereign-da-
ta-strategies-boosting-or-hindering-ai-development-in-india.

192   “India AI Compute Capacity.” India AI Mission. n.d. https://in-
diaai.gov.in/hub/indiaai-compute-capacity

193   Akriti Gaur, “Cross-Border Data Flows and India’s Digital Sover-
eignty,” Verfassungsblog, 12 March 2025, https://verfassungsblog.
de/cross-border-data-flows-and-indias-digital-sovereignty/.

194   “Interpreting India’s Cyber Statecraft.” Joe Devanny and 
Arthur P. B. Laudrain. Carnegie Endowment for Internation-
al Peace. March 27, 2025. https://carnegieendowment.org/re-
search/2025/03/interpreting-indias-cyber-statecraft?lang=en

195  Ahmad Setiawan, Ms Kautsarina, Onny Rafizan, “Development 
of the Information and Communication Technology Service Indus-
try in Indonesia,”. Australian Journal of Telecommunications and 
the Digital Economy, Vol 5, No 3, Article 96, 2017, https://telsoc.org/
journal/ajtde-v5-n3/a96

196  “Vision of Digital Indonesia 2045,” Kominfo, 2025, https://dig-
ital2045.id 

197   “Indonesia Country Commercial Guide,” International Trade 
Administration, 19 September 2024, https://www.trade.gov/coun-
try-commercial-guides/indonesia-digital-economy 

198   “Indonesia’s Golden Egg: Vision 2045 Lays the Founda-
tion for a Digitally Driven Future,” Telecom Review, 8 January 
2025, https://www.telecomreviewasia.com/news/featured-arti-
cles/4765-indonesia-s-golden-egg-vision-2045-lays-the-foun-
dation-for-a-digitally-driven-future/ 

199   “ASEAN Digital Ministers advocate for development of se-
cure, innovative, and inclusive digital ecosystem,” ASEAN, 16 
January 2025, https://asean.org/asean-digital-ministers-advo-
cate-for-development-of-secure-innovative-and-inclusive-digi-
tal-ecosystem/ 

200  Muhammad Luthfi Ilham, “Indonesia Reaffirms Commitment 
to Social Justice at UN Human Rights Council Session,” Jakarta 
Daily, 28 February 2025, https://www.jakartadaily.id/internation-
al/16214656966/indonesia-reaffirms-commitment-to-social-jus-
tice-at-un-human-rights-council-session 

201   Third Committee, General Assembly, “Third Committee Ap-
proves 12 Draft Resolutions, Including Texts on Disabilities in Con-
flict, Refugees, Human Rights Council and Digital Technologies,” 14 
November 2023, https://press.un.org/en/2023/gashc4400.doc.
htm 

202   “Open Net lobbies for Indonesia digital rights before UN, result-
ing in new recommendations on infamous EIT law and MR5,” Open-
Net, 3 April 2024, https://www.opennetkorea.org/en/wp/5641?utm 

203  “A Web of surveillance: Unravelling a murky network of spyware 
exports to Indonesia,” Amnesty International Security Lab, 1 May 
2024, https://securitylab.amnesty.org/latest/2024/05/a-web-of-
surveillance/?utm 

204   United Nations Indonesia,  “In Dialogue with Indonesia, Experts 
of the Human Rights Committee Commend Measures Promoting 
Women’s Political Participation, Raise Questions on Air and Water 
Pollution, and on Excessive Use of Force against Indigenous Pap-
uans,” 13 March 2024, https://shorturl.at/HyALo 

205   Merlyna Lym, The Internet and Political Activism in Indone-
sia, 2005,  https://ris.utwente.nl/ws/portalfiles/portal/6071353/
Lim_thesis.pdf 

206   “National Data Center to Bolster Data Sovereignty,” The Jakar-
ta Globe, 20 December 2023, https://jakartaglobe.id/tech/nation-
al-data-center-to-bolster-data-sovereignty?utm 

207   “Bramara Combat Drone: A Smart Homegrown Weapon De-
buts at Indo Defence 2025,” Intimedia, June 2025, https://intime-
dia.id/?utm 

208   “The Digital Economy in Focus: Priorities for Indonesia’s 
Growth,, Tech for Good Institute, 19 February 2025, https://tech-
forgoodinstitute.org/blog/event-highlights/the-digital-econo-
my-in-focus-priorities-for-indonesias-growth/ 

209  “Indonesia IGF,”  Global Information Society Watch, 2017, 
https://giswatch.org/en/country-report/internet-governance/in-
donesia-igf 

210   “Southeast Asia IGF 2021,” DigiWatch, 1 September 2021, https://
dig.watch/event/southeast-asia-igf-2021-0#:~:text=The%202021%20
Southeast%20Asia%20Internet%20Governance%20Forum,the%20
Southeast%20Asian%20countries%20come%20with%20diverse 

211   “Opening Session IGF 2023,” DigiWatch, 9 october 2023, https://
dig.watch/event/internet-governance-forum-2023/opening-ses-
sion 

212   ibid.
213   “IGF 2017 Open Forums,”  IGF, 2017, https://whm.intgovforum.

org/es/igf-2017-open-forums 
214   Mollie Fraser-Andrews, “Indonesia at the heart of global di-

alogue,” UN Today, 1 May 2025, https://untoday.org/indone-
sia-at-the-heart-of-global-dialogue/ 

215   UN Commission on Science and Technology for Development, 
“Report on the intersessional panel meeting held between 21 and 



GLOBAL PARTNERS DIGITALGLOBAL NETWORK INITIATIVE 113The Road to WSIS+20

22 October 2024 in Geneva Prepared by the UNCTAD secretari-
at,”  7–11 April 2025, https://unctad.org/system/files/official-docu-
ment/ecn162025crp1_en.pdf 

216   “Breaking the vicious cycle of fragmented digital governance,” 
The Jakarta Post, 14 April, 2025, https://www.thejakartapost.com/
opinion/2025/04/14/breaking-the-vicious-cycle-of-fragment-
ed-digital-governance.html 

217  “Komdigi,” The Ministry of Communication and Informatics, 
2025, https://www.komdigi.go.id 

218   Examples, include: the National Standardization Agency (BSN), 
which is responsible for developing and maintaining Indonesian 
National Standards (SNI); the Ministry of National Development 
Planning (Bappenas), which oversees national development strat-
egies, including digital transformation initiatives; the Ministry of 
Education, Culture, Research, and Technology, which engages in 
digital literacy and capacity-building programs; and, the National 
Cyber and Crypto Agency (BSSN), which focuses on cybersecu-
rity and information protection, aligning with WSIS action lines on 
building confidence and security in the use of ICTs.

219   “Opportunities in Indonesia Trade report,” Ministry of Foreign 
Affairs of the Republic of Estonia, 13 January 2025, https://vm.ee/
sites/default/files/documents/2025-03/Indonesia_Strategy_ICT.pdf 

220   Institute for Policy Research and Advocacy (ELSAM),  https://
www.elsam.or.id/en 

221   The Southeast Asia Freedom of Expression Network (SAFEnet), 
https://safenet.or.id 

222   LBH Pers, https://lbhpers.org 
223   Faonaso Harefa et al, “The Urgency of Indonesia’s National Se-

curity Act: Addressing Fragmentation in Security Sector Regulation, 
Journal of Social Work and Science Education,” Volume 6 (1) 148-
163, 2025, https://www.researchgate.net/publication/391221695_
The_Urgency_of_Indonesia’s_National_Security_Act_Address-
ing_Fragmentation_in_Security_Sector_Regulation 

224   “ASEAN Digital Masterplan 2025,” ASEAN, 2025, https://asean.
org/book/asean-digital-masterplan-2025/ 

225  “CSTD open consultation on WSIS+20,” DigiWatch, 8 December 
2023, https://dig.watch/event/unctad-eweek-2023/cstd-open-
consultation-on-wsis20 

226   “Empowering Civil Society Organisations in Global Internet 
Governance,” CADE, 2024, https://cadeproject.org 

227   “Enhancing CSO participation in global digital policy pro-
cesses: Roles, structures, and accountability | WSIS+20,” CADE, 31 
May 2025, https://cadeproject.org/updates/enhancing-cso-par-
ticipation-in-global-digital-policy-processes-roles-struc-
tures-and-accountability-wsis20/ 

228  “Why Russia’s internet crackdown is hurting its tech sec-
tor.” BBC News. October 31, 2019. https://www.bbc.com/news/
world-europe-50259597. 

229 “A Territorial Approach to the Sustainable Development Goals in 
Moscow, Russian Federation.” OECD. December 2021. https://www.
oecd.org/content/dam/oecd/en/publications/reports/2021/12/a-ter-
ritorial-approach-to-the-sustainable-development-goals-in-mos-
cow-russian-federation_6ab6a23c/733c4178-en.pdf.

230  “Russia’s Great Power Imaginary and the Pursuit of Digital 
Multipolarity.” By Alena Epifanova. Internet Policy Review. https://
policyreview.info/articles/analysis/russias-great-power-imagi-
nary-and-pursuit-digital-multipolarity. 

231  “CSTD WSIS+10 Review: Input from the Russian Federation.” 
UNCTAD. https://unctad.org/system/files/information-document/
cstd_wsis10_russian_federation_en.pdf. 

232  “Digital Economy in the Russian Federation: Problems of Pub-
lic Administration.” By Vladimir Vinokurov. SSOAR – Open Access 
Repository. https://www.ssoar.info/ssoar/bitstream/handle/doc-
ument/95046/ssoar-publicadmin-2021-5-vinokurov-Digital_
economy_in_the_Russian.pdf. 

233  “The Russian Federation: Challenges in Response to SDG Goals 
13 and 15,” Gracheva, N. UN High-Level Political Forum on Sustain-
able Development, May 2023. https://sdgs.un.org/sites/default/
files/2023-05/B50%20-%20Gracheva%20-%20The%20Russian%20
Federation%20Challenges%20in%20Response%20to%20SDG%20
Goals%2013%20and%2015.pdf

234 “COVID-19 Response: Digital Russia.” World Bank. https://
www.vsemirnyjbank.org/ru/country/russia/brief/covid-19-re-
sponse-digital-russia

235  “Foreign Agent Laws: An Authoritarian Playbook.” Hu-
man Rights Watch. September 19, 2024. https://www.hrw.org/
news/2024/09/19/foreign-agent-laws-authoritarian-playbook 

236  “State-centric Formations of Digital Sovereignty.” In Digital 
Sovereignty in the BRICS Countries. Mueller, M. Cambridge Univer-
sity Press. https://www.cambridge.org/core/books/digital-sover-
eignty-in-the-brics-countries/statecentric-formations-of-digi-
tal-sovereignty/C1E50364F3F06572D572DFCAA2D3B472 

237  UNCTAD. WSIS+10: Country Report – Russian Federation. 
https://unctad.org/system/files/information-document/cstd_
wsis10_russian_federation_en.pdf

238 “CWG-WSIS: Contribution by the Russian Federation.” ITU. 
https://www.itu.int/md/S25-CWGWSIS42-C

239  “Reassessing Runet: Russian Internet Isolation and Implications 
for Russian Cyber Behavior.” Atlantic Council. https://www.atlan-
ticcouncil.org/in-depth-research-reports/issue-brief/reassess-
ing-runet-russian-internet-isolation-and-implications-for-rus-
sian-cyber-behavior/

240  CyberBRICS. Digital Sovereignty in BRICS Countries: Com-
parative Study. March 3, 2023. https://cyberbrics.info/wp-con-
tent/uploads/2024/05/DIGITAL-SOVEREINGTY-IN-BRICS-COUN-
TRIES_3_3_2023.pdf

241  “Russia at the United Nations: Boundaries of the Debate on ICTs 
in International Security.” Korzak, E. CCDCOE. https://ccdcoe.org/
uploads/2021/06/Elaine_Korzak_Russia_UN.docx.pdf

242 “Statement on International Information Security.” Permanent 
Mission of the Russian Federation to the United Nations.    
https://russiaun.ru/en/news/7120424 

243  Ibid.
244  Government of the Russian Federation. “Department for Digital 

Development: Events.” http://government.ru/en/department/387/
events/

245  “WSIS+20: Background.” United Nations Department of Eco-
nomic and Social Affairs (UNDESA). https://publicadministration.
desa.un.org/wsis20/background 

246  Regional Commonwealth in the Field of Communications (RCC). 
Homepage. https://en.rcc.org.ru 

247   Government of the Russian Federation. “Department of Digital 
Development, Communications and Mass Media.” http://govern-
ment.ru/en/department/113/ 

248 “RCC Pushes for State-Led Internet Governance Ahead of 
WSIS+20 Review.” CircleID. n.d. https://circleid.com/posts/rcc-
pushes-for-state-led-internet-governance-ahead-of-wsis20-
review.

249  “Public Annual Report 2020.” Civic Chamber of the Russian 
Federation. https://report2020.oprf.ru/en/navigation.html. 



GLOBAL PARTNERS DIGITALGLOBAL NETWORK INITIATIVE 114The Road to WSIS+20

250  “Russian International Affairs Council.” n.d. https://russian-
council.ru/en/. 

251  “Public Chamber of the Russian Federation Marks the Fifth An-
niversary of Its Establishment.” Civic Chamber of the Russian Fed-
eration. https://oprf.ru/press/news/2006/newsitem/36. 

252 “Russia’s Shadow War Against the West.” Center for Strategic 
and International Studies (CSIS). n.d. https://www.csis.org/analysis/
russias-shadow-war-against-west#:~:text=One%20important%20
reason%20for%20this,NATO%20Treaty%20regarding%20collec-
tive%20defense.”&text=Second%2C%20these%20types%20of%20
actions,Cook%20Islands%2C%20for%20sabotage%20operations. 

253  15th Russian Internet Governance Forum Was Held in Mos-
cow.” Izvestia. April 8, 2025. https://en.iz.ru/en/1867333/2025-04-
08/15th-russian-internet-governance-forum-was-held-moscow

254  “Saudi Vision 2030,” https://www.vision2030.gov.sa/en 
255   “Saudi Vision 2030 - National Transformation Program,” 

https://www.vision2030.gov.sa/en/explore/programs/nation-
al-transformation-program 

256   Neom, https://www.neom.com/en-us 
257  “GNI Statement: Prioritizing Human Rights in IGF Host Se-

lection,” Global Network Initiative, 12 December 2024, https://
globalnetworkinitiative.org/gni-statement-prioritizing-hu-
man-rights-in-igf-host-selection/

258   “Accelerate the progress towards achieving the SDG: Saudi 
Arabia perspective,” Government of Saudia Arabia -Communica-
tion, Space and Technology Commission, https://www.cst.gov.sa/
en/mediacenter/pressreleases/Pages/2024052702.aspx 

259   “Saudi Arabia Shines at WSIS+20,” Saudi Press, 17 June 2025 
https://saudipress.com/saudi-arabia-shines-at-wsis-20-sdaia-
wins-awards-for-national-data-bank-and-ethical-ai-develop-
ment-stc-s-smarttruck? 

260   “Saudi Arabia Wins Prizes At WSIS+20 For Leading ICT Inno-
vations,” One Arabia, 28 May 2024, https://www.onearabia.me/
local/saudi-arabia-recognized-at-world-summit-information-soci-
ety-011-38003.html 

261   ibid.
262   “Saudi Arabia garners accolades at WSIS+20 - Sau-

di Gazette,” DNS Africa, 30 May 2024, https://www.resource.
dnsafr ica .org/2024/05/30/saudi-arabia-garners-acco-
lades-at-wsis20-saudi-gazette/ 

263  Mat Ford, “Understanding Saudi Arabia’s IPv6 Boom,” Internet 
Society Pulse, 6 April 2021, https://pulse.internetsociety.org/blog/
understanding-saudi-arabias-ipv6-boom 

264   Milton Mueller, “Report on the UN Internet Governance Forum 
in Riyadh,” George Town - School of Public Policy. 20 December 
2024, https://www.internetgovernance.org/2024/12/20/report-
on-the-un-internet-governance-forum-in-riyadh/ 

265   “Saudi Arabia Won Prizes in the World Summit on the Informa-
tion Society “WSIS+20”,” Government of Saudia Arabia -Commu-
nication, Space and Technology Commission, 28 May 2024, +20” 
https://www.cst.gov.sa/en/media-center/news/Saudi-Arabia-
Won-Prizes-in-the-World-Summit-on-the-Information-Society-
-WSIS-20 

266  “Saudi Arabia affirms support for World Summit on Information 
Society,” Emirates News Agency - WAM, 15 October 2017, https://
www.wam.ae/en/article/hszr5yhb-saudi-arabia-affirms-sup-
port-for-world-summit 

267   Wolfgang Kleinwächter, “IGF 2024 in Riyadh: AI, WSIS+20 and 
the Global South,” CircleID, 2 January 2025, https://circleid.com/
posts/igf-2024-in-riyadh-ai-wsis20-and-the-global-south 

268   “Saudi Arabia to Host the 19th Internet Governance Forum 
(IGF) 2024,” Communications, Space and Technology Commis-

sion. May 27, 2024, https://www.cst.gov.sa/en/mediacenter/press-
releases/Pages/2024052702.aspx 

269   “Saudi Data and Artificial Intelligence Authority (SDAIA),” 
https://sdaia.gov.sa/en/default.aspx 

270   “Saudi National Government Services Portal,” https://my.gov.
sa/en 

271   “Crown Prince Launches Projects Supporting Innovation and 
Digital Transformation,” Saudi Press Agency,  https://www.spa.gov.
sa/2359104

272  “Saudi Vision 2030 and the Private Sector: The Next Big Oppor-
tunities for Business,” Grant Thornton Saudi Arabia, https://www.
grantthornton.sa/en/insights/articles-and-publications/sau-
di_vision_2030_and_the_private_sector_the_next_big_oppor-
tunities_for_business/#:~:text=Saudi%20Arabia%20is%20em-
bracing%20digital,for%20cutting%2Dedge%20technological%20
solutions 

273   “Saudi Network Information Center (NIC.sa),” https://nic.sa/en/ 
274   International Science Council, https://council.science/mem-

ber/saudi-arabia-king-abdulaziz-city-for-science-and-technol-
ogy-kacst/

275  “Saudi Arabia Wins Prizes At WSIS+20 For Leading ICT Innova-
tions,” One Arabia, 28 May 2024, https://www.onearabia.me/local/
saudi-arabia-recognized-at-world-summit-information-soci-
ety-011-38003.html 

276   Wolfgang Kleinwächter, “IGF 2024 in Riyadh: AI, WSIS+20 and 
the Global South,” Circle ID, 2 January 2025, https://circleid.com/
posts/igf-2024-in-riyadh-ai-wsis20-and-the-global-south 

277   ibid. 
278   ““Saudi Arabia: C20 attendees must call on government to 

free jailed activists,” Transparency International, 6 October 2020, 
https://www.transparency.org/en/press/saudi-arabia-c20-at-
tendees-must-call-on-government-to-free-jailed-activists 

279   “The World Summit on the Information Society (WSIS)+20 
Review,” Global Digital Justice Forum, December 2024, https://
globaldigitaljusticeforum.net/the-world-summit-on-the-informa-
tion-society-wsis20-review-civil-society-perspectives-and-pro-
posals/ 

280 “National development Plan 2030, ,Our Future - Make it Work,” 
National Planning Commission, Republic of South Africa, https://
www.gov.za/sites/default/files/gcis_document/201409/ndp-2030-
our-future-make-it-workr.pdf

281   United Nations Human Rights Council, “Resolution on Right to 
Privacy in the Digital Age,” (A/HRC/RES/48/4), 2021, https://docs.
un.org/en/A/HRC/RES/48/4

282  From a speech by Minister of Communications and Digital 
Technologies, Solly Malatsi, at the Summit of the Future in Sep-
tember 2025, https://www.dcdt.gov.za/minister-s-speeches/524-
speech-by-minister-malatsi-at-wsis.html

283   A media coalition challenged the Film and Publication Board’s 
March 2024 notice expanding online censorship powers to crim-
inalize ‘mis/disinformation’. The High Court ruled the measures 
unconstitutional due to vague definitions and disproportionate 
penalties, forcing their withdrawal. Critics noted the Department 
of Communications’ failure to exercise oversight. (Court Case No. 
[X]/2024)

284   United Nations, “United Nations Convention against Cyber-
crime; Strengthening International Cooperation for Combating 
Certain Crimes Committed by Means of Information and Commu-
nications Technology Systems and for the Sharing of Evidence in 
Electronic Form of Serious Crimes,” https://www.unodc.org/uno-
dc/en/cybercrime/convention/home.html



GLOBAL PARTNERS DIGITALGLOBAL NETWORK INITIATIVE 115The Road to WSIS+20

285  From a speech by Minister of Communications and Digital 
Technologies, Solly Malatsi, at the Summit of the Future in Sep-
tember 2025, https://www.dcdt.gov.za/minister-s-speeches/524-
speech-by-minister-malatsi-at-wsis.html

286  Department of International Relations and Cooperation,  
Republic of South Africa, https://dirco.gov.za 

287   “ALT Advisory.” https://altadvisory.africa/
288   “Association for Progressive Communications (APC).” https://

apc.org
289   “Media Monitoring Africa.” https://www.mediamonitoringafri-

ca.org/
290   “Research ICT Africa.” https://researchictafrica.net
291   “South African National Editors’ Forum (SANEF).”   

https://sanef.org.za/
292   “Press Council of South Africa.” https://presscouncil.org.za/
293   “Internet Society South Africa Chapter.” https://internetsoci-

ety.co.za
294   “South African Women in Utilities Group (SOWUG).”   

https://sowug.org.za/
295  “Internet Service Providers’ Association of South Africa (ISPA).” 

https://ispa.org.za/
296  “NETmundial+10 Multistakeholder Statement,” https://netmun-

dial.br/pdf/NETmundial10-MultistakeholderStatement-2024.pdf
297  “UN World Summit on the Information Society (WSIS): Imple-

mentation and Follow-up”, https://www.bakom.admin.ch/bakom/
en/homepage/ofcom/international-activities/un-world-sum-
mit-on-the-information-society.html 

298   “The Plateforme Tripartite for digital governance and artificial 
intelligence in Switzerland”, https://www.bakom.admin.ch/bakom/
en/homepage/ofcom/international-activities/un-world-sum-
mit-on-the-information-society/wsis.html 

299  “Freedom Online Coalition Members”, Freedom Online Coali-
tion, https://freedomonlinecoalition.com/members/

300  “Withdrawing the United States from and ending funding to cer-
tain United Nations organizations and reviewing United States sup-
port to all international organizations.” The White House. February 
2025. https://www.whitehouse.gov/presidential-actions/2025/02/
withdrawing-the-united-states-from-and-ending-funding-to-
certain-united-nations-organizations-and-reviewing-united-
states-support-to-all-international-organizations/.

301  “How the US retreat from the UN endangers the future of in-
ternet governance.” Atlantic Council. April 23, 2025. https://www.
atlanticcouncil.org/blogs/new-atlanticist/how-the-us-retreat-
from-the-un-endangers-the-future-of-internet-governance/ 

302   See, for instance: “U.S. Rejects UN Sustainable Development 
Goals.” ESG Today. https://www.esgtoday.com/u-s-rejects-un-
sustainable-development-goals/.

303   “Statement by United States of America, Agenda Item 2, CSTD 
Twenty-Eighth Session.” United Nations Conference on Trade and 
Development (UNCTAD). n.d. https://unctad.org/meeting/commis-
sion-science-and-technology-development-28th-session.

304   See, for instance: “Pact for the Future, Global Digital Com-
pact and Declaration on Future Generations: Key Deliverables 
and U.S. Explanation of Position.” United States Mission to the 
United Nations. n.d. https://usun.usmission.gov/pact-for-the-fu-
ture-global-digital-compact-and-declaration-on-future-gener-
ations-key-deliverables-and-u-s-explanation-of-position/. 

305   See, for instance: “Statement by United States of America, 
Agenda Item 1, CSTD Twenty-Sixth Session.” United Nations Con-
ference on Trade and Development (UNCTAD). n.d. https://unctad.
org/meeting/commission-science-and-technology-develop-
ment-twenty-sixth-session. 

306   “Statement by United States of America, Agenda Item 2, CSTD 
Twenty-Eighth Session.” United Nations Conference on Trade and 
Development (UNCTAD). n.d. https://unctad.org/meeting/com-
mission-science-and-technology-development-28th-session; 
“U.S. Policy Statement for 1st UNGA Preparatory Meeting on the 
Ten-Year Review of the World Summit on the Information Society 
(WSIS).” U.S. Department of State. 2015. https://2009-2017.state.
gov/e/eb/rls/rm/2015/244533.htm 

307  “Statement by United States of America, Agenda Item 2, CSTD 
Twenty-Eighth Session.” UNCTAD. https://unctad.org/meeting/com-
mission-science-and-technology-development-28th-session. 

308 ibid.
309 ibid.
310 ibid.
311       Ibid.
312  Ibid.
313  Ibid.
314  Ibid.
315  See, for instance: “Rubio outlines plans to drastically cut human 

rights offices in State.” (Politico) May 29, 2025. https://www.polit-
ico.com/news/2025/05/29/rubio-human-rights-state-00374606

316  See, for instance: “The Road to WSIS+10: Key Country Perspec-
tives in the Ten-Year Review of the World Summit on the Informa-
tion Society.” n.d.

317  “Internet Freedom and Technology and Human Rights.” U.S. 
Department of State. n.d. https://www.state.gov/internet-free-
dom-and-technology-and-human-rights/.

318   “Removing Barriers to American Leadership in Artificial In-
telligence.” The White House. January 23, 2025. https://www.
whitehouse.gov/presidential-actions/2025/01/removing-barri-
ers-to-american-leadership-in-artificial-intelligence/.

319   See, for instance: “Putting the Digital Services Tax on the table 
in US negotiations sends worrying signal on UK digital sovereign-
ty.” Chatham House. April 2, 2025. https://www.chathamhouse.
org/2025/04/putting-digital-services-tax-table-us-negotia-
tions-sends-worrying-signal-uk-digital

320  See, for instance: “Trump’s Tech Governance: Making Sense of 
the Administration’s First 30 Days.” New America’s Open Tech-
nology Institute. n.d. https://www.newamerica.org/oti/blog/trumps-
tech-governance-making-sense-of-the-administrations-first-30-
days/. 

321   See, for instance: “Rubio outlines plans to drastically cut human 
rights offices in State.” Politico. May 29, 2025. https://www.politico.
com/news/2025/05/29/rubio-human-rights-state-00374606.

322  “Statement by United States of America, Explanation of Vote 
on the WSIS and STI Resolutions and Extension of the Mandate 
of the CSTD Gender Advisory Board, CSTD Twenty-Eighth Ses-
sion.” UNCTAD. n.d. https://unctad.org/meeting/commission-sci-
ence-and-technology-development-28th-session

323  “WSIS: Promotion of ICTs Can Help World Attain Millennium De-
velopment Goals.” United Nations Press Release PI/1546, Decem-
ber 12, 2003. https://press.un.org/en/2003/pi1546.doc.htm  

324   “WSIS: Promotion of ICTs Can Help World Attain Millennium De-
velopment Goals.” UN Press Release PI/1546, December 12, 2003. 
https://press.un.org/en/2003/pi1546.doc.htm 

325   “Contribution by ITU to UNCTAD CSTD Session.” ITU/UNCT-
AD. n.d. https://unctad.org/system/files/non-official-document/
a67d66_ITU.pdf

326   “WSIS Forum 2023: High-Level Track Outcomes and Executive 
Brief.” ITU. n.d. https://www.itu.int/net4/wsis/forum/2023/Files/
outcomes/draft/WSISForum2023_High-LevelTrackOutcomesAn-
dExecutiveBrief_20230327.pdf



GLOBAL PARTNERS DIGITALGLOBAL NETWORK INITIATIVE 116The Road to WSIS+20

327 “Digital Transformation Change Management Strategy for the 
Public Service in Zambia.” SMART Zambia Institute & Electronic 
Government Division. May 31, 2024. https://www.szi.gov.zm/wp-con-
tent/uploads/2024/06/Digital-Transformation-Change-Man-
agement-Strategy-for-the-Public-Service-Print-Copy-submit-
ted-to-Shorthorn-Printers_08012024.pdf 

328  “Zambia places high premium on ICTs for sustainable de-
velopment – Sakeni.” Lusaka Times. May 13, 2013. https://www.
lusakatimes .com/2013/05/13/zambia-places-high-premi-
um-on-icts-for-sustainable-development-sakeni/ 

329  “International Covenant on Civil and Political Rights.” Office of 
the United Nations High Commissioner for Human Rights (OHCHR). 
n.d. https://www.ohchr.org/en/instruments-mechanisms/instru-
ments/international-covenant-civil-and-political-rights 

330   “African Charter on Human and Peoples’ Rights.” African Union. 
n.d. https://au.int/en/treaties/african-charter-human-and-peo-
ples-rights

331   United Nations expert on freedom of expression pays cour-
tesy call on Minister of Foreign Affairs and International Coop-
eration.” Smart Eagles Zambia (via Facebook). n.d. https://www.
facebook.com/SmartEaglesZambia/posts/united-nations-un-
expert-on-freedom-of-expression-pays-a-courtesy-call-on-
minist/1074531011382824/ 

332  “Zambia must deliver on promises to protect freedom of ex-
pression, UN expert says.” OHCHR press release, January 31, 2025. 
https://www.ohchr.org/en/press-releases/2025/01/zambia-must-de-
liver-promises-protect-freedom-expression-un-expert-says 

333   “Eastern Province Provincial Administration.” Eastern Prov-
ince Provincial Administration (Zambia). n.d. https://www.eas.gov.
zm/?p=10319 

334 “Statement by Hon. Mulambo Haimbe, MP, Minister of For-
eign Affairs and International Cooperation at the Plenary of the 
High-Level Segment of the 79th UN General Assembly, 28 Septem-
ber 2024.” Ministry of Foreign Affairs and International Cooperation 
(Zambia). September 2024. https://www.mofaic.gov.zm/wp-con-
tent/uploads/2024/09/GA-Press-Statement-28-sept-28-09-24.pdf

335 “Zambia Refines Cybersecurity Bills After Stakeholder Consul-
tations.” TechAfrica News. March 26, 2025. https://techafrican-
ews.com/2025/03/26/zambia-refines-cybersecurity-bills-af-
ter-stakeholder-consultations/ 

336  “Joint Civil Society Statement: Cyber Security, Cyber Crime, 
and Anti-Terrorism Bills at MISA House on December 5, 2024.” 
Transparency International Zambia, Panos Institute Southern Afri-
ca, MISA Zambia, and others. December 10, 2024. https://tizambia.
org.zm/2024/12/joint-civil-society-statement-cyber-security-
cyber-crime-and-anti-terrorism-bills-at-misa-house-on-de-
cember-5th-2024/ 

337   “Global Digital Compact Co-facilitators attend Data 
Deep-Dive in Addis Ababa.” Namatama Njekwa, Permanent Mis-
sion of Zambia to the United Nations. May 26, 2024. https://www.
zambiaun.org/global-digital-compact-co-facilitators-attend-da-
ta-deep-dive-in-addis-ababa/ 

338  “Ministry of Transport and Communications, Zambia.” n.d. 
https://www.mots.gov.zm/?p=4948

339  “Continental Artificial Intelligence Strategy.” African Union. 
July 18–19, 2024. https://au.int/en/documents/20240809/continen-
tal-artificial-intelligence-strategy   

340  “Continental African Digital Compact.” African Union, adopted 
at the 45th Ordinary Session of the AU Executive Council in Ac-
cra, Ghana, July 18–19, 2024. https://au.int/sites/default/files/docu-
ments/44005-doc-AU_Digital_Compact_V4.pdf.

341   “By domesticating its tariff commitments, Zambia is demon-
strating its commitment to regional economic integration and the 
advancement of intra-African trade.” Ministry of Foreign Affairs & 
International Cooperation (Zambia). n.d. https://www.mofaic.gov.
zm/?p=3188 

342   “Zambia AfCFTA National Strategy and Implementation Plan.” 
Ministry of Commerce, Trade and Industry of Zambia. January 
2024. https://www.mcti.gov.zm/wp-content/uploads/2024/01/Zam-
bia-AfCFTA-National-Strategy-and-Implementation-Plan.pdf 

343   “Key accomplishments in focus as COMESA Ministers meet.” 
COMESA. November 23, 2023. https://www.comesa.int/key-accom-
plishments-in-focus-as-comesa-ministers-meet/

344   “Africa WSIS+ Annual Review 2025.” United Nations Economic 
Commission for Africa (UNECA). https://www.uneca.org/eca-events/
sites/default/files/resources/documents/TCND/africa-wsis-annu-
al-review/2025/2500615e.pdf 

345  “WSIS+20 Africa Review in Cotonou backs continued push 
for inclusive digital development.” United Nations Economic 
Commission for Africa (UNECA), 16 May 2025. https://www.uneca.
org/stories/wsis%2B20-africa-review-in-cotonou-backs-contin-
ued-push-for-inclusive-digital-development



GLOBAL PARTNERS DIGITALGLOBAL NETWORK INITIATIVE 117The Road to WSIS+20


